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Regeringens proposition till riksdagen med forslag till sidana andringar i lagstiftningen inom
justitieministeriets forvaltningsomrade som héanfor sig till totalreformen av
dataskyddslagstiftningen

PROPOSITIONENS HUVUDSAKLIGA INNEHALL

I denna proposition foreslas det att dataskyddslagen, lagen om bostadsaktiebolag, lagen om
stimningsmdn, lagen om registret Over djurhéllningsforbud, lagen om konkurs- och
foretagssaneringsregistret, lagen om néringsforbud, lagen om skuldsaneringsregistret,
straffregisterlagen, stiftelselagen, foreningslagen, och foretagsinteckningslagen dndras. Syftet
med propositionen &r att i enlighet med regeringsprogrammet for statsminister Petteri Orpos
regering gora sddana dndringar i lagstiftningen inom justitieministeriets forvaltningsomréde
som hénfor sig till totalreformen av den nationella dataskyddslagstiftningen. De dndringar som
foresldas genomfor regeringsprogrammets mal att frdmja lagstiftning som framjar
informationsflddet eller en dndamalsenlig organisering av den offentliga servicen samt att vid
behov i storre utstrackning dn for nidrvarande utnyttja det nationella handlingsutrymme som
EU:s allménna dataskyddsforordning medger.

Det foreslas att bestimmelserna om behandlingens lagenlighet i dataskyddslagen preciseras s&
att myndigheterna kan behandla personuppgifter direkt med stod av dataskyddslagen bade for
att utfora en uppgift av allmént intresse och for att utéva offentlig makt. Det foreslas att det till
dataskyddslagen fogas motsvarande bestimmelser ocksé i frdga om andra &n myndigheter nir
de skoter sddana offentliga forvaltningsuppgifter som har anfortrotts dem genom lag eller med
stod av lag och dér det dr fraga om utférande av en uppgift av allmént intresse eller utdvning av
offentlig makt. Genom é&ndringarna frimjas ocksé malen for totalreformen.

Dessutom foreslas det att det till foljd av grundlagen och Europeiska unionens
dataskyddslagstiftning gors vissa nddvandiga preciseringar i dataskyddslagens bestimmelser
om behandling av uppgifter som hor till sérskilda kategorier av personuppgifter samt uppgifter
som ror fallande domar i brottmél och lagovertridelser som innefattar brott. Samtidigt foreslas
det att forsékringsanstalters ritt att behandla ovanndmnda personuppgifter for bedomning eller
utredning av deras ansvar preciseras. Det foreslds dessutom att dataskyddslagen dndras sé att
ett 1 EU:s allménna dataskyddsforordning avsett certifieringsorgan i fortsattningen ackrediteras
av Sdkerhets- och kemikalieverkets ackrediteringsenhet i stillet for av dataombudsmannen.
Genom idndringarna frimjas malen for totalreformen och en effektiv fordelning av
myndigheternas resurser.

Syftet med de ovriga lagforslagen i denna proposition dr att i enlighet med totalreformen
forbattra informationsflodet genom att uppdatera de fordldrade bestimmelserna om teknisk
anslutning sa att de motsvarar lagen om informationshantering inom den offentliga
forvaltningen. Dartill foreslas det sidana enskilda &dndringar och preciseringar som dataskydds-
och offentlighetslagstiftningen forutsétter samt andra enskilda &ndringar och preciseringar.

De foreslagna lagarna avses tridda i kraft den 1 september 2026.
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MOTIVERING
1 Bakgrund och beredning

Ett av malen i regeringsprogrammet for statsminister Petteri Orpos regering &r att uppna tillvéxt
genom dataekonomin och digitaliseringen. I regeringsprogrammet ingar flera atgérder som
syftar till att stodja utnyttjandet av digitaliseringen. Som en del av dessa atgéirder ’genomfor
regeringen en totalreform av den nationella dataskyddslagstiftningen. I samband med
totalreformen upphdvs de forfattningar som forsvéarar informationsflodet, en dndamalsenlig
anviandning av molntjanster eller en dndamalsenlig organisering av de offentliga tjansterna i
ovrigt. Vid behov utnyttjas det nationella handlingsutrymme som GDPR ger i storre
utstrdckning én for ndrvarande.”

Justitieministeriet har den 5 december 2023 tillsatt en samordningsgrupp med uppgift att bereda
en totalreform av dataskyddslagstiftningen. Samordningsgruppen har till uppgift att styra och
samordna ministeriernas utredningsarbete om lagstiftningen. Samordningsgruppen publicerade
som prelimindr utredning den 17 juni 2024 en halvtidsrapport dér den identifierade de
bestdmmelser i lagstiftningen inom ministeriernas forvaltningsomrdden som géller behandling
av personuppgifter och som paverkar myndigheternas informationsflode och organiseringen av
de offentliga tjdnsterna. Varje ministerium ska till denna del goéra en beddmning och genomféra
behovliga dndringar inom sina respektive forvaltningsgrenar.

Justitieministeriet har den 31 mars 2025 tillsatt ett lagstiftningsprojekt som genomfors som
tjdnsteuppdrag. Syftet med projektet &r att bereda forslag till &ndring av dataskyddslagen och
andra lagar inom justitieministeriets forvaltningsomrdde. Avsikten ar att genomfora de
dndringar i1 lagarna inom justitieministeriets fOrvaltningsomrdde som hanfor sig till
totalreformen av den nationella dataskyddslagstiftningen. Lagstiftningsprojektet baserar sig pa
de behov som identifierats i halvtidsrapporten om totalreformen av dataskyddslagstiftningen
och i responsen till rapporten.

Utkastet till regeringsproposition var pa remiss den 29 augusti—9 oktober 2025.

Beredningsunderlaget till propositionen ar tillgdngligt genom den offentliga webbtjdnsten pa
https://oikeusministerio.fi/sv/projekt-och-lagberedning under identifieringskoden
OMO015:00/2025. Beredningsunderlaget till totalreformen av dataskyddslagstiftningen finns
under beteckningen OM126:00/2023.

2 Nuléige och bedomning av nulédget

2.1 EU-lagstiftning och nationell lagstiftning

EU:s allmdnna dataskyddsforordning och dataskyddslagen

Europaparlamentets och ridets forordning (EU) 2016/679 om skydd for fysiska personer med
avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och om
upphdvande  av  direktiv = 95/46/EG  (allmdn  dataskyddsforordning),  nedan
dataskyddsforordningen, tridde 1 kraft den 5 maj 2016. Dataskyddsforordningen &r en direkt
tillimplig réttsakt i EU:s medlemsstater. Dataskyddsforordningen borjade tillimpas den 25 maj
2018. Dataskyddsforordningen kompletteras och preciseras av den nationella dataskyddslagen
(1050/2018), som innehéller allmént tillimpliga bestimmelser som kompletterar forordningen
bland annat i friga om den nationella tillsynsmyndigheten, det vill siga dataombudsmannen.
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Dataskyddslagen tillimpas parallellt med dataskyddsforordningen. Dataskyddslagen trddde i
kraft den 1 januari 2019.

Aven om dataskyddsforordningen dr direkt tillimplig ritt, innehéller vissa bestimmelser i
forordningen nationellt handlingsutrymme inom ramen for vilket medlemsstaterna kan utférda
kompletterande eller ndrmare bestdmmelser i nationell lag. Det nationella handlingsutrymme
som dataskyddsforordningen medger géller i synnerhet behandling av personuppgifter inom den
offentliga sektorn, men i viss man dven inom den privata. Det nationella handlingsutrymmet
forpliktar inte, med vissa undantag, medlemsstaterna att utfirda nationell lagstiftning som
kompletterar eller preciserar forordningen, utan det har dverlatits at den nationella lagstiftaren
att fatta beslut i frigan. Med tanke pa att den allménna dataskyddsforordningen ar en direkt
tillimplig réttsakt bor det nationella handlingsutrymmet utnyttjas i begrédnsad omfattning.
Grundlagsutskottet tog uttrycklig stéllning i frdgan nér det behandlade dataskyddslagen, som
kompletterar dataskyddsférordningen, och dataskyddslagen avseende brottmél. Utskottet
konstaterade att skyddet for personuppgifter hirefter i forsta hand bor tillgodoses med stod av
dataskyddsforordningen och den nya nationella allménna lagstiftningen och att vi i
fortséttningen bor forhalla oss restriktiva nér det géller att infora nationell speciallagstiftning
(se ndrmare information i avsnitt 3.2 samt till exempel GrUU 14/2018 rd, s. 5 och GrUU
26/2018 rd, s. 2). Lagstiftningen ska ocksa i enlighet med dataskyddsférordningen uppfylla ett
mal av allmént intresse och den ska st i ritt proportion till det legitima méal som efterstrévas.

Utover dataskyddsforordningen och dataskyddslagen finns det inom justitieministeriets
forvaltningsomréde flera tiotal géllande forfattningar dér foreskrivna uppgifter eller foreskriven
verksamhet innefattar behandling av personuppgifter. Endast en del av dem innehéller
bestammelser som egentligen géller behandling av personuppgifter.

Informationshanteringslagen

Bestdmmelser om informationshantering i myndigheternas verksamhet finns i lagen om
informationshantering inom den  offentliga  forvaltningen  (906/2019, nedan
informationshanteringslagen), som  trddde i kraft den 1 januari  2020.
Informationshanteringslagen 4r en allmidn lag som géller informationshantering i
myndigheternas verksamhet i bred bemérkelse. Genom den lagen sékerstdlls en enhetlig
forvaltning och en informationsséker behandling av myndigheternas informationsmaterial sé att
offentlighetsprincipen foljs. I 5 kap. i informationshanteringslagen foreskrivs det dessutom om
elektronisk dverforing av uppgifter mellan myndigheternas informationssystem bland annat
med hjélp av tekniska grianssnitt och elektroniska forbindelser. Syftet med lagen har varit att
minska behovet av att genom speciallagstiftning utfirda bestimmelser om tekniska sétt att
lamna ut information.

Aven om informationshanteringslagen tridde i kraft redan 2020, innehéller lagstiftningen inom
justitieministeriets forvaltningsomrade fortfarande foraldrade bestimmelser om utlimnande av
uppgifter med hjélp av tekniska grinssnitt och elektroniska forbindelser, vilket kan skapa
oklarhet i forhallande till annan lagstiftning som ska tillimpas p&4 myndigheters utlimnande av
uppgifter och séledes ocksa paverka tillhandahallandet av offentliga tjénster.

2.2 Alands landskapslagstiftning

Bestimmelser om landskapet Alands lagstiftningsbehorighet finns i 18 § i sjélvstyrelselagen for
Aland (1144/1991). Bestimmelser om rikets lagstiftningsbehorighet finns 1 lagens 27 §. Av den



lagstiftning som har beddmts i samband med beredningen av propositionen omfattas en del av
rikets lagstiftningsbehdrighet.

Aland har lagstiftningsbehorighet i synnerhet i friga om niringsverksamhet med beaktande av
vad som foreskrivsi 11 §, 27 § 2, 4,9, 12—-15, 17-19, 26, 27, 29-34, 37 och 40 punkten samt
29 § 1 mom. 3-5 punkten, dock sa att dven lagtinget har behorighet att vidta atgirder for
frimjande av sddan néringsverksamhet som avses i de nimnda punkterna, for beldggande med
straff och storleken av straff inom réttsomrdden som hor till landskapets lagstiftningsbehorighet
samt for utsdttande och utdomande av vite och anvéndning av andra tvangsmedel inom
rattsomraden som hor till landskapets lagstiftningsbehorighet.

Skyddet for personuppgifter som innehas av landskapet Aland och kommunerna har inom den
lagstiftningskontroll 6ver landskapslagarna som det foreskrivs om i 19 § i sjélvstyrelselagen for
Aland ansetts hora till landskapets lagstiftningsbehdrighet med stod av 18 § 1 och 4 punkten i
sjalvstyrelselagen. Den foreslagna regleringen kommer inte att gilla Aland till den del drendet
hor till landskapets lagstiftningsbehorighet.

Enligt Alands landskapslag 2019:74 tillimpas dataskyddslagen p& Aland, med de avvikelser
som anges i den landskapslagen. Enligt den landskapslagen tillimpas bestimmelserna om
tillsynsmyndighet i 3 kap. i dataskyddslagen inte i forhéllande till Alands tillsynsmyndighet
(Datainspektionen). Datainspektionen &dr vid tillimpningen av den landskapslagen
tillsynsmyndighet enligt dataskyddsforordningen. Enligt den landskapslagen skoter
Datainspektionen de uppgifter som foreskrivs i dataskyddsforordningen, inklusive ackreditering
av certifieringsorgan enligt artikel 43 i dataskyddsforordningen. Séledes berdrs inte Aland av
de dndringar i dataskyddslagen som géller ackreditering av certifieringsorgan.

De lagforslag i denna proposition som géller informationshantering inom den offentliga
forvaltningen och tekniska anslutningar hor till rikets behorighet och blir som saddana tillimpliga
pad Aland, med undantag for lagforslaget om #ndring av lagen om registret Over
djurhéllningsforbud (21/2011).

2.3 Internationella forpliktelser

Lagstiftningen om skydd for personuppgifter har i Europa pé ett betydande sétt paverkats av
Europaradets konvention om skydd for enskilda vid automatisk databehandling av
personuppgifter (FordrS 35-36/1992, nedan dataskyddskonventionen).
Dataskyddskonventionen  kompletterades 2001 med ett tilliggsprotokoll om
tillsynsmyndigheter och griansoverskridande fléden av personuppgifter (ETS nr 181).
Tillaggsprotokollet tradde i kraft for Finlands del 2012. Europaradet har uppréttat ett protokoll
om #ndring av dataskyddskonventionen (ETS nr 223). Finland har ratificerat protokollet men
det har inte dnnu trétt i kraft internationellt. Andringarna gor att konventionen innehéllsméssigt
kommer nédrmare EU:s dataskyddslagstiftning, men dess tillimpningsomrade dr stdrre och
tiacker dven sddan behandling av personuppgifter som inte omfattas av unionsritten, i synnerhet
behandling av personuppgifter i anslutning till forsvaret och upprétthallande av den nationella
sdkerheten.

2.4 Bedomning av nuliiget
2.4.1 Anvindning av det nationella handlingsutrymmet i dataskyddsférordningen

Bestimmelserna om behandling av personuppgifter 1 speciallagstiftningen inom
justitieministeriets forvaltningsomrade har huvudsakligen uppdaterats sa att de motsvarar
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kraven enligt EU:s nya dataskyddslagstifining och enligt de allménna lagar som kompletterar
den 2020 (RP 2/2020 rd). Dessutom har bestimmelserna om behandling av personuppgifter i
speciallagstiftningen inom justitieministeriets forvaltningsomrade dndrats sa att de motsvarar
dataskyddsforordningen i samband med andra lagstiftningsprojekt (till exempel RP 31/2023 rd,
RP 109/2020 rd). Bestimmelserna i dataskyddslagen och dataskyddslagen avseende brottmal
har ocksé éndrats for att avhjélpa brister i genomforandet genom att det till lagarna fogats
bestammelser om passivitetsbesviar (RP 62/2023 rd) och for att mojliggora ratificering av
andringsprotokollet till dataskyddskonventionen (RP 30/2020 rd). Nar det giller dessa
dndringar dr det dock inte frdga om anvindning av det nationella handlingsutrymmet. Till
dataskyddslagen fogades ar 2022 dessutom en bestimmelse om dataombudsmannens rétt att
vécka saddan grupptalan i anslutning till konsumentskyddet som avses i lagen om grupptalan om
atgérder for forbudsforeldggande (1101/2022) (RP 111/2022 rd).

Nationell lagstiftning som preciserar dataskyddsforordningen &r mojlig i de fall nér
dataskyddsforordningen uttryckligen forutsétter det eller medger nationellt handlingsutrymme
for medlemsstaterna. Flera artiklar 1 dataskyddsforordningen medger nationellt
handlingsutrymme. Handlingsutrymmet kan anvindas nidr behandlingen av personuppgifter
grundar sig pa artikel 6.1 c eller 6.1 e i dataskyddsforordningen, det vill sdga nér behandlingen
ar nodviandig for att fullgdra en rittslig forpliktelse som avilar den personuppgiftsansvarige eller
for att utfora en uppgift av allmént intresse eller som ett led i den personuppgiftsansvariges
myndighetsutovning. Enligt artikel 6.3 ska syftet med behandlingen faststillas i den réttsliga
grunden eller, i friga om behandling enligt punkt 1 e, vara nédvandigt for att utféra en uppgift
av allmint intresse eller som ett led i den personuppgiftsansvariges myndighetsutdvning.
Bestdmmelser som preciserar forordningen kan bland annat gélla villkoren for behandlingens
lagenlighet, typen av uppgifter som behandlas, registrerade, lagringstid, &ndamalsbegransningar
och typer av behandling. Medlemsstaternas nationella rétt ska enligt artikel 6.3 uppfylla ett mal
av allmént intresse och vara proportionell mot det legitima mal som efterstrdvas. Med beaktande
av dataskyddsforordningens direkta tillamplighet och grundlagsutskottets tolkningspraxis under
senare tid nér det géller bestimmelser i lag (se sarskilt GrUU 14/2018 rd) bor anvandningen av
speciallagstiftning begriansas enbart till vad som &ar nodvandigt.

Nationellt handlingsutrymme i fraiga om behandling av sérskilda kategorier av personuppgifter
ingar i artikel 9.2 b, g, h, i och j och artikel 9.4 i dataskyddsforordningen. Nar det géller artikel
9.2 dr det oftast led g som ér tillimpligt inom justitieministeriets forvaltningsomrade, det vill
sdga att behandlingen behdvs av hinsyn till ett viktigt allmént intresse, pd grundval av
unionsrétten eller medlemsstaternas nationella rétt. En ytterligare fOrutséttning é&r att
behandlingen ska sta i proportion till det efterstrivade syftet, vara forenlig med det vésentliga
innehéllet i ritten till dataskydd och innehdlla bestimmelser om ldmpliga och sérskilda &tgérder
for att sékerstilla den registrerades grundlidggande réttigheter och intressen.

Enligt artikel 10 i dataskyddsforordningen far behandling av personuppgifter som ror fallande
domar i brottméal och &vertradelser eller dirmed sammanhingande sékerhetsatgéirder endast
utforas under kontroll av myndighet eller dd behandling ar tilldten enligt unionsrétten eller
medlemsstaternas nationella rétt, dér lampliga skyddsatgédrder for de registrerades réttigheter
och friheter faststalls.

Det ar mojligt att foreskriva om personuppgiftsansvariga med stdd av dataskyddsforordningen.
En definition av personuppgiftsansvarig finns 1 artikel 4.7, enligt vilken den
personuppgiftsansvarige eller de sérskilda kriterierna for hur denne ska utses kan foreskrivas i
unionsritten eller 1 medlemsstaternas nationella rédtt, om adndamalen och medlen for
behandlingen av personuppgifter bestims av unionsrétten eller medlemsstaternas nationella ritt.



Nationellt handlingsutrymme ingéar ocksa i artikel 43 i dataskyddsforordningen. I den artikeln
foreskrivs det om ackreditering av certifieringsorgan. Enligt artikel 43.1 ska certifieringsorgan
som har ldmplig niva av expertis i fraga om dataskydd utfarda och férnya certifiering. Innan
certifieringen utfardas eller fornyas ska certifieringsorganet informera tillsynsmyndigheten sé
att den vid behov kan aterkalla eller beordra certifieringsorganet att aterkalla certifieringen eller
beordra certifieringsorganet att inte utférda eller fornya certifieringen. Tillsynsmyndigheten kan
ocksd utdva sina Ovriga befogenheter enligt dataskyddsforordningen. Enligt
dataskyddsforordningen  kan  ackrediteringen av  certifieringsorgan  skdtas  av
tillsynsmyndigheten for dataskydd eller av det nationella ackrediteringsorgan som utsetts i
enlighet med Europaparlamentets och radets forordning (EG) nr 765/2008. Det nationella
ackrediteringsorganet ska folja standarden EN-ISO/IEC 17065/2012 och de ytterligare krav som
faststillts av den behoriga tillsynsmyndigheten.

I speciallagstiftning som héinfor sig till anvdndningen av det handlingsutrymme som
dataskyddsforordningen medger méste man utéver kraven i allménna forfattningar dven beakta
de krav som foljer av grundlagen, Europeiska unionens stadga om de grundliggande
rittigheterna och internationella forpliktelser avseende ménskliga réttigheter.

En ndrmare beskrivning av bestimmelserna om behandling av personuppgifter i de lagar som
foreslas bli dndrade och om anvdndningen av det nationella handlingsutrymmet finns i
specialmotiveringen till respektive lagforslag.

2.4.2 Dataskyddslagen
4 § 2 punkten i dataskyddslagen

I 4 § 2 punkten i dataskyddslagen finns en rittslig grund fér en myndighets behandling av
personuppgifter, om behandlingen behovs och &r proportionell i myndighetens verksamhet for
utforande av en uppgift av allmint intresse. Syftet med bestimmelsen har varit att sékerstilla
att myndigheterna ska kunna behandla personuppgifter for att fullgora andra uppgifter dn sina
lagstadgade skyldigheter. (RP 9/2018 rd, s. 80). Syftet har varit att genom bestdmmelserna i den
nationella allménna lagen sikerstélla att myndigheterna har réitt att behandla personuppgifter i
samband med utforandet av en uppgift av allmént intresse.

Grundlagsutskottet har i anknytning till behandlingen av forslaget till dataskyddslag ansett att
skyddet for personuppgifter i fortséittningen i forsta hand bor tillgodoses med stéd av
dataskyddsforordningen och den nya nationella allménna lagstiftningen (GrUU 14/2018 rd, s.
4). Grundlagsutskottet har ansett att det i princip racker med att bestimmelserna om skydd for
och behandling av personuppgifter dr harmoniserade med dataskyddsférordningen. Enligt
utskottet gor de detaljerade bestimmelserna i dataskyddsforordningen det ocksd mdjligt att i
fraga om myndighetsverksamhet lagstifta betydligt mer generellt om skydd for och behandling
av personuppgifter jimfort med var nuvarande nationella regleringsmodell.

I 4 § 1 dataskyddslagen preciseras inom ramen for det nationella handlingsutrymme som
dataskyddsforordningen medger lagenligheten i behandlingen av personuppgifter i sddana
situationer som avses i artikel 6.1 e dir behandlingen av personuppgifter dr ndodvéndig for
utférande av en uppgift av allmint intresse. Enligt artikel 6 i dataskyddsfoérordningen ar
behandling av personuppgifter laglig endast om nagot av villkoren i punkt 1 i den artikeln
uppfylls. Bestimmelserna i den paragrafen grundar sig pé artikel 6.3 i dataskyddsférordningen,
enligt vilken den grund for behandlingen som avses 1 artikel 6.1 e ska faststéllas i enlighet med
unionsrétten eller en medlemsstats nationella ratt som den personuppgiftsansvarige omfattas av.
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I artikel 6.3 fortydligas det vidare att behandling enligt 6.1 e ska vara nédvéndig for att utféra
en uppgift av allmint intresse eller som ett led i den personuppgiftsansvariges
myndighetsutovning. Den rittsliga grunden for behandlingen kan innehélla sérskilda
bestammelser for att anpassa tillimpningen av bestimmelserna i dataskyddsférordningen. En
grundldggande forutséttning for anviandning av det nationella handlingsutrymme som artikel 6.3
i dataskyddsforordningen medger ar att en medlemsstats lagstiftning ska uppfylla ett mél av
allmént intresse och vara proportionell mot det legitima mal som efterstravas.

Bestdammelsen i 4 § 2 punkten i dataskyddslagen ar avsedd for situationer dar behandlingen av
personuppgifter beh6vs och ér proportionell i myndighetens verksamhet for utférande av en
uppgift av allmént intresse. Bestimmelsen skapar ingen rittslig grund for behandling av
personuppgifter for andra &n for myndigheter och beddms inte heller skapa ndgon grund for
séddan behandling som hanfor sig till utdévning av offentlig makt.

Syftet med 4 § 2 punkten i dataskyddslagen har varit att foreskriva om en rittslig grund for
behandling av personuppgifter uttryckligen i myndigheternas verksamhet, dér det ar fraga om
saddan behandling som avses i artikel 6.1 e i dataskyddsforordningen. Bestimmelsen ar saledes
inte tillimplig ndr en myndighet behandlar personuppgifter med stdd av artikel 6.1 ¢ 1 den
forordningen, det vill sdga pa basis av en rittslig forpliktelse som avilar en
personuppgiftsansvarig.

Om man jamfor behandling som grundar sig pa artikel 6.1 ¢ och e i dataskyddsférordningen ar
skillnaden mellan dessa behandlingsprinciper den registrerades rétt att géra invéndningar.
Enligt artikel 21.1 1 dataskyddsforordningen ska den registrerade, av skél som hanfor sig till
hans eller hennes specifika situation, ha rétt att nir som helst géra invindningar mot behandling
av personuppgifter avseende honom eller henne som grundar sig pa artikel 6.1 e. Motsvarande
ritt att gora invdndningar finns inte i friga om led c. Enligt artikel 21.1 far den
personuppgiftsansvarige inte lingre behandla personuppgifterna, sdvida denne inte kan pavisa
avgorande berédttigade skél for behandlingen som véger tyngre &n den registrerades intressen,
rattigheter och friheter eller om det sker for faststdllande, utdvande eller forsvar av réttsliga
ansprak. Skillnaderna avseende den registrerades réttigheter bor dock inte paverka valet av
rattslig grund for behandlingen av personuppgifter (se dven FvUB 13/2018 rd, s. 25). Rétten att
gora invdndningar enligt artikel 21 i1 dataskyddsférordningen kan begrénsas i enlighet med
artikel 23 1 den forordningen.

De rittsliga grunderna for behandlingen av personuppgifter har ocksa bedomts vid de nationella
domstolarna (se HFD 2025:29, HFD 2020:8, HFD 2022:146) och vid Europeiska unionens
domstol (se till exempel mal C-710/23, mal C-200/23, mél C-740/22, mal C-659/22, mal C-
319/22, mal C-60/22, forenade méalen C-17/22 och C-18/22, mal C-667/21, mal C-634/21, mal
C-306/21, mal C-268/21, mal C-252/21, mal C-180/21, mél C-439/19, mal C-184/20, mal C-
175/20, mal C-708/18, méal C-398/15). EU-domstolen har bland annat ansett att det 4r en uppgift
av allmént intresse att sékerstdlla allmédnhetens tillgéng till allménna handlingar (mél C-710/23,
punkt 42), att muntligen 1dmna ut uppgifter till allménheten om brott (mél C-740/22, punkt 46),
att limna ut information till allménheten om prickning av forare vid dvertradelser av trafikregler
(mél C-439/19, punkt 99), att uppbéra skatt och bekédmpa skatteundandragande samt att upprétta
en forteckning dver dessa (mal C-175/20, punkt 70, och mal C-73/16, punkt 108).

Vad giller den lagstadgade skyldigheten har domstolen slagit fast att artikel 6.1 c i
dataskyddsforordningen ska tolkas sa, att behandlingen av personuppgifter ér laglig med stod
av den bestdmmelsen, nir behandlingen i friga &r nodvéindig for att fullgéra en réttslig
forpliktelse som é&vilar den personuppgiftsansvarige enligt den berérda medlemsstatens
nationella rétt, sésom denna fortydligats i den medlemsstatens rittspraxis, under forutséttning
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att denna rittspraxis dr tydlig och precis, dess tillimpning dr forutsédgbar for personer som
omfattas av den och den tillgodoser ett mal av allmént intresse och &r proportionerlig i
forhallande till detta mal (de féorenade malen C-17/22 och C- 18/22, punkt 77). EU-domstolen
har ansett att det dr en lagstadgad skyldighet att offentliggdra personuppgifter i deklarationer
om privata intressen pd en webbplats (mal C-184/20, punkt 71) samt den rittsliga grunden enligt
unionsrétten for behandling av personuppgifter som kréivs for utfirdande av covidintyg och for
kontroll och bekréftande av intygens dkthet och giltighet (mél C-659/22, punkt 31) och en
skyldighet for fordonstillverkare att ge oberoende aktdrer tillging till identifieringsnummer for
de fordon som de tillverkar (méal C-319/22, punkterna 58 och 62).

I yttrande 6/2014 om begreppet den registeransvariges beréttigade intressen i artikel 7 i direktiv
95/46/EG fran den arbetsgrupp som avses i artikel 29 i personuppgiftsdirektivet (Article 29
Working Party, nedan artikel 29-arbetsgruppen), vilket foregick dataskyddsforordningen, har
det klarlagts vilken slags behandling av personuppgifter de olika réttsliga grunderna géller.
Artikel 29-arbetsgruppen var ett raidgivande organ som pa motsvarande sétt som den nuvarande
europeiska dataskyddsstyrelsen gav anvisningar och utlitanden om behandlingen av
personuppgifter och det davarande direktivet 95/46/EG om behandling av personuppgifter.
Aven om artikel 29-arbetsgruppens yttrande giller de rttsliga grunderna for behandling av
personuppgifter enligt artikel 7 i personuppgiftsdirektivet har de tolkningar som presenteras i
yttrandet ansetts ldmpa sig for bedomning av de réttsliga grunderna for behandling av
personuppgifter enligt artikel 6.1 ¢ och e i dataskyddsférordningen.

I yttrande 6/2014 konstateras det i frdga om en rittslig forpliktelse som avilar den
personuppgiftsansvarige (artikel 6.1 ¢ i dataskyddsforordningen) att en rittslig forpliktelse som
foreskrivs i en medlemsstats lagstiftning ska vara tillrickligt tydlig i friga om den behandling
av personuppgifter som den forutsitter. Enligt yttrandet omfattar den rittsliga grunden for sddan
behandling av personuppgifter som giller utférande av en uppgift av allmént intresse eller som
ett led 1 den personuppgiftsansvariges myndighetsutovning (artikel 6.1 e i
dataskyddsforordningen) situationer dér den personuppgiftsansvarige har en uppgift av allmént
intresse (men inte nddvandigtvis ocksa en rittslig skyldighet att behandla personuppgifter) och
behandlingen dr nddvéndig for att utéva denna myndighet eller for att utféra denna uppgift. Nar
det giller de ovanndmnda rittsliga grunderna for behandlingen &r det viktigt att bedoma vilken
provningsmarginal den personuppgiftsansvarige har till exempel nér det géller fullgérandet av
en rittslig skyldighet samt hur tydlig regleringen 4r i frdga om den behandling av
personuppgifter som fullgérandet forutsétter. Enligt yttrandet fran artikel 29-arbetsgruppen ska
den personuppgiftsansvariges réttsliga forpliktelser tillimpas p& grundval av réttsliga
bestdmmelser som innehéller en uttrycklig hanvisning till arten av och syftet med behandlingen,
och den personuppgiftsansvarige bor inte ges en alltfor stor handlingsfrihet i friga om hur denne
ska uppfylla den réttsliga forpliktelsen.

Dataombudsmannen har ocksd bedomt ldmpligheten av den réttsliga grunden for
myndigheternas behandling av personuppgifter enligt artikel 29-arbetsgruppens ovan ndmnda
yttrande (se dataombudsmannens beslut, diarienummer 3681/186/21). Ocksd i
dataskyddsforordningen lyfts det fram situationer dir det dr frdga om uppgifter av allmént
intresse och utévning av offentlig makt (se artikel 9.2 b—j och 23.1 a—h i férordningen).

I myndigheternas verksamhet grundar sig behandlingen av personuppgifter i princip antingen
pa en rattslig forpliktelse som évilar den personuppgiftsansvarige (artikel 6.1 c) eller pa
utforande av en uppgift av allmént intresse eller pd utdovning av offentlig makt (artikel 6.1 e).
Myndigheterna har upplevt utmaningar ndr det giller det faktum att behandling av
personuppgifter som hanfor sig till myndigheternas uppgifter samtidigt kan ha samband med
bada av de rittsliga grunderna for behandlingen. EU-domstolen har ansett det mgjligt att
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behandlingen av personuppgifter kan grunda sig pé flera rittsliga grunder och konstaterat bland
annat i friga om allménna handlingars offentlighet och utlimnande av dem att behandlingen av
personuppgifter kan omfattas av bade artikel 6.1 ¢ och e (se mal C-710/23, punkt 42, se dven
mal C-398/15, punkt 42 och méal T-451/20, punkt 222). Ocksa i den nationella lagstiftningen
finns exempel pa situationer déar bada de rittsliga grunderna for behandlingen blir tillimpliga
parallellt. Till exempel i forarbetena till lagen om ett positivt kreditupplysningsregister
(739/2022) anses det att pa sddan behandling av personuppgifter i samband med det positiva
kreditupplysningsregistret som Inkomstregisterenheten utfor kan artikel 6.1 ¢ och 6.1.e i den
allmédnna dataskyddsforordningen tillimpas som réttslig grund. I regeringspropositionen
konstateras det att den primara rattsliga grunden for Inkomstregisterenhetens uppgift att fora ett
register och ldmna ut uppgifter till de mottagare som har rétt att f dem ar artikel 6.1 c i
dataskyddsforordningen. I regeringspropositionen konstateras det att behandlingen samtidigt
ocksé kan anses vara férenad med utfoérande av en uppgift av allmént intresse eller med utovning
av offentlig makt som avses i led e (se RP 22/2022 rd, s. 16). Aven forvaltningsutskottet har i
sitt betdnkande om dataskyddslagen framfort att behandlingen av personuppgifter samtidigt kan
grunda sig pa flera av de rattsliga grunder som avses i artikel 6 i dataskyddsforordningen (FvUB
13/2018 rd, s. 25).

Man har avsiktligt lamnat 4 § 2 punkten i dataskyddslagen 6ppen for att mojliggora att det finns
en rittslig grund for myndigheternas behandling av personuppgifter i sddana situationer dir
behandlingen inte uttryckligen omfattas av bestimmelser om myndigheternas uppgifter och
befogenheter eller andra bestdmmelser i speciallagstiftningen. Det har dock férekommit
utmaningar vid tillimpningen av bestimmelsen, och den anses ldmna det oklart vad uppgifter
av allmént intresse innebér i praktiken och om till exempel en myndighets planerings- och
utredningsuppgifter kan betraktas som sédana uppgifter. Detta har varit utmanande trots att
myndigheternas planerings- och utredningsuppgifter uttryckligen ndmns i forarbetena till lagen
(RP 9/2018 rd, s. 79).

Myndigheterna har ocksé lyft fram oklarheter i fraga om huruvida 4 § 2 punkten i
dataskyddslagen skapar en réttslig grund for behandling av personuppgifter for andra dndamél
an de ursprungliga. Enligt forarbetena till dataskyddslagen skapar 4 § 2 punkten inte en rttslig
grund for sadan ytterligare behandling av personuppgifter som star i strid med de ursprungliga
andamélen med behandlingen av personuppgifter (det vill sdga for sa kallad sekundir
anvandning). S&dan behandling ar laglig, om det finns négon sédan rattslig grund for
behandlingen som avses i artikel 6.1 i dataskyddsforordningen och om bestimmelserna i artikel
6.4 1 den forordningen iakttas vid behandlingen.

I frdga om principen om dndamélsbegransning (artikel 5.1 b i dataskyddsforordningen) och
fortsatt behandling av personuppgifter (artikel 6.4) har EU-domstolen ansett att fragan huruvida
den senare behandlingen av personuppgifter ar forenlig med de dndamaél for vilka uppgifterna
ursprungligen samlades in endast uppkommer for det fall att &ndamalen med den senare
behandlingen inte 4r identiska med &ndamaélen med den ursprungliga insamlingen. I malet
bedomdes sambandet mellan det ursprungliga syftet med insamlingen av personuppgifter, det
vill sdga fullgérandet av ett avtal om bestillning av en internet- och tv-tjanst, och sadan
behandling som syftar till att sikra dessa personuppgifter i en extra intern databas och — pa ett
fullstandigt sikert sétt — utfora tester som syftar till att avhjilpa ett tekniskt fel som skulle kunna
hindra tillhandahallandet av den tjanst som avtalet giller. Domstolen ansag det vara relevant for
beddmningen att det fanns ett konkret, logiskt och tillriackligt ndra samband mellan dndamalet
med den ursprungliga insamlingen av personuppgifterna och den senare behandlingen av dem,
och konstaterade att de dven gor det mojligt att sékerstilla att sddan senare behandling inte
avviker fran de registrerades berattigade forvéntningar pa hur deras uppgifter kan komma att
anviandas (se mal C-77/21, punkterna 35 och 36). Domstolen har i maélet hdnvisat till
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generaladvokatens forslag till avgorande, dér det i detta avseende konstateras att behandlingen
av personuppgifter inte far vara oforenlig med eller sta i strid med det ursprungliga syftet med
insamlingen av uppgifterna och att behandlingens innehall ska vara forenligt med syftet med
insamlingen oberoende av alla tidsrelaterade fragor. Generaladvokaten har papekat att principen
om #ndamalsbegrénsning syftar till att sd tydligt som mojligt begrdnsa anvindningen av
personuppgifter och sékerstilla att respekten for de registrerades grundlédggande réttigheter vad
géller privatliv och dataskydd vidgs mot den flexibilitet i hanteringen av dessa uppgifter som
den personuppgiftsansvarige behdver for att méta den digitala véirldens utmaningar (se mal C-
77/21, punkt 37, och generaladvokatens forslag till avgérande i mal C-77/21, punkterna 27, 28,
59, 60).

Om en myndighet ursprungligen behandlar personuppgifter i syfte att utfora en av sina
lagstadgade uppgifter, och senare behandling av personuppgifterna dr forenlig med det
ursprungliga dndamaélet och det ar fraga om utférande av en uppgift av allmént intresse, kan 4
§ 2 1 dataskyddslagen direkt utgdra grunden for behandlingen. Det kan vara fraga om en sadan
situation som beskrivs ovan till exempel nir en myndighet sorjer for ordnandet av en viss tjénst
och dessutom i framtiden kan ha behov av att utveckla tjansten i fraga. Bestimmelsen i 4 § 2
punkten i dataskyddslagen lampar sig som sédan ocksé som rittslig grund for behandlingen av
personuppgifter tillsammans med artikel 6.1 e i dataskyddsforordningen i fraga om planerings-
och utredningsuppgifter som anknyter till tjénsten i friga, om det finns ett konkret, logiskt och
tillrackligt ndra samband mellan behandlingen av personuppgifter i anslutning till ordnandet av
tjansten och behandlingen i anslutning till planeringen av tjansterna och utredningsuppgiften.

Bestdmmelsen utgor inte heller ndgon rittslig grund for behandling av personuppgifter enligt
artikel 9 (sérskilda kategorier av personuppgifter), artikel 10 (personuppgifter som ror fallande
domar i brottmal samt Overtrddelser) eller andra i konstitutionellt hénseende kénsliga
personuppgifter, om vars behandling det i enlighet med grundlagsutskottets utlatandepraxis bor
finnas uttryckliga och noga avgridnsade bestimmelser om att det &r tillatet att behandla kénsliga
uppgifter bara om det dr absolut nodvandigt (se GrUU 14/2018 rd, s. 5).

Nér det géller uppgifter som hor till sirskilda kategorier av personuppgifter har myndigheterna
till denna del lyft fram behovet av att fortydliga forhallandet mellan 4 § 2 punkten i
dataskyddslagen och 6 § 1 mom. 2 punkten i dataskyddslagen. EU-domstolen har i sin
rittspraxis ansett att behandlingen av sadana uppgifter som avses i artikel 9.1 i
dataskyddsforordningen ér laglig endast om det utover den behandlingsgrund som avses i artikel
9.2 i dataskyddsforordningen finns minst en sadan behandlingsgrund som avses i artikel 6.1 i
dataskyddsforordningen (se mal C-667/21, punkt 79). Dessutom ska behandlingen av
personuppgifter overlag uppfylla bestimmelserna i artikel 5 och 6 i dataskyddsforordningen.

14 § 2 punkten i dataskyddslagen foreskrivs det om den réttsliga grunden for sidan behandling
som avses 1 artikel 6.1 e 1 dataskyddsférordningen. [ 6 § 1 mom. 2 punkten i dataskyddslagen
foreskrivs det ddremot om rétten att behandla uppgifter som hor till sérskilda kategorier av
personuppgifter enligt artikel 9.2 g i dataskyddsférordningen (viktigt allméint intresse). Med
beaktande av EU-domstolens ovan ndmnda réttspraxis dr det mdjligt att behandla uppgifter som
hor till sdrskilda kategorier av personuppgifter med stod av 6 § 1 mom. 2 punkten i
dataskyddslagen, forutsatt att bestimmelserna i den paragrafen och i artiklarna 5, 6 och 9 i
dataskyddsforordningen iakttas vid behandlingen. Behandlingen av sadana personuppg1fter
forutsétter forutom uppfyllelsen av de villkor som avses i 6 § 1 mom. 2 punkten i
dataskyddslagen alltid att det ocksa finns ndgon s&dan rittslig grund for behandlingen som avses
i artikel 6.1 i dataskyddsforordningen. Nér det giller myndigheter kan 4 § 2 punkten i
dataskyddslagen utgora denna réttsliga grund, om behandlingen av personuppgifter hanfor sig
till utférandet av en uppgift av allmént intresse.
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Vid bedomningen av dndringsbehovet i frdga om 4 § 2 punkten i dataskyddslagen &r det 4ven
utover de ovan nimnda aspekterna av betydelse huruvida bestimmelsen ocksa ska omfatta
myndigheternas utévning av offentlig makt. Utgdende fran remissvaren till halvtidsrapporten
frain samordningsgruppen for totalreformen av dataskyddslagstiftningen upplever
myndigheterna forutom de utmaningar som ndmns ovan dven att det &r svart att avgora huruvida
en myndighets behandling av personuppgifter grundar sig pa utforande av en uppgift av allmént
intresse eller som ett led i myndighetens utovning av offentlig makt.

Aven om man i artikel 6.1 e i dataskyddsforordningen gor skillnad mellan utférande av en
uppgift av allmént intresse och myndighetsutdvning, ar det langt ifrdn varje gang majligt att
gora nagon faktisk skillnad mellan myndighetsutdvning och utférande av en uppgift av allmént
intresse, om det ar frdga om behandling av personuppgifter som utfors av en myndighet eller av
en enskild som skoter en offentlig forvaltningsuppgift. Det allménna syftet med den offentliga
forvaltningens verksambhet ér att tillgodose allménna intressen. Néar en myndighet skoter sina
lagstadgade uppgifter och utovar sina lagstadgade befogenheter dr det oftast fraga om att
tillgodose ett allmént intresse. Sa ar fallet ocksa i situationer dir myndigheter utovar offentlig
makt. Vid utdvning av offentlig makt kan det séledes ocksa anses vara fridga om utforande av
en uppgift av allmént intresse. Dédremot innebér utférandet av en uppgift av allmént intresse inte
alltid utévning av offentlig makt, utan innehallet &r mer omfattande och dven privatrattsliga
sammanslutningar kan skdta uppgifter av allmént intresse utan att det &r friga om en offentlig
forvaltningsuppgift eller utévning av offentlig makt.

Aven EU-domstolen har ansett att det samtidigt kan réra sig om myndighetsutdvning och
utférande av en uppgift av allmént intresse och slagit fast att en myndighets verksamhet, som
bestar i att i en databas forvara uppgifter som bolagen enligt lag ar skyldiga att ldmna till
myndigheten, att ge intresserade personer mojlighet att ta del av dessa uppgifter och
tillhandahalla dem kopior av uppgifterna, utgér myndighetsutévning och utgdr en uppgift av
allmant intresse i den bestimmelsens mening. (se mal C-200/23, punkt 109, och mal C-398/15,
punkt 43; se dven mal C-138/11, punkterna 36—40).

Med beaktande av vad som anges ovan kan det anses att ritten for en myndighet att behandla
personuppgifter vid utévning av offentlig makt redan nu ingér i bestimmelsen i 4 § 2 punkten i
dataskyddslagen, eftersom myndighetens utévning av offentlig makt oftast dr bunden till
tillgodoseendet av ett allmédnt intresse. Med beaktande av att det i artikel 6.1 e i
dataskyddsforordningen gors skillnad mellan utférande av en uppgift av allmént intresse och
myndighetsutovning, dr det dock motiverat att i 4 § 2 punkten i dataskyddslagen ta in en
uttrycklig bestimmelse om att den punkten utgér den réittsliga grunden for behandling av
personuppgifter ocksa i friga om utdvning av offentlig makt.

Grundlagsutskottet har i den konstitutionella beddmningen av behandlingen av personuppgifter
ansett att det ocksa dr av betydelse om syftet med behandlingen ér att mdjliggéra utévning av
offentlig makt mot individer (se GrUU 1/2018 rd, s. 6). Enligt 2 § 3 mom. i grundlagen ska all
utovning av offentlig makt bygga pa lag. For lagar géller det allmidnna kravet att en lag ska vara
exakt och noga avgridnsad. Regleringen av befogenheter &r enligt grundlagsutskottets
uppfattning vanligen relevant ocksa i forhéllande till de i grundlagen inskrivna grundldggande
fri- och rittigheterna (GrUU 51/2006 rd, s. 2/I). Aven om bestimmelserna i 4 § i
dataskyddslagen inte géller reglering av befogenheter bor man ocksa vid bedémningen av den
rattsliga grunden for behandlingen av personuppgifter beakta att ndr en myndighet ingriper i
skyddet for privatlivet och personuppgifter, ska befogenheten grunda sig pé lag. Enbart genom
en bestimmelse som géller behandling av personuppgifter kan man emellertid inte reglera
myndigheters befogenheter och en myndighet far inte behandla personuppgifter i storre
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utstrackning &n vad som &r motiverat med hdnsyn bestimmelserna om myndighetens uppgifter
och befogenheter.

Grundlagsutskottet (GrUU 14/2018 rd, s. 4) har vid behandlingen av forslaget till dataskyddslag
sarskild velat lyfta fram behovet av reglering i de fall dir personuppgifterna behandlas av en
myndighet. Utskottet hdnvisar i sitt utlatande till slutbetinkandet av den arbetsgrupp som
justitieministeriet tillsatte for genomforande av dataskyddsforordningen (TATTI)
(Justitieministeriets betdnkanden och utlatanden 8/2018, s. 33). I betdnkandet hdnvisas det till
skal 45 1 dataskyddsforordningen, enligt vilket behandling av personuppgifter som grundar sig
pa bade artikel 6.1 ¢ och e bor ha en grund i1 unionsritten eller i en medlemsstats nationella ratt.
Detta innebdr att myndighetens uppgift och befogenheter ska anges pa ett sadant sitt i
lagstiftningen att den réittsliga grunden for och andamélet med behandlingen av personuppgifter
med fog kan hirledas ur lagstiftningen med héinsyn till syftet med verksamheten. I skal 45 i
dataskyddsforordningen fortydligas det dock att forordningen inte medfér ndgot krav pa en
sarskild lag for varje enskild behandling. Det kan rdcka med en lag som grund for flera
behandlingar som bygger pa en rattslig forpliktelse som dvilar den personuppgiftsansvarige eller
om behandlingen krdvs for att utfora en uppgift av allmént intresse eller som ett led i
myndighetsutovning. Grundlagsutskottet hade inget att invdnda mot den slutsatsen vid
behandlingen av dataskyddslagen. Det ricker att det foreskrivs om den réttsliga grunden for
behandlingen i enlighet med artikel 6.3 i dataskyddsforordningen.

Med beaktande av dataskyddsforordningen, EU-domstolens rittspraxis och grundlagsutskottets
ovannidmnda utldtandepraxis dr det mdjligt att precisera och utvidga 4 § 2 punkten i
dataskyddslagen sé att paragrafen skapar en réttslig grund for behandlingen av personuppgifter
ocksé i sddana situationer dir det dr frga om utdvning av offentlig makt.

Behandling av personuppgifter av ndagon annan dn en myndighet vid skétseln av offentliga
forvaltningsuppgifter

Den géllande 4 § 2 punkten i dataskyddslagen géller endast myndigheter och inte privata aktdrer
som skoter offentliga forvaltningsuppgifter. I remissvaren till den halvtidsrapport fran
samordningsgruppen for totalreformen av dataskyddslagstiftningen har man lyft fram fragan
om huruvida det i dataskyddslagen bor foreskrivas om den rattsliga grunden for behandling av
personuppgifter ocksd for andra aktorer 4n myndigheter nir de skoter en offentlig
forvaltningsuppgift dér det dr fraga om utforande av en uppgift av allmént intresse. Utifran
ordalydelsen i 4 § 2 punkten i dataskyddslagen och motiveringen till den dr det klart att punkten
inte avser utférande av nagon annan offentlig forvaltningsuppgift &n en myndighetsuppgift.

Enligt artikel 6 i dataskyddsforordningen &dr behandling av personuppgifter laglig endast om
nagot av villkoren i punkt 1 i den artikeln uppfylls. Enligt artikel 6.1 e &r behandlingen av
personuppgifter laglig, om behandlingen dr nddvéndig for att utféra en uppgift av allmént
intresse eller som ett led i den personuppgiftsansvariges myndighetsutdvning. Artikel 6.1 e i
dataskyddsforordningen ar en mojlig rattslig grund for behandling av personuppgifter ocksé for
privata aktorer. Enligt skdl 45 i1 dataskyddsforordningen forutsétter denna rattsliga grund for
behandling av personuppgifter att den réttsliga grunden och dndamélen med behandlingen av
personuppgifter preciseras i lag. Dessutom &r det skil att precisera huruvida det r en myndighet
eller ndgon annan offentligrittslig juridisk person eller privata niaringsidkare som ska svara for
registerforingen. Nér det géller uppgifter av allmént intresse bor den réttsliga grunden vara
tydlig, exakt och forutsdgbar i frdga om dess tillaimpning. Dataskyddsférordningen medfor inte
heller i frdga om privata personuppgiftsansvariga eller aktdrer som behandlar personuppgifter
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nagot krav péd en speciallag for varje enskild behandling. Det ricker att man i lagstiftningen
beaktar kraven enligt artikel 6.3 i dataskyddsforordningen.

Enligt 124 § i grundlagen kan offentliga forvaltningsuppgifter endast genom lag eller med stod
av lag anfortros andra dn myndigheter, om det behdvs for en &dndamélsenlig skotsel av
uppgifterna och det inte dventyrar de grundldggande fri- och réttigheterna, réttssidkerheten eller
andra krav pd god forvaltning. Saken maste avgdras skilt fran fall till fall (se till exempel GrUU
5/2014 rd, s. 3, GrUU 23/2013 rd, s. 3, GrUU 10/2013 rd, s. 2/1I, GrUU 6/2013 rd och GrUU
53/2010 rd). Enligt den sista meningen i 124 § i grundlagen far uppgifter som innebér betydande
utovning av offentlig makt ges endast myndigheter. Syftet med den bestdmmelsen dr enligt
forarbetena till grundlagen att begrénsa dverforingen av offentliga forvaltningsuppgifter utanfor
myndighetsmaskineriet, och uppgifter av detta slag kan endast i begrénsad utstrickning
anfortros andra 4n myndigheter (RP 1/1998 rd, s. 178-179).

Begreppet offentlig forvaltningsuppgift ar ett juridiskt begrepp som fér sitt innehall i 124 § i
grundlagen och vars innehall i princip inte ska definieras utttmmande genom bestdmmelser i
vanlig lag. Begreppet offentliga forvaltningsuppgifter enligt 124 § i grundlagen anvénds i en
relativt vidstrackt bemérkelse, sé att det omfattar uppgifter som hénfor sig till exempel till
verkstiélligheten av lagar samt beslutsfattande om enskilda personers och sammanslutningars
rattigheter, skyldigheter och forméner (RP 1/1998 rd, s. 179/1, se d&ven RP 72/2002 rd, s.4, GrUU
17/2012 rd och GrUU 57/2010 rd, GrUU 26/2017 rd och GrUU 15/2018 rd).

En offentlig forvaltningsuppgift kan anfortros en enskild endast genom lag eller med stdd av
lag. Da bestdms dess innehéll i varje enskilt fall enligt den lagstiftning som géller den uppgiften.
Med tanke pé att lagstiftningen ska kunna fungera vél &r det dock viktigt att lagstiftaren klart
anger ndr en viss verksamhet innebér skotsel av en offentlig forvaltningsuppgift och till vilken
del den innebir myndighetsutdvning (RP 72/2002 rd, s. 54). Uppgiftens innehall behdver
beskrivas tillrdckligt omfattande i forarbetena till lagen nér det foreskrivs om &verforing av
uppgifter (se LaUU 10/2021 rd, s. 12-13). I en lag med bestimmelser om att anfortro
forvaltningsuppgifter ska det specificeras vilka uppgifter som kan overforas till utomstaende
och under vilka forutsittningar.

Offentliga forvaltningsuppgifter kan anfortros andra @n myndigheter endast om det inte
dventyrar de grundldggande fri- och rdttigheterna, réttssikerheten eller andra krav pa god
forvaltning. Genom bestimmelsen betonas betydelsen av utbildning och sakkunskap hos de
personer som skdoter offentliga forvaltningsuppgifter samt vikten av att den offentliga tillsynen
over dem &r ordnad pé behorigt sétt (se till exempel GrUU 24/2001 rd, GrUU 5/2014 rd, s. 3—
4, GrUB 10/1998 rd, s. 35/11, GrUU 53/2014 rd, s. 4-5, GrUU 5/2014 rd, s. 4, GrUU 11/2006
rd, GrUU 33/2004 rd och GrUU 46/2002 rd).

Med de allminna forvaltningslagarna avses sddana lagar som allmént reglerar den offentliga
forvaltningens verksamhet och som alltid tillimpas p& behandlingen av forvaltningsarenden och
annan myndighetsverksamhet, om inte nagot annat foreskrivs sdrskilt. De allménna
forvaltningslagarna konkretiserar de genom grundlagens bestimmelser om grundldggande fri-
och rittigheter skyddade garantierna for god fOrvaltning och rattssdkerhet samt
offentlighetsprincipen och de sprakliga rittigheterna. Dataskyddslagen ar en allméin
forvaltningslag. Dataskyddslagens 4 § 2 punkt har uttryckligen begrénsats till att gilla
myndigheternas behandling av personuppgifter for utférande av en uppgift av allmént intresse
(RP 9/2018 rd, s. 79). Till exempel i forvaltningslagen (434/2003) foreskrivs det sdrskilt att den
lagen ska tillimpas pa privata aktorer ndr de skdter offentliga forvaltningsuppgifter. P
motsvarande sitt tillimpas ocksé enligt 3 § i informationshanteringslagen, som giller lagens
tillimpningsomrade, vissa bestdmmelser i1 lagen ocksd pé enskilda personer eller
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sammanslutningar eller pd andra offentligrittsliga samfund dn myndigheter till den del de skoter
offentliga forvaltningsuppgifter eller utovar offentlig makt. Aven tillimpningsomrédet for lagen
om offentlighet i myndigheternas verksamhet (621/1999, nedan offentlighetslagen) vid skoétseln
av offentliga forvaltningsuppgifter har bedomts i betinkandet om uppdatering av
offentlighetslagen (Justitieministeriets betdnkanden och utlatanden 2023:32).

Med beaktande av ovanndmnda bestimmelser i dataskyddsforordningen, 124 § i grundlagen
och grundlagsutskottets utlatandepraxis i1 frdga om anvindningen av det nationella
handlingsutrymme som dataskyddsfoérordningen medger, till vilken det har hénvisats ovan (se
sarskilt GrUU 14/2018 rd, s. 4-5), ar det mojligt att utvidga den réittsliga grunden enligt 4 § 2
punkten i dataskyddslagen till att omfatta &ven privata aktorer, om de skoter offentliga
forvaltningsuppgifter dér det ar fraga om utforande av en uppgift av allmént intresse eller
utovning av offentlig makt. P4 motsvarande sitt som i fraiga om myndigheter bor bestimmelsens
tillimpningsomrade dock avgransas till sddan behandling som avses i artikel 6.1 e i
dataskyddsforordningen. Behandlingen ska ocksd pa motsvarande sétt bindas till krav pa
nédvandighet och proportionalitet. De foreslagna bestimmelserna ger inte aktdrer som skoter
offentliga forvaltningsuppgifter rétt att behandla kénsliga personuppgifter, om vars behandling
det ska foreskrivas exakt och noggrant avgridnsat pad det séitt som grundlagsutskottet och
dataskyddsforordningen forutsitter.

Dataskyddslagens bestimmelser om behandling av uppgifter om hdlsotillstand och
brottsuppgifter i forsdkringsanstalternas verksamhet

I 6 § i dataskyddslagen foreskrivs det om rétten att i de situationer som avses i paragrafen
behandla sadana i artikel 9 i dataskyddsforordningen avsedda uppgifter som hor till sirskilda
kategorier av personuppgifter. I 1 mom. 1 punkten finns bestimmelser om behandlingen av
uppgifter som hor till sédrskilda kategorier av personuppgifter i forsdkringsanstalternas
forsdkringsverksamhet, enligt vilka forsékringsanstalterna kan behandla uppgifter som erhallits
1 forsékringsverksamheten om en forsékrads eller erséttningssdkandes hélsotillstdnd, sjukdom
eller funktionsnedsittning eller om vardatgérder som vidtagits i friga om denne eller dirmed
jamforbara uppgifter. I den punkten anvidnds det handlingsutrymme som artikel 9.2 g i
dataskyddsforordningen medger. Med séddan behandling som omfattas av punkten avses i
enlighet med artikel 4.2 i dataskyddsforordningen en éatgérd eller kombination av dtgarder
betréffande personuppgifter eller uppsittningar av personuppgifter, antingen genom automatisk
databehandling eller manuellt, sdsom insamling, registrering, lagring, anvéindning, bearbetning,
lasning eller utlimning av personuppglfter

1 7§ i dataskyddslagen foreskrivs det om rétten att behandla sadana personuppgifter som ror
fallande domar i brottmal samt lagévertrddelser som innefattar brott som avses i artikel 10 i
dataskyddsforordningen. Enligt 7 § 1 mom. 2 punkten far sddana personuppgifter som avses i
artikel 10 1 dataskyddsforordningen behandlas for syften som anges 1 6 § 1 mom. 1 punkten. I
bestammelsen ges forsdkringsanstalterna saledes rétt att behandla ocksé sddana personuppgifter
som ror fillande domar i brottmal samt lagdvertradelser som innefattar brott eller dirmed
sammanhéngande sikerhetsatgirder som behdvs for att utreda forsékringsanstaltens ansvar.
Bestammelsen grundar sig pa det handlingsutrymme som artikel 10 i dataskyddsforordningen
medger.

Ordalydelseni 6 § 1 mom. 1 punkten i dataskyddslagen har inte ansetts ge forsékringsanstalterna
rétt att behandla personuppgifter som ror hilsotillstindet hos en forsdkringssokande eller en
person for vars rdkning forsdkringsskydd soks. Dataombudsmannens byra har i sin
avgorandepraxis (diarienummer 7285/183/18) ansett att den personuppgiftsansvarige inte med
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stod av 6 § 1 mom. 1 punkten i dataskyddslagen kan behandla uppgifter om hélsotillstdndet hos
en som ansoker om frivillig forsékring eller uppgifter om hélsotillstandet hos en person vars
eventuella dod, sjukdom eller skada &r foremal for en ansdkan om frivillig forsdkring. Darfor
kan den personuppgiftsansvarige inte heller i samband med en ansékan om forsdkring begira
uppgifter om sddana personers hélsotillstind av en enhet inom hélso- och sjukvarden med stod
av 6 § 1 mom. 1 punkten i dataskyddslagen.

Dataombudsmannen har i detta sammanhang dgnat uppmarksamhet at begreppen forsékrad och
forsdkringstagare, som det foreskrivs om i lagen om forsdkringsavtal (543/1994). Enligt 2 § 1
mom. 4 punkten i lagen om forsdkringsavtal avses med forsdkringstagare den som har ingéatt
forsakringsavtal med en forsdkringsgivare och med forsdkrad enligt 5 punkten den som é&r
foremal for personforsdkring. Enligt forarbetena till lagen om forsdkringsavtal avses vid
livforsdkring den for wvars dodsfall eller livsfall forsékringen har tagits. Vid
olycksfallsforsdkring avses den for vars genom olycksfall fororsakade kroppsskada eller
dodsfall forsdkringen har tagits (RP 114/1993 rd, s. 22.) Dataombudsmannen har &gnat
uppmérksamhet at att bestimmelserna enligt 6 § 1 mom. 1 punkten i dataskyddslagen har
avgransats till att endast gilla behandling av uppgifter om den fOrsidkrades och
ersittningssokandens  hélsotillstdind, sjukdom eller funktionsnedsittning, och att
forsakringsavtal d&nnu inte har ingatts i forsakringens ansdkningsskede.

Med beaktande av den i artikel 5.1 a i dataskyddsforordningen foreskrivna princip som géller
behandlingens laglighet, korrekthet och Oppenhet samt det faktum att behandlingen av
journalhandlingar &r forenad med ett starkt behov av respekt for patientens integritet och skydd,
har dataombudsmannen i sitt avgorande ansett att behandlingen av den forsdkrades och
ersittningssokandens hélsouppgifter i forsdkringsverksamheten inte kan utvidgas till att omfatta
sddana registrerade som ar forsdkringssokande i ansokningsskedet. De registrerade ska kunna
lita pa att den exakta ordalydelsen i dataskyddslagen géller nar de ansker om forsékring. Sadan
behandling av uppgifter om hilsotillstdnd, vilka hor till en sérskild kategori av personuppgifter,
som strider mot den ordalydelsen, Overensstimmer inte med de registrerades rimliga
forvintningar. P4 grund av det starka behovet av integritetsskydd i anslutning till
journalhandlingar 4r det inte heller mojligt att behandla uppgifterna i strid med den exakta
ordalydelsen. Dataombudsmannen har séledes ansett att bestimmelsen i 6 § 1 mom. 1 punkten
i dataskyddslagen inte kan tillimpas pa behandlingen av forsdkringssokandes hilsouppgifter
och att det inte ar mojligt att tillimpa den for att begdra hilsouppgifter fran en hilso- och
sjukvardsenhet. Dataombudsmannen har dock ansett det vara mojligt att uppgifter om
forsdkringssokandenas hélsotillstand kan behandlas pa basis av samtycke innan forsékringsavtal
ingas (dataombudsmannens beslut 8.6.2022, diarienummer 7285/183/18).
Forsakringsanstalterna har silunda for att utreda sitt ansvar kunnat behandla uppgifter om
hélsotillstand pé basis av samtycke.

Helsingfors forvaltningsdomstol (beslut 117/2024, diarienummer 3457/03.04.04.01/2022 samt
beslut 116/2024, diarienummer 3463/03.04.04.04.01/2022) har pa motsvarande sétt som
dataombudsmannen ansett att det enligt ordalydelseni 6 § 1 mom. 1 punkten i dataskyddslagen
inte 4r motiverat att tolka begreppet forsékrad i den bestimmelsen sa att det ocks&d omfattar
forsakringssdkande innan ett forsdkringsavtal har ingatts. Enligt forvaltningsdomstolen stods
den tolkningen ocksa av forarbetena till 2 § 1 mom. 5 punkten i lagen om forsdkringsavtal.
Enligt forvaltningsdomstolen har det inte heller funnits skél att bedoma &rendet pa ndgot annat
sitt pa grund av att tolkningen enligt besvir som anforts avviker frén tidigare praxis eller att
samtycke som behandlingsgrund inte 4r oproblematiskt. I det lagberedningsmaterial som géller
6 § 1 mom. 1 punkten i dataskyddslagen (RP 9/2018 rd) har det enligt férvaltningsdomstolen
inte funnits stéd for den tolkningen att lagstiftarens avsikt har varit att utvidga begreppet
forsakrad till att gilla forsdkringssokande eller att detta har ansetts nodvéandigt for att faststélla
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det ansvar som bestims pa basis av forsdkringsfall. Den som 6verklagade kunde saledes inte
med stéd av 6 § 1 mom. 1 punkten i dataskyddslagen innan forsékringsavtalet ingicks behandla
uppgifter om halsotillstindet hos den som ansokte om frivillig forsakring.

Hogsta forvaltningsdomstolen har emellertid fortydligat tolkningen av punkten i ett nyligen
meddelat beslut (HFD:2025:86). Hogsta forvaltningsdomstolen konstaterar i sitt beslut att det
vare sig i dataskyddslagen eller i dess forarbeten har faststillts sirskilt vad som avses med en
forsdakrad 1 6 § 1 mom. 1 punkten. i dataskyddslagen, och att vikt darfor maste fastas vid vad
som avses med en forsdkrad i den nationella forsékringslagstiftningen. Sdlunda maste begreppet
forsikrad 1 6 § 1 mom. 1 punkten. i dataskyddslagen forstas sa att man med det avser foremalet
for en frivillig personforsidkring, oberoende av om forsikringsavtalet redan har ingatts eller om
forsdkringen forst dr 1 ansdkningsskedet.

Med beaktande av forsékringslagstiftningen som en helhet och dess syfte samt det faktum att
det dr nddvindigt for forsdkringsanstalter att behandla uppgifter om hélsotillstind for
beddmning och utredning av deras ansvar ocksa i samband med ansdkningar om forsékring,
behover 6 § 1 mom. 1 punkten i dataskyddslagen dndras sa att rétten att behandla uppgifterna
utvidgas till att gélla ocksd forsdkringssokanden och personer for vilkas rdkning
forsakringsskydd soks. Trots att hogsta forvaltningsdomstolens beslut HFD:2025:86 fortydligar
tolkningen av 6 § 1 mom. 1 punkten i dataskyddslagen ar det med tanke pa den registrerades
rittsskydd och tydligheten i bestimmelserna om forsdkringsverksamhet samt med tanke pa
rittssdkerheten nodvéndigt att sdkerstélla att dataskyddslagen och forsékringslagstiftningen ar
enhetliga — ocksd med beaktande av att 6 § 1 mom. 1 punkten i dataskyddslagen forutom
frivilliga forsékringar ocksé géller lagstadgade forsékringar. Dessutom behover det preciseras
att bestimmelsen ska tillimpas p& behandlingen av personuppgifter fore och efter det att
forsakringen beviljats for bedomning eller utredning av fOrsdkringsanstaltens ansvar.
Motsvarande preciseringar behovs ocksd 1 7 § i dataskyddslagen, ddr det foreskrivs om
forsakringsanstalters rétt att for att bedoma eller utreda sitt ansvar behandla personuppgifter
som ror i artikel 10 i dataskyddsforordningen avsedda féllande domar i brottmal och
lagovertradelser som innefattar brott. Behandling av uppgifterna i fraga kan tillatas i en
medlemsstats lagstiftning i enlighet med artikel 10 i dataskyddsforordningen.

Syftet med de foreslagna preciseringarna &r inte att paverka beviljandet av forsdkringar eller
ingdendet av forsdkringsavtal, utan att fortydliga forsdkringsanstalternas ritt att i
ansokningsskedet behandla uppgifter om hélsotillstand och uppgifter som ror fallande domar i
brottmal samt lagdvertrddelser som innefattar brott. De foreslagna éndringarna har inte heller
nagon inverkan p& de registrerades rittigheter, om vilka det foreskrivs i
dataskyddsforordningen. Forsdkringsanstalterna ska ocksd 1 fortsdttningen informera de
registrerade 1 enlighet med artikel 13 och 14 i dataskyddsforordningen nar uppgifter samlas in
fran den registrerade eller fran ndgon annan. I propositionen foreslds dessutom pa det sitt som
forutsitts i forordningen ldmpliga ytterligare skyddsatgérder for att skydda den registrerades
rattigheter. De foreslagna tilldggsatgdrderna sékerstéller att de bestdmmelser som foreslés ar
proportionella och att ingripandet i skyddet av personuppgifter begréinsas till vad som dr absolut
nddvéndigt enligt artikel 52.1 i Europeiska unionens stadga om de grundldggande rittigheterna.

Tillrdckliga skyddsatgdrder enligt 6 och 7 § i dataskyddslagen

1 6 och 7 § i dataskyddslagen foreskrivs det om behandling av personuppgifter som hor till
sdrskilda kategorier av personuppgifter enligt artikel 9.1 i dataskyddsférordningen och av
personuppgifter som ror fiallande domar i brottméal samt lagovertrddelser som innefattar brott
enligt artikel 10 i den forordningen. I friga om dessa bestimmelser dr det nodvéndigt att beakta
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bade dataskyddsforordningens villkor och de konstitutionella ramvillkoren. Bestimmelserna i
6 § 1 mom. i dataskyddslagen grundar sig pd det handlingsutrymme som artikel 9.2 i
dataskyddsforordningen medger. Handlingsutrymmet i fraga gor det mojligt att inte tillampa det
forbud mot behandling av personuppgifter som avses i artikel 9.1, om det foreskrivs om
behandlingen i unionsritten eller medlemsstaternas nationella ritt, forutsatt att den &r
proportionerlig, forenlig med det vésentliga innehallet i rdtten till dataskydd och innehéller
bestimmelser om ldmpliga och sédrskilda atgdrder for att sdkerstélla den registrerades
grundldggande réttigheter och intressen. I frdga om 6 § 1 mom. 1 punkten i dataskyddslagen ska
det saledes sékerstillas att det i lagen foreskrivs om ldmpliga och sirskilda dtgérder i anslutning
till behandlingen av personuppgifter i fraga, det vill sédga sa kallade skyddsatgirder for att
sdkerstélla den registrerades grundldggande rittigheter och intressen. Enligt artikel 10 i den
allménna dataskyddsforordningen far behandling av personuppgifter som ror féllande domar i
brottmal och lagovertridelser som innefattar brott eller ddrmed sammanhidngande
sdkerhetsatgédrder enligt artikel 6.1 endast utfoéras under kontroll av en myndighet eller dé
behandling ar tillaten enligt unionsrétten eller medlemsstaternas nationella rétt, dér 1dmpliga
skyddsétgirder for de registrerades rattigheter och friheter faststills. Ett fullstdndigt register
over fillande domar i brottmél fir endast foras under kontroll av en offentlig myndighet.
Bestimmelserna i 7 § 1 mom. i dataskyddslagen grundar sig pa det handlingsutrymme som
artikel 10 medger. I friga om behandlingen av personuppgifter i friga ska det ocksa ses till att
det i medlemsstaternas lagstiftning foreskrivs om ldmpliga skyddsétgirder for att sdkerstélla
den registrerades rattigheter och friheter.

Enligt grundlagsutskottet bor bestimmelserna om behandling av kansliga uppgifter fortfarande
analyseras ocksa utifran praxis for tidigare bestimmelser pé lagnivd (GrUU 14/2018 rd och
GrUU 15/2018 rd). Till foljd av att tillimpningen av dataskyddsforordningen har inletts och
man i dess artikel 9 anvinder begreppet sirskilda kategorier av personuppgifter, ska den
nationella lagstiftningen for tydlighetens skull undvika att anvénda begreppet kéinsliga uppgifter
(se &ven GrUU 14/2018 rd). Likval menar grundlagsutskottet att det fortfarande &r motiverat att
1 konstitutionellt hdnseende beskriva vissa grupper av personuppgifter uttryckligen som
kinsliga (GrUU 15/2018 rd). Med sadana grupper avses uppsittningar av uppgifter som
omfattar mer an enbart de sdrskilda kategorier av personuppgifter som avses i
dataskyddsforordningen (se till denna del ocksd till exempel GrUU 17/2018 rd).
Grundlagsutskottet har framhévt vilka hot som behandling av kénsliga uppgifter kan medfora.
Utskottet anser att omfattande databaser med kénsliga uppgifter medfor allvarliga risker for
informationssékerheten och missbruk av uppglfter Riskerna kan 1 sista hand utgodra ett hot mot
personers identitet (se GrUU 15/2018 rd, &ven GrUU 13/2016 rd och GrUU 14/2009 rd). Aven
iskél 51 i dataskyddsforordningen framhaélls det att sirskilda personuppgifter som avses i artikel
9 och som till sin natur ar sirskilt kdnsliga med hinsyn till grundldggande rattigheter och friheter
bor atnjuta sérskilt skydd, eftersom behandling av sadana uppgifter kan innebdra betydande
risker for de grundldggande rittigheterna och friheterna. Grundlagsutskottet har dérfor sérskilt
papekat att det bor finnas exakta och noga avgrinsade bestimmelser om att det ar tillatet att
behandla kénsliga uppgifter bara om det dr absolut nddvéindigt (GrUU 14/2018 rd).
Grundlagsutskottet har vidare uttryckligen ansett att bestimmelserna om behandling av
uppgifter om halsotillstind och andra kénsliga personuppgifter maste vara detaljerade och
heltackande, inom den ram som dataskyddsforordningen tillater (GrUU 17/2018 rd).

Aven artikel 52.1 i EU:s stadga om de grundliggande rittigheterna kriver att behandlingen av
personuppgifter begrénsas till vad som ar nddvéndigt. Enligt den artikeln ska varje begriansning
i utdovandet av de rittigheter och friheter som erkénns i stadgan vara foreskriven i lag och
forenlig med det vasentliga innehéllet i ifrdgavarande rittigheter och friheter. Begrinsningar
far, med beaktande av proportionalitetsprincipen, endast goras om de dr nddvandiga och faktiskt
svarar mot mal av allmént samhaéllsintresse som erkénns av unionen eller behovet av skydd for
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andra ménniskors réttigheter och friheter. EU-domstolen har vad géller detta slagit fast att
begransningarna inte far ga utdver vad som &r strikt nddvindigt, och att den lagstiftning som
innebdr ett ingrepp maste innehélla tydliga och precisa bestimmelser som reglerar rackvidden
och tillimpningen av den aktuella atgdrden (se mal C-740/22, punkt 52, mél C-439/19, punkt
105, och mél C-311/18, punkt 172-176). EU-domstolen har papekat att detta ar relevant for
beddmningen av behovet av behandlingen av personuppgifter och erinrat om att undantag fran
och begriansningar av skyddet for personuppgifter ska inskrinkas till vad som ar absolut
nddvéndigt (se mal C-13/16, punkt 30, de forenade mélen C-92/09 och C-93/09, punkt 86, mal
C-473/12, punkt 39, och méal C-212/13, punkt 28). Vid beddmningen av begrdnsningars
nddvindighet har EU-domstolen ansett att kravet pa nddvindighet inte uppfylls, om malet
rimligen kan uppnés pa ett lika effektivt sétt genom andra medel som i mindre utstrickning
inskridnker de registrerades grundldggande rittigheter. Kravet pa nddvéndighet &r déremot
uppfyllt ndr det mal som efterstrivas med den aktuella personuppgiftsbehandlingen inte
rimligen kan uppnés pa ett lika effektivt sitt genom andra medel som i mindre utstrickning
inskrénker de registrerades grundldggande réttigheter, sarskilt de i artiklarna 7 och 8 i stadgan
fastslagna rattigheterna avseende respekt for privatlivet och familjelivet och skydd av
personuppgifter (se till exempel mal C-548/21, punkt 87 och 88 och dér angiven rittspraxis).

16 § 2 mom. i dataskyddslagen foreskrivs det om s&dana lampliga och sirskilda atgérder som
forutsétts i artikel 9.2 i1 dataskyddsforordningen och som den personuppgiftsansvarige eller
personuppgiftsbitrddet ska vidta nir de behandlar personuppgifter i situationer som avses i 1
mom. [ 6 § 2 mom. ingar det en forteckning 6ver exempelatgarder som de lampliga och sérskilda
atgirderna kan omfatta. Enligt forarbetena till lagen &r forteckningen i fraga varken tdckande
eller tvingande (RP 9/2018 rd, s. 94). Den personuppgiftsansvarige far séledes i det forsta skedet
avgora vilka skyddsatgirder som de risker som &ar forenade med behandlingen av
personuppgifter forutsétter. I 7 § 2 mom. i dataskyddslagen finns en hdnvisning till 6 § 2 mom.
1 den lagen. Saledes ska den personuppgiftsansvarige och personuppgiftsbitradet vidta lampliga
och sdrskilda atgirder for att skydda den registrerades rattigheter ocksd nidr de behandlar
uppgifter som ror fillande domar i brottmal samt lagdvertriddelser som innefattar brott med stod
av 7 § 1 mom. i dataskyddslagen.

Med beaktande av ovanndmnda bestdmmelser i dataskyddsforordningen, grundlagsutskottets
utlatandepraxis och EU-domstolens rittspraxis finns det behov av att precisera bestimmelserna
om skyddsatgérder i 6 och 7 § i dataskyddslagen. I 6 § 2 mom. och 7 § 2 mom. i dataskyddslagen
foreskrivs det om de skyddsétgérder som forutsitts i artikel 9 och 10 i dataskyddsforordningen.
Bestimmelserna om  skyddsatgirder ger dock den personuppgiftsansvarige och
personuppgiftsbitrddet provningsritt niar det géller att beddoma och genomfora tillrickliga
skyddsétgiarder med beaktande av de risker som behandlingen i friga medfor. Eftersom siddan
behandling av personuppgifter som avses i 6 § 1 mom. och 7 § 1 mom. 2 punkten i
dataskyddslagen létt kan medfora hoga risker for de registrerade, dr det nddviandigt att begriansa
den behandling av personuppgifter som avses i paragraferna till vad som ar nédvéndigt, pa det
satt som grundlagsutskottet och unionsrétten forutsétter. Kravet pa nodvandighet dr ocksé en
sadan skyddsatgérd som forutsitts i artiklarna 9 och 10 i dataskyddsforordningen, genom vilken
det pa det sdtt som forutsitts i artikel 52.1 i stadgan sikerstélls att begransningen av skyddet for
personuppgifter dr proportionell och nédvéindig. Pa grund av de hoga risker som behandlingen
av personuppgifter medfor dr det nodvandigt att noggrannare foreskriva ocksd om vissa andra
skyddsatgirder i samband med saddan behandling som avses i 6 § 1 mom. 1 och 2 punkten och
7 § 1 punkten 2 punkten i dataskyddslagen. I praktiken har behandlingen av kénsliga
personuppgifter dock redan nu med tanke pé unionsrétten och grundlagsutskottets vedertagna
tolkning varit begrénsad till vad som &r nddvindigt. En mer detaljerad beskrivning av de
foreslagna skyddsatgdrderna ingdr i specialmotiveringen for respektive forslag (se nidrmare
information i avsnitt 7.1).
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Certifiering och ackreditering av certifieringsorgan enligt dataskyddsforordningen

Med certifiering avses enligt den internationella standardiseringsorganisationens allminna
definition en extern och oberoende bedomning av huruvida en produkt, tjdnst eller ett system
uppfyller pa forhand faststillda kriterier.

Artikel 42 i dataskyddsforordningen innehéller en bestimmelse om mdjligheten att certifiera
verksamhet som inbegriper behandling av personuppgifter for att visa att den egna
verksamheten overensstimmer med bestimmelserna. Dataskyddscertifikat kan utfardas av den
behoriga tillsynsmyndigheten eller av ett sddant separat certifieringsorgan som avses i artikel
43 i dataskyddsforordningen och som har sakkunskap pé l&dmplig niva i frdga om dataskydd.
Certifiering 1 frdga om dataskydd é&r frivillig for personuppgiftsansvariga och
personuppgiftsbitraden.

Enligt dataskyddsforordningen ska ett sddant certifieringsorgan som beviljar certifiering och
som avses i artikel 43 vara ackrediterat. Ackreditering innebdr konstaterande av kompetens.
Bestdmmelser om de krav som ska tillimpas vid beviljande av ackreditering finns i kapitel II i
Europaparlamentets och radets forordning (EG) nr 765/2008 om krav for ackreditering och
upphévande av forordning (EEG) nr 339/93 (nedan ackrediteringsforordningen). 1|
ackrediteringsforordningen faststills regler for hur ackrediteringen av organ for bedomning av
Overensstimmelse ska organiseras och fungera. Ackrediteringsforordningen forutsétter att varje
medlemsstat utser ett nationellt ackrediteringsorgan. I Finland &r Sékerhets- och
kemikalieverkets  ackrediteringsenhet  (Ackrediteringstjinsten ~ FINAS)  nationellt
ackrediteringsorgan i enlighet med 2 a § i lagen om Sékerhets- och kemikalieverket
(1261/2010).

Enligt artikel 43.1 1 dataskyddsférordningen ska medlemsstaterna sdkerstilla att dessa
certifieringsorgan dr ackrediterade av den tillsynsmyndighet som dr behorig enligt artikel 55
eller 56 eller av ett ackrediteringsorgan som utsetts i enlighet med ackrediteringsforordningen,
eller bada. Enligt 14 § 4 mom. i den géllande dataskyddslagen ackrediterar dataombudsmannen
certifieringsorganet i Finland. Detta anges i det momentet som en av dataombudsmannens
uppgifter.

Bestdmmelser om forutséttningarna for utfirdande av ackreditering finns bland annat i artikel
43.2 och 3 i dataskyddsforordningen. Enligt artikel 43.4 i dataskyddsférordningen utférdas
ackreditering for en period pa hogst fem ar och far férnyas pa samma villkor under forutsittning
att certifieringsorganet fortfarande uppfyller kraven.

Lagen om konstaterande av tillforlitligheten hos tjanster for bedomning av dverensstimmelse
med kraven (920/2005, nedan ackrediteringslagen) tillimpas pa ackreditering av tjanster for
bedomning av Overensstimmelse med kraven och pd dirmed jamforbar bedémning av
kompetens. Enligt 6 § i ackrediteringslagen ska organisationen, personalen, lednings- och
kvalitetssystemen, den interna kontrollen samt produktionen av tjanster for bedomning av
Overensstimmelse med kraven hos det beddmningsorgan som ska ackrediteras vara
dndamélsenliga med beaktande av de internationella och europeiska bedomningsgrunder som
ackrediteringsenheten tillimpar. Den nationella ackrediteringsenheten svarar i enlighet med 8 §
1 ackrediteringslagen ~ for  uppfSljningen  av  bedomningsorganets ~ kompetens.
Ackrediteringsenheten kan i sista hand &terkalla ackrediteringen, om beddmningsorganet inte
inom utsatt tid har avhjélpt sddana brister som konstaterats i friga om forutsittningarna for
ackreditering. Med stod av artikel 43.7 1 dataskyddsforordningen kan ocksd den behdriga
tillsynsmyndigheten for dataskydd é&terkalla en sddan ackreditering som avses i
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dataskyddsforordningen. I 10 § i ackrediteringslagen hénvisas det i fradga om &ndringssokande
till lagen om rétteging i forvaltningsdrenden (808/2019).

I samband med beredningen har det bedomts att det &r mest dndamaélsenligt att Gverfora
ackrediteringen av certifieringsorgan fran dataombudsmannen till FINAS. Dataombudsmannen
ska dock fungera som teknisk sakkunnig vid ackrediteringen eller ge ett utldtande i fraga om de
krav som hanfor sig till dataskydd. Genom den foreslagna lagindringen kan man sikerstilla att
ackrediteringen ordnas pé ett &ndamalsenligt sitt, att myndigheternas resurser riktas effektivt
och att certifieringsorgan som ansdker om ackreditering behandlas jamlikt.

2.4.3 Bestdmmelser om tekniska grénssnitt och teknisk anslutning

I den halvtidsrapport som samordningsgruppen for totalreformen av dataskyddslagstiftningen
har utarbetat konstaterades det att en del av bestimmelserna om utlimnande av uppgifter i
elektronisk form inom justitieministeriets forvaltningsomrade &dr foraldrade och kan skapa
oklarhet i forhéllande till informationshanteringslagen. I 5 kap. i informationshanteringslagen
foreskrivs det om Overforing av uppgifter med hjélp av tekniska granssnitt och elektroniska
forbindelser. Syftet med lagen har varit att minska behovet av att i speciallagstiftning foreskriva
om de sitt pa vilka uppgifter av teknisk natur ska overforas.

I 22 och 23 § i informationshanteringslagen foreskrivs det om under vilka forutséttningar
uppgifter far lamnas ut till en myndighet med hjélp av ett tekniskt granssnitt eller en elektronisk
forbindelse. I 24 § 1 mom. i informationshanteringslagen foreskrivs det om &verforing av
information via tekniska grénssnitt till andra 4n myndigheter. Bestimmelsen mojliggor
informationséverforing via tekniska granssnitt utan att det behovs négra sirskilda bestimmelser
om saken i speciallagstiftning (RP 284/2018, s. 117). Enligt 24 § 2 mom. foreskrivs det dock
sdrskilt om utlimnande av information i annat elektroniskt format och som informationstjénst
till allménheten via en elektronisk forbindelse. Saledes anses det nddvandigt att bibehalla sadan
reglering i speciallagstiftningen.

Aven om informationshanteringslagen triidde i kraft redan 2020, innehéller lagstiftningen inom
justitieministeriets forvaltningsomréde fortfarande fordldrade bestimmelser om utlimnande av
uppgifter med hjilp av tekniska granssnitt och elektroniska forbindelser, vilket kan skapa
oklarhet i forhéllande till annan lagstiftning som ska tillimpas pd myndigheters utlimnande av
uppgifter och ocksa for sin del paverka det att tjanster ordnas pa ett andamaélsenligt sétt och
tillhandahéllandet av offentliga tjédnster. Darfor foreslds det i denna proposition att de foraldrade
bestimmelserna om tekniska anslutningar uppdateras i foljande lagar: lagen om
bostadsaktiebolag (1599/2009), lagen om staimningsmén (505/1986), lagen om registret over
djurhallningsforbud (21/2011), lagen om konkurs- och foretagssaneringsregistret (137/2004),
lagen om nédringsforbud (1059/1985), lagen om skuldsaneringsregistret (368/2017),
straffregisterlagen (770/1993), stiftelselagen (487/2015) och foreningslagen (503/1989).

2.4.4 Foretagsinteckningslagen

Lagstiftningen inom justitieministeriets forvaltningsomrade uppdaterades 2020 till att motsvara
dataskyddsforordningen (RP 2/2020 rd). I samband med det projektet foreslogs inga dndringar
i foretagsinteckningslagen (634/1984). Under beredningen av denna proposition har
foretagsinteckningslagen bedomts och det har ansetts noddvéndigt att uppdatera vissa
bestimmelser i den lagen i anslutning till forandet av foretagsinteckningsregistret, de
personuppgifter som ska foras in i registret, bestimmelser som &verlappar
dataskyddsforordningen samt utlimnande av personuppgifter.
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3 Malsédttning

Syftet med de lagforslag som ingar i propositionen &r att i enlighet med regeringsprogrammet
genomfora de dndringar i lagstiftningen inom justitieministeriets forvaltningsomrade som
hanfor sig till totalreformen av den nationella dataskyddslagstiftningen. Syftet med
totalreformen é&r att frimja informationsflodet mellan myndigheterna och en dndamalsenlig
organisering av de offentliga tjdnsterna.

Syftet med propositionen dr ocksa att sikerstélla att lagstiftningen inom justitieministeriets
forvaltningsomréde &r forenlig med tillimplig dataskyddslagstiftning och annan lagstiftning.
Syftet med propositionen &r till denna del bland annat att uppdatera de bestimmelser i
lagstiftningen inom fOrvaltningsomraddet som Overlappar dataskyddsbestdmmelserna och
informationshanteringslagen. Dessutom &r avsikten att precisera bestimmelserna i
foretagsinteckningslagen till den del det behdvs pa grund av EU-lagstiftningen och grundlagen.

Syftet med propositionen &r att i frdga om de forslag som giller ackreditering av
certifieringsorgan sdkerstilla en effektiv fordelning av myndigheternas resurser samt
likabehandling av certifieringsorgan som ansoker om ackreditering.

4 Forslagen och deras konsekvenser

4.1 De viktigaste forslagen

Dataskyddslagen

I denna proposition foreslés det att dataskyddslagens bestammelser om laglig behandling av
personuppgifter (4 §), behandling av sidrskilda kategorier av personuppgifter (6 §) samt
behandling av personuppgifter som ror fillande domar i brottmal samt lagovertradelser som
innefattar brott (7 §) &dndras. Det foreslés att 4 § 1 dataskyddslagen preciseras och utvidgas sé att
det i paragrafen skapas en rittslig grund for en myndighet att behandla personuppgifter inte bara
for utforandet av en uppgift av allmént intresse, utan ocksa nér behandlingen behdvs och &r
proportionell och utgor ett led i myndighetens utévning av offentlig makt. I denna proposition
foreslas det dessutom att det i den paragrafen skapas en motsvarande rittslig grund for
behandling av personuppgifter ocksd for privata aktdrer nidr de skoter offentliga
forvaltningsuppgifter som har anfortrotts dem genom lag eller med stod av lag. De foreslagna
andringarna behovs for att det inte ska rada oklarhet om tillimpningsomradet for 4 § i
dataskyddslagen och for att personuppgifter med stéd av paragrafen ska kunna behandlas ocksé
i syfte att utéva offentlig makt. Genom &ndringarna frdmjas i enlighet med malen f6r
totalreformen ocksé en d&ndamaélsenlig organisering av de offentliga tjénsterna.

Det foreslés att bestimmelserna om forsdkringsanstalter 1 6 och 7 § i dataskyddslagen preciseras
s& att dessa paragrafer ger forsdkringsanstalterna rétt att for beddmning eller utredning av
forsakringsanstalternas ansvar behandla de uppgifter som avses i artiklarna 9.1 och 10 i
dataskyddsforordningen ocksé innan forsékringar beviljas. De foreslagna dndringarna behovs,
eftersom ordalydelsen i de gillande bestimmelserna har ansetts skapa oklarhet i friga om
behandling av personuppgifter innan forsdkringsavtal ingds, d&ven om behandlingen i fréga
behovs for bedomning eller utredning av forsikringsanstaltens ansvar. Det foreslas dértill att
det gors vissa med tanke pa grundlagen och dataskyddsfoérordningen nodvandiga preciseringar
16 och 7 § i dataskyddslagen i friga om behandling av uppgifter som hor till sirskilda kategorier
av personuppgifter och uppgifter som ror fillande domar i brottmal. Syftet med dndringarna &r
att sdkerstilla att bestimmelserna i dataskyddslagen motsvarar kraven i unionsritten och de

23



forutséttningar for begrinsning av de grundliggande fri- och rittigheterna som foljer av
tolkningspraxis enligt grundlagen. I denna proposition foreslés det att behandlingen av kénsliga
personuppgifter begrinsas till vad som &r nddvéndigt och att det i dataskyddslagen foreskrivs
om lampliga och tillrackliga skyddsatgarder.

I denna proposition foreslds det att dataskyddslagens bestdmmelser om ackreditering av
certifieringsorgan dndras. Det foreslds att den ackreditering av certifieringsorgan som avses i
artikel 43 1 dataskyddsforordningen Overfors frdn dataombudsmannen till det nationella
ackrediteringsorganet, det vill sdga ackrediteringstjinsten FINAS. Enligt forslaget é&r
dataombudsmannen eller en sakkunnig som utsetts av det nationella ackrediteringsorganet
teknisk sakkunnig vid ackrediteringen. Syftet med forslaget &r att sékerstélla att ackrediteringen
ordnas pa ett dndamaélsenligt sitt, att myndigheternas resurser riktas effektivt och att
certifieringsorgan som ansoker om ackreditering behandlas jimlikt. I propositionen foreslés det
till denna del att det nuvarande 14 § 4 mom. i dataskyddslagen upphévs och att bestimmelser
om ackreditering i fortsittningen ska finnas i den nya 36 a §.

Uppdatering av bestdmmelserna om tekniska grinssnitt och teknisk anslutning

I propositionen foreslas det att de foraldrade bestimmelserna om tekniska anslutningar éndras i
lagen om bostadsaktiebolag, lagen om stdimningsmin, lagen om registret Over
djurhallningsforbud, lagen om konkurs- och fOretagssaneringsregistret, lagen om
niringsforbud, lagen om skuldsaneringsregistret, straffregisterlagen, stiftelselagen och
foreningslagen. Genom é&ndringarna frdmjas i1 enlighet med mélen for totalreformen
informationsflodet mellan myndigheterna och sékerstills att fordldrade bestimmelser inte
skapar oklarhet i forhallande till informationshanteringslagen. Samtidigt padverkar de foreslagna
andringarna ocksa tillhandahallandet av offentliga tjdnster.

I samband med uppdateringen av sétten att limna ut uppgifter foreslés det i denna proposition
ocksa andra nddvindiga tekniska éndringar i lagen om registret 6ver djurhéllningsférbud och
straffregisterlagen. Syftet med dndringarna &r att uppdatera foraldrade forfattningshanvisningar.

Foretagsinteckningslagen

I propositionen foreslés det ocksa att vissa bestimmelser om behandling av personuppgifter i
foretagsinteckningslagen uppdateras. Syftet med dessa &ndringar ar att sédkerstélla att
bestammelserna i foretagsinteckningslagen ar forenliga med dataskyddsfoérordningen och de
allménna forvaltningslagarna, sdsom offentlighetslagen.

4.2 De huvudsakliga konsekvenserna

Ekonomiska konsekvenser och konsekvenser for foretag

De lagidndringar som foreslas i propositionen nar det géller myndigheter har i regel inga sadana
fristdiende ekonomiska konsekvenser till f6ljd av dataskyddskraven som inte redan har
uppkommit i samband med ikrafttridandet av de allminna bestimmelserna om behandling av
personuppgifter. De foreslagna dndringarna géller i huvudsak myndigheter, men delvis ocksé
aktdrer inom den privata sektorn.

Preciseringen av bestimmelserna om behandling av uppgifter som hor till sirskilda kategorier

av personuppgifter enligt 6 § i dataskyddslagen samt bestimmelserna om behandling av
personuppgifter som ror brott och fillande domar i brottmal enligt 7 § i dataskyddslagen kan ha
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konsekvenser ocksa for privata aktorer. I synnerhet de &dndringar som géller
forsakringsanstalternas behandling av personuppgifter kan orsaka konsekvenser. Till exempel
kravet pd nodvéandighet och de andra foreslagna tilliggssidkerhetsatgdrderna kan forutsitta
interna atgiarder. Genom dessa atgirder forhindrar man att personuppgifter behandlas for andra
dndamal &n de ursprungliga och sikerstéller man att personuppgifter inte lagras ldngre dn
nddvindigt eller att sérskilda forfaranderegler wutarbetas for att sédkerstéilla att
dataskyddsforordningen och dataskyddslagen iakttas ndr personuppgifter overfors eller
behandlas for ndgot annat &ndamaél. De foreslagna dndringarna kan till denna del ocksa medfora
vissa kostnadseffekter och administrativt arbete, till exempel pa grund av en eventuell 6kning
av antalet begdranden om information. Dessa konsekvenser bedoms dock vara relativt sma,
eftersom forsékringsanstalterna redan for ndrvarande begir motsvarande information med stod
av gillande bestimmelser och de registrerades samtycke. Eventuella kostnadseffekter och
ovriga konsekvenser minskar ocksd pd grund av de foreslagna bestimmelserna om
skyddsatgarder, enligt vilka uppgifter 1 forsta hand ska begiras av den forsdkrade,
ersdttningssokanden, férsdkringssdkanden eller den som forsdkringsskydd soks for. Aven andra
preciseringar av bestimmelserna om behandling av uppgifter som hor till siarskilda kategorier
av personuppgifter samt av personuppgifter som ror brott och fillande domar i brottmal kan ha
motsvarande ekonomiska konsekvenser ocksd for den privata sidan och medfora behov av
interna atgirder genom vilka de personuppgiftsansvariga kan sédkerstélla att behandlingen
begrinsas till vad som &dr nodvéndigt.

De foreslagna bestimmelserna om ackreditering av certifieringsorgan har inga konsekvenser
for den offentliga ekonomin. De kostnader som ackrediteringsforfarandet medfor for FINAS
och dataombudsmannen faktureras den aktor som ansokt om ackreditering. Vid beredningen
har det bedomts att det arbete som krévs for ackrediteringsforfarandet i fraiga om bade FINAS
och dataombudsmannen kan skotas med befintliga personalresurser.

I och med den foreslagna lagéindringen far Finland mekanismer for genomforande av den
ackrediterings- och certifieringsverksamhet som avses i dataskyddsférordningen. Overforing av
ackrediteringen i enlighet med forslaget fran dataombudsmannen till FINAS innebir att
organisationer 1 fortsdttningen kan ansdka om sadan ackreditering som forutsitts for
certifieringsverksamhet enligt dataskyddsforordningen vid samma instans hos vilken de dven
ansoker om andra ackrediteringar och dérmed jdmforbara kompetensbeddmningar for sin
verksamhet. Flera certifieringsorgan har redan uttryckt intresse for ackreditering i friga om
dataskydd. En ackreditering som beviljas av FINAS visar att certifieringsorganet har kompetens
och formaga att genomfora en certifiering enligt dataskyddsforordningen i enlighet med kraven.
Ackrediterade certifieringsorgan kan erbjuda dataskyddscertifiering till organisationer som till
exempel i sin marknadsforing vill visa sin dverensstimmelse med kraven i fraga om dataskydd.
Eftersom certifiering enligt dataskyddsforordningen ar frivillig, kan den bedémas ge de
certifierade personuppgiftsansvariga och personuppgiftsbitrddena konkurrensférdelar pa
samma sétt som andra motsvarande certifieringar.

Den uppdatering av bestimmelserna om teknisk anslutning som foreslds i propositionen ar
huvudsakligen av teknisk natur, och férslagen beddms inte ha nigra betydande ekonomiska eller
andra samhaélleliga konsekvenser. Inte heller de foérslag om uppdatering av regleringen sa att
den overensstimmer med kraven i grundlagen och EU:s dataskyddslagstiftning har beddmts ha
nagra betydande ekonomiska eller andra samhilleliga konsekvenser.

Konsekvenser for myndigheterna
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Uppdateringen av dataskyddslagen och av lagstiftningen inom justitieministeriets
forvaltningsomrade kan medfora vissa mindre administrativa kostnader for myndigheterna
inom forvaltningsomradet och for organisationer som skoter offentliga forvaltningsuppgifter.

De dndringar som foreslés i 4 § i1 dataskyddslagen bedoms framja ett andamélsenligt ordnande
av offentliga tjanster. Genom de foreslagna dndringarna sékerstélls det till exempel att det inte
ar nodvéndigt att foreskriva om myndigheternas behandling av personuppgifter nér det giller
varje enskild uppgift av allmént intresse eller utdévning av offentlig makt, utan behandlingen
kan grunda sig direkt pé de allmédnna bestimmelserna om dataskydd. Detta frimjar indirekt ett
dndamalsenligt ordnande av offentliga tjanster. De &ndringar som foresldas i 4 § i
dataskyddslagen bedoms dessutom forbéttra réttssdkerheten for myndigheter och privata aktorer
som skoter offentliga fOrvaltningsuppgifter, vilket ocksd indirekt stoder mélen for
totalreformen. P4 motsvarande sitt bedoms de preciserings- och fortydligandeforslag som géller
uppgifter av allmént intresse i 6 och 7 § i dataskyddslagen forbittra myndigheternas
rattssdkerhet. Bindandet av regleringen till nddvindighetskravet kan ocksd ha sma
kostnadseffekter och konsekvenser for de interna férfarandena, &ven om syftet med de dndringar
som foreslas i1 6 och 7 § i dataskyddslagen endast ar att {4 regleringen att motsvara det etablerade
rattsldget, enligt vilket behandlingen av de personuppgifter som avses i paragraferna redan for
nirvarande borde ha begrinsats till vad som &r ndodvéindigt med hinsyn till &ndamalet med
behandlingen.

De andringar som géller forsakringsanstalters behandling av personuppgifter beddoms inte ha
nagra naimnvarda kostnadseffekter for myndigheterna, eftersom forsékringsanstalterna redan nu
till exempel i frdga om begidranden om information har kunnat begira uppgifter av hélso- och
sjukvardsmyndigheterna med stéd av de nuvarande bestimmelserna och den registrerades
samtycke. Eventuella kostnadseffekter och 6vriga konsekvenser minskar ocksa pé grund av de
i denna proposition foreslagna bestimmelserna om skyddsatgirder, enligt vilka uppgifter i
forsta hand ska begéras av den forsékrade, ersattningssokanden, forsakringssdokanden eller den
som forsékringsskydd soks for.

Forslagen om ackreditering av certifieringsorgan bedoms gora fordelningen av myndigheternas
resurser mer effektiv. En ny uppgift for FINAS &r ackreditering av certifieringsorgan enligt
dataskyddsforordningen, i vilken dataombudsmannen deltar som teknisk expert eller ger
utlatanden. FINAS &r beredda pa att omedelbart bdrja ackreditera certifieringsorgan, sa fort
dataombudsmannen publicerar tilliggskriterierna for ackreditering. I och med dndringen kan
dataombudsmannens byrda koncentrera sig pa att beddma dataskyddet nédr det géller
ackreditering, eftersom ackrediteringen till ovriga delar overfors till FINAS, som har den
sakkunskap och behorighet som krivs for att bevilja andra ackrediteringar och dédrmed
jamforbara kompetensbedomningar.

Uppdateringen av bestimmelserna om teknisk anslutning s& att de Overensstimmer med
informationshanteringslagen kan medfora smé administrativa kostnader for myndigheterna. De
eventuella konsekvenserna minskas dock av det faktum att informationshanteringslagen tridde
i kraft 2020, s& myndigheterna har redan hunnit genomfoéra de dndringar som f6ljde av
informationshanteringslagen. Uppdateringen av fOretagsinteckningslagen sa att den
overensstimmer med dataskyddsférordningen bedéms inte medfora ndgra konsekvenser.

Sambhdlleliga konsekvenser

Lagforslagen i propositionen har inga fristdende samhilleliga konsekvenser som &r oberoende
av den allmdnna dataskyddslagstiftningen. Syftet med propositionen &ar framfor allt att
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fortydliga och uppdatera lagstiftningen s& att den motsvarar grundlagen,
dataskyddslagstiftningen och informationshanteringslagen. Dessa &ndringar bedoms forbattra
den registrerades réttsskydd och privata organisationers réttssédkerhet. Dessutom bedoms de
framja en &ndamalsenlig organisering av de offentliga tjinsterna och informationsutbytet mellan
myndigheterna. De éndringar som géller ackreditering av certifieringsorgan beddms dessutom
framja likabehandling av dem som ansdker om ackreditering.

Konsekvenser for de grundldiggande och mdnskliga rdttigheterna

Syftet med propositionen &r att fortydliga och uppdatera dataskyddslagen sa att den motsvarar
kraven i grundlagen och i EU:s dataskyddslagstifining. Till exempel de réttsliga grunderna for
behandlingen av personuppgifter samt fortydligandet och uppdateringen av bestimmelserna om
registerforing bedoms forbéttra den registrerades mdjligheter att utova sina rattigheter enligt
dataskyddsforordningen gentemot den personuppgiftsansvarige.

Med beaktande av att uppgifter som hor till sérskilda kategorier av personuppgifter samt
personuppgifter som ror brott och fallande domar i brottmal ar kénsliga och av de risker och hot
som behandlingen medfor, bedoms preciseringen av bestimmelserna i 6 och 7 § i
dataskyddslagen stirka inte bara skyddet for de registrerades personuppgifter utan ocksé
skyddet for privatlivet. I denna proposition foreslas det framfor allt att behandlingen av kinsliga
uppgifter begransas till vad som ar nodvandigt for att motsvara nuvarande rattspraxis pa det sétt
som grundlagsutskottet och unionsritten fOrutsétter. Dartill preciseras bestimmelserna om
forsdkringsanstalters behandling av uppgifter om hélsotillstind och brottsuppgifter och
behandlingen forenas med stringare skyddsétgérder én tidigare. Ur den registrerades synvinkel
anses det ocksd vara tydligare att behandlingen av uppgifter om hélsotillstind och
brottsuppgifter dr bunden till motsvarande ramvillkor och skyddsétgarder for behandlingen bade
fore och efter det att forsdkring har beviljats. Genom de foreslagna bestimmelserna sikerstills
bland annat att forsdkringsanstalterna i forsta hand samlar in uppgifter om hélsotillstdnd och
brottsuppgifter direkt av den forsékrade eller av den som ansoker om forsékringsskydd och fran
fall till fall bedomer huruvida det dr nddvéndigt att samla in dessa uppgifter fran annat hall. De
foreslagna dndringarna bedoms till denna del ha en stirkande inverkan péd skyddet for de
registrerades personuppgifter.

Den lagindring som foreslas i propositionen och som géller ackreditering av certifieringsorgan
kan for sin del ha positiva konsekvenser for skyddet av personuppgifter. Nér de
certifieringsorgan som har ackrediterats av FINAS kan borja erbjuda certifiering enligt
dataskyddsforordningen, erbjuds konsumenter och organisationer nya mojligheter att vélja en
tjdnsteleverantdr som har ett dataskyddscertifikat. Certifikatet &r ett officiellt bevis péd att
innehavaren tar skyddet av personuppgifter pa allvar, eftersom certifikatet har utfardats av ett
certifieringsorgan som myndigheten har konstaterat vara kompetent. Certifieringen kan
forbittra tillgodoseendet av skyddet for personuppgifter i verksamhet som bedrivs av foretag
som ansoker om certifiering, eftersom det for att foretaget ska kunna fa och behélla sin
certifiering forutsitts att foretaget visar 6verensstimmelse med kraven i frdga om dataskyddet
och ocksa vidtar behovliga korrigerande atgérder.

Konsekvenserna for skyddet for personuppgifter av de dndringar som foreslas i1 propositionen

beddms ocksa i motiveringen i avsnittet om lagstiftningsordningen (se avsnitt 9 Forhallande till
grundlagen och lagstiftningsordning).
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5 Alternativa handlingsvigar
5.1 Handlingsalternativen och deras konsekvenser

De lagindringar som foreslds i propositionen baserar sig pa de behov som identifierats i
halvtidsrapporten om totalreformen av dataskyddslagstiftningen och i responsen till rapporten.
Syftet med de foreslagna éndringarna ar att i enlighet med totalreformen frimja myndigheternas
informationsflode och en &dndamalsenlig organisering av tjdnsterna samt att sdkerstélla att
lagstiftningen motsvarar grundlagen, EU:s dataskyddslagstiftning och de allminna
forvaltningslagarna, sésom informationshanteringslagen och offentlighetslagen. De dndringar
som i denna proposition foreslés i dataskyddslagen (med undantag for de dndringar som géller
ackrediteringen av certifieringsorgan), lagen om skuldsaneringsregistret, lagen om konkurs- och
foretagssaneringsregistret, lagen om registret Over djurhdllningsforbud, lagen om
bostadsaktiebolag, lagen om niringsférbud, lagen om stdmningsmén, stiftelselagen,
foreningslagen, straffregisterlagen och foretagsinteckningslagen dr nodvéndiga till denna del,
och vid beredningen har det inte konstaterats nagra andra alternativ for genomforandet.

I fraga om de forslag som géller ackreditering av certifieringsorgan forutsétter artikel 43.1 i
dataskyddsforordningen att certifieringsorganen ackrediteras av antingen den nationella
tillsynsmyndigheten, det nationella ackrediteringsorganet eller bada tva. Vid beredningen har
man 1 forsta hand bedomt alternativet att bibehalla nuldget. Det dr dock mer d&ndamalsenligt att
det nationella ackrediteringsorganet FINAS skoter ackrediteringen av certifieringsorgan och att
dataombudsmannen har en roll som teknisk dataskyddsexpert vid ackrediteringen. De problem
som héanfor sig till bibehéllandet av nulidget behandlas i specialmotiveringen till den foreslagna
36 a § (se avsnitt 7.1). Att ackrediteringen ordnas pa det foreslagna sittet gor det mojligt att
rikta myndigheternas specialkompetens och resurser pé ett mer effektivt och &ndamalsenligt sétt
an for nérvarande.

For det andra har man vid beredningen beddomt ett alternativ dir det nationella
ackrediteringsorganet helt och héllet skoter beviljandet av ackreditering. P& basis av den
bedéomning som gjordes vid beredningen stannade man dock inte heller for detta alternativ.
Enligt det valda tillvigagéngssittet ar det pd grund av dataombudsmannens sérskilda
sakkunskap och andra uppgifter som géller ackreditering och certifiering &ndamélsenligare att
dataombudsmannen i ackrediteringsforfarandet i princip agerar som teknisk dataskyddsexpert
eller a&tminstone kan ge utlatanden. Séledes kan dataombudsmannen alltid bedéma om kraven i
dataskyddsforordningen och de tilliggskriterier for ackreditering som dataombudsmannen
utarbetat uppfylls i verksamheten hos den aktér som ansokt om ackreditering, vilket ocksa
tryggar likabehandlingen av de sdkande.

5.2 Lagstiftning och andra handlingsmodeller i utlandet

De éndringar som foreslds 1 propositionen ar nodvéndiga for att sékerstilla att lagstiftningen
inom justitieministeriets forvaltningsomréde motsvarar grundlagen, EU:s
dataskyddslagstiftning samt de allménna forvaltningslagarna, sdsom
informationshanteringslagen och offentlighetslagen. Till denna del har man, med undantag for
ackrediteringen av certifieringsorgan, inte separat utrett utlindsk lagstiftning eller andra
metoder som anvénds utomlands.

Ackreditering av certifieringsorgan
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I Sverige har man inte med stod av artikel 43 i dataskyddsforordningen utfirdat niagra separata
bestimmelser om den aktdér som ansvarar for ackrediteringen av certifieringsorgan.
Ackreditering beviljas av Swedac (Styrelsen for ackreditering och teknisk kontroll). I Norge har
man ansett att dataskyddsmyndigheten Datatilsynet och det nationella ackrediteringsorganet
Norsk akkreditering dr behoriga att ackreditera certifieringsorgan med stdd av artikel 43.1 a och
b i dataskyddsforordningen, som satts i kraft genom lag. Utgéngspunkten dr att Norsk
akkreditering ansvarar for ackreditering, men de nidmnda myndigheterna har ingitt ett
samarbetsavtal inom ramen for vilket ocksa Datatilsynet kan besluta att utova sin befogenhet
att bevilja ackreditering. Enligt Danmarks dataskyddslag (databeskyttelsesloven, LBK nr 289
af 08/03/2024) ar den danska dataskyddsmyndigheten Datatilsynet och det nationella
ackrediteringsorganet DANAK behoriga att ackreditera certifieringsorgan.
Ackrediteringsansokan ldmnas in till DANAK, men ackreditering forutsétter ocksé
godkédnnande av Datatilsynet. I Estlands dataskyddslag (Isikuandmete Kaitse seadus, RT I,
04.01.2019, 11) foreskrivs det att ackrediteringen av certifieringsorgan ska skotas av den
nationella tillsynsmyndigheten for dataskydd, Andmekaitse Inspektsioon. I Tyskland finns
bestammelser om ackreditering av certifieringsorgan i 39 § i den federala dataskyddslagen
(BDSG). Ackreditering beviljas certifieringsorgan pé& grundval av det tyska
ackrediteringsorganets ackreditering av den federala tillsynsmyndigheten eller en delstatlig
tillsynsmyndighet med ansvar for dataskydd. I Frankrike finns bestimmelser om ackreditering
av certifieringsorgan i lagen om informationsteknik, filer och friheter (Loin ° 78—17 du 6 janvier
1978 relative a l'informatique, aux fichiers et aux libertés). Ackreditering kan beviljas av
tillsynsmyndigheten for dataskydd CNIL och det nationella ackrediteringsorganet Cofrac. |
samarbetsavtalet mellan CNIL och Cofrac faststélls parternas ansvar och forfaranden i
ackrediteringsprocessen. Ansokan om ackreditering ska ldmnas in till Cofrac.

6 Remissvar

Allmdnt om remissvaren

Utkastet till regeringens proposition publicerades den 29 augusti 2025 i den elektroniska
utlatandetjinsten dér det var pa remiss till och med den 9 oktober 2025. Begéran om utlatande
sidndes via utlatandetjinsten till 160 aktorer. Utlatande begirdes av bland annat ministerier,
centrala myndigheter, kommuner, vélfirdsomraden, organisationer och sammanslutningar.
Utlitande begirdes ocksd av Alands landskapsregering, vars utlitande har beaktats vid den
fortsatta beredningen. Begéran om utlatande var dértill 6ppen for alla, vilket innebar att vem
som helst kunde besvara den. Sammanlagt 67 instanser 1dmnade utlatande, av vilka néstan en
tredjedel meddelade att de inte hade nagot att yttra om eller anmérka pé utkastet till proposition.
Remissvaren och ett sammandrag av utldtandena finns offentligt tillgédngliga pa adressen
https://oikeusministerio.fi/sv/projekt-och-lagberedning med koden OMO015:00/2025.

Remissinstanserna understodde allmént de &ndringar i dataskyddslagen och i den &vriga
lagstiftning inom justitieministeriets forvaltningsomrdde som fOreslds i propositionen. I
remissvaren efterlystes det dock komplettering och precisering av motiveringen till
propositionen vid den fortsatta beredningen genom att framfor allt ldgga till exempel som
fortydligar de praktiska tillimpningssituationerna. I synnerhet de foreslagna dndringarna i
dataskyddslagen ronte mycket respons. En del av responsen géllde ocksa dndringsforslagen i
fraga om tekniska grinssnitt och elektroniska forbindelser.

Dataskyddslagen
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Storsta delen av remissvaren géillde de dndringar som foreslas i dataskyddslagen. Remissvaren
var sdrskilt omfattande (6ver 45 remissinstanser) i friga om de éndringar som foreslas i 4 § i
dataskyddslagen och som géller behandlingen av personuppgifter hos myndigheter och privata
aktorer som skoter offentliga forvaltningsuppgifter for att utfora en uppgift som géller ett viktigt
allmént intresse eller for att utdva offentlig makt. De &ndringar som foreslds i 4 § i
dataskyddslagen fick brett understdd och de flesta remissinstanser ansag att de foreslagna
andringarna dr motiverade och fortydligande. Trots ett brett understdd lyfte en stor del av dem
som yttrade sig om 4 § i dataskyddslagen dock fram behovet av att ta in exempel i motiveringen
till regeringspropositionen och dgnade ocksé uppmérksamhet at oklarheterna i de begrepp som
anvénds i bestimmelserna. Preciseringar efterlystes ocksé i fraga om hurdan behandling som
avses med ytterligare behandling av personuppgifter som &r forenlig med det ursprungliga
anvéndningsédndamalet. Ingen av remissinstanserna motsatte sig de foreslagna dndringarna i 4
§ i1 dataskyddslagen. Propositionen har kompletterats utifrdn remissvaren genom att man till
avsnitt 4.2.4 har fogat bland annat fortydligande exempel i frdga om uppgifter som géller ett
allmént intresse, utdvning av offentlig makt samt behandling som &r f6renlig med den
ursprungliga behandlingen av personuppgifter. P4 basis av remissvaren har det till det
ovannidmnda stycket fogats fortydliganden ocksd av forhallandet mellan 4 och 6 § i
dataskyddslagen. I synnerhet de &ndringar som foresléds i 6 § i dataskyddslagen ronte mycket
respons med avseende pa forsidkringsanstalters behandling av uppgifter om hélsotillstand (6ver
25 remissinstanser). Remissvar ldmnades ocksd om &dndringsforslagen i anslutning till
myndigheternas behandling av personuppgifter i ssmband med skdtseln av en uppgift av allmént
intresse (farre dn 10 remissinstanser). Négra remissinstanser meddelade att de inte hade négot
att yttra om eller anmérka pa de dndringar som foreslds i 6 § i dataskyddslagen. Ingen av
remissinstanserna motsatte sig egentligen de foreslagna éndringarna i 6 § i dataskyddslagen.

De andringar som giller forsékringsanstalters behandling av personuppglfter (6 § 1 mom. 1
punkten och 6 § 3 mom. i dataskyddslagen) understoddes pa allmén niva och det ansags bland
annat vara positivt att regleringen och rattslaget fortydligas, att de registrerades rattsskydd
forbéttras, att dataskyddet stirks och att det sékerstills att dataskyddslagen Overensstimmer
med dataskyddsforordningen. Remissvaren géllde bland annat forslaget att binda
forsakringsanstalters behandling av uppgifter om hilsotillstand till ett n6dvandighetskrav samt
de bestimmelser om skyddsatgiarder som géller behandlingen i fraga. Nagra remissinstanser
ansag dock att nodvandighetskravet eller sirskilda bestimmelser om skyddsatgirder inte
behévs, och ansag att nddvandighetskravet redan ingar i behdvlighetskravet. A andra sidan lyfte
nagra remissinstanser fram ett behov av att foresla striktare skyddsatgirder samt att precisera
och konkretisera de foreslagna skyddséatgérdernas betydelse for forsédkringsbolagens behandling
av personuppgifter. Propositionen har kompletterats utifrdn remissvaren genom att precisera
motiveringen till propositionen vad géller nodvéndighet och andra skyddsétgirder samt genom
att foresla mer exakta bestimmelser om skyddsatgédrder for att sékerstédlla att ingripandet i
skyddet av personuppgifter for de forsdkrade, erséttningssdkande, forsdkringssdkande och
sddana personer for vilka forsakringsskydd soks begrénsas till vad som ar absolut nodvandigt
pa det sitt som forutsétts i unionsritten. I formuleringen av 6 § 1 mom. 1 punkten i
dataskyddslagen foreslas dessutom ett fortydligande som lyfts fram i remissvaren (bedomning
och utredning av forsdkringsanstaltens ansvar &ndras till bedomning eller utredning av
ansvaret).

I friga om myndigheters behandling av personuppgifter i samband med skotseln av en uppgift
av viktigt allmint intresse och 6 § 1 mom. 2 punkten i dataskyddslagen understodde
remissinstanserna allmint att behandlingen binds till ett nddvédndighetskrav. I enskilda
utlatanden framfordes dock 6nskemél om att myndigheternas prévningsritt, som &r ndgot mer
omfattande i den géllande lagstiftningen, ska bibehéllas och att behandlingen av personuppgifter
inte ska bindas till nédvéandighetskravet. I remissvaren framfordes ocksa att motiveringen bor
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fortydligas i frdga om vad som i praktiken avses med en uppgift som géller ett viktigt allméint
intresse (jaimfort med en uppgift som géller ett allmént intresse) samt lyftes fram ett behov av
att komplettera de texter som géller konsekvensbedémning i fraga om 6 § i dataskyddslagen.
Utifran remissvaren har motiveringen preciserats och det har lagts till exempel pa vad som avses
med uppgifter som géller ett allmént intresse. For tydlighetens skull preciseras formuleringen i
6 § 1 mom. 2 punkten i dataskyddslagen sa att dér hinvisas till skotseln av en uppgift av allmént
intresse och till denna del ocksé fogas exempel pa vilka uppgifter som avses med detta. Ocksé
konsekvensbeddmningsavsnittet (4.2) har kompletterats utifrdn remissvaren.

Endast négra av remissinstanserna (farre dn 10) yttrade sig om de dndringar som foreslasi7 § i
dataskyddslagen och som géller behandlingen av personuppgifter som ror fillande domar i
brottmal samt lagdvertradelser som innefattar brott. De foreslagna dndringarna understoddes
och ingen av remissinstanserna motsatte sig forslagen. Nagra remissinstanser lyfte fram
motsvarande anmirkningar i fraga om de forslag som géller forsdkringsanstalters behandling av
personuppgifter och behandlingen av personuppgifter i anslutning till skétseln av en uppgift av
allmént intresse som i frdga om de dndringar som foreslas i 6 § i dataskyddslagen. Utifran
remissvaren har det gjorts motsvarande dndringar i propositionen som det redogérs for ovan i
fraga om 6 §.

Endast ndgra av remissinstanserna (farre dn 10) yttrade sig om de dndringsforslag som géller
ackreditering av certifieringsorgan. Overforingen av uppgiften att ackreditera certifieringsorgan
understdddes allmidnt, men ocksd nagra preciseringar foreslogs i motiveringen och i
bestammelsen. I remissvaren lyftes det fram ett behov av att gora dndringar i den nya 36 a §
som & ena sidan framhéver dataombudsmannens roll som teknisk sakkunnig i forsta hand och &
andra sidan betydelsen av dataombudsmannens uttalanden med tanke pa ackrediteringen.
Dessutom foreslogs det att det i paragrafen i stéllet for Sdkerhets- och kemikalieverket ska
ndmnas ackrediteringstjinsten FINAS, som ska bestimma och ta ut avgifter for ackrediterings-
och bedomningstjénster som utforts. Nagra remissinstanser konstaterade att de inte hade nagot
att yttra om eller anmérka pé de foreslagna éndringarna. Ingen av remissinstanserna motsatte
sig de foreslagna éndringarna. P& basis av utldtandena preciserades dataombudsmannens
stillning som teknisk sakkunnig i forsta hand. Dessutom gjordes en precisering enligt vilken
dataombudsmannen ska uttala sig om uppfyllandet av férutsattningarna for ackreditering i fraga
om dataskyddet nér en sakkunnig som utsetts av det nationella ackrediteringsorganet &r teknisk
sakkunnig.

I remissvaren foreslogs ocksd andra enskilda dndringar i dataskyddslagen, sédsom att ge
dataombudsmannen mdjlighet att avvika fran den skyldighet att hora parter som foreskrivs i
forvaltningslagen 1 samband med personuppgiftsincidenter enligt artikel 34 i
dataskyddsforordningen for att sékerstélla den registrerades rittsskydd. Forslaget forutsétter en
noggrannare beddmning och har dérfor inte tagits med i propositionen. Avsikten &r att
bedomningen ska genomforas separat.

Uppdatering av bestimmelserna om tekniska grdnssnitt och teknisk anslutning

En del av remissvaren géllde dndringarna om tekniska grénssnitt och elektroniska forbindelser
(farre &n 20 remissinstanser). En stor del av dem som kommenterade forslagen om tekniska
granssnitt och elektroniska forbindelser forholl sig i sina utldtanden positiva till de foreslagna
andringarna. Enskilda remissinstanser lyfte dock fram ett behov av att precisera bestimmelserna
sérskilt i frga om privata aktorers tillgang till information och begreppskonsekvens. Négra
remissinstanser meddelade att de inte hade nigot att yttra om eller anmérka pé i fraga om det
som foreslds. Utifrdn remissvaren dndras propositionen si att paragrafen i lagen om
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bostadsaktiebolag inte upphivs, utan begreppen i paragrafen uppdateras sa att de motsvarar
informationshanteringslagen. Dessutom har paragrathdnvisningarna i lagen om registret dver
djurhéllningsforbud och straffregisterlagen uppdaterats, och det har beslutats att de begrepp som
géller utlimnande av uppglfter i en del av lagarna ska bevaras, om lagen i fraga gor det mojligt
att lamna ut uppgifter till ndgon annan &n en myndighet. I enhghet med remissvaren ersétts
ocksd begreppet teknisk anslutning i 8 § 3 mom. andra meningen i lagen om
skuldsaneringsregistret med begreppen tekniskt granssnitt och elektronisk forbindelse.

Forslagen till 4ndring av foretagsinteckningslagen fick ingen respons forutom ett enda positivt
utlatande.

7 Specialmotivering
7.1 Dataskyddslagen

4 §. Laglig behandling av personuppgifter. Det foreslas att paragrafens struktur dndras sa att
paragrafen i fortsittningen innehéller tvd moment. Den géllande paragrafen blir det nya 1 mom.
och paragrafens 1—4 punkt blir / mom. -4 punkten. Till paragrafen fogas ocksé ett nytt 2 mom.
I den foreslagna paragrafens nya 1 mom. 1, 3 och 4 punkten foreslés inga innehallsméssiga
andringar. Det ér till denna del frdga om en teknisk dndring.

Den géllande paragrafens 2 punkt foreslas bli preciserad sa att det av den nya 1 mom. 2 punkten
tydligt framgér hurudan myndighetsbehandling av personuppgifter punkten skapar rittslig
grund for. Enligt den géllande lagen skapar punkten en i artikel 6.1 e i dataskyddsforordningen
avsedd rittslig grund for myndigheten att behandla personuppgifter nir behandlingen behovs
och &r proportionell i en myndighets verksamhet f6r utférande av en uppgift av allmént intresse.
Syftet med bestdmmelsen har varit att sékerstdlla att myndigheterna ska kunna behandla
personuppgifter for att fullgéra ocksé andra uppgifter dn de lagstadgade skyldigheterna. Det &r
alltsa fraga om sadan myndighetsverksamhet dér rétten till behandling av personuppgifter inte
direkt kan hérledas fran en uppgifts- och behorighetsbestimmelse som géller myndigheten eller
frén eventuella mer detaljerade specialbestimmelser. Tillimpningsomradet for bestimmelsen
har dock till vissa delar blivit oklart.

Enligt artikel 6.1 e i dataskyddsforordningen dr behandling av personuppgifter laglig nir
behandlingen dr nddvindig for att utfora en uppgift av allmént intresse eller som ett led i den
personuppgiftsansvariges myndighetsutdvning (motsvaras i dataskyddslagen av begreppet
utovning av offentlig makt). Aven om man i artikel 6.1 e gor skillnad mellan utférande av en
uppgift av allméint intresse och myndighetsutdvning, gér det ofta inte att gora ndgon faktisk
skillnad mellan myndighetsutévning och utférande av en uppgift av allmént intresse inom
myndighetsverksamheten. Det allménna malet med den offentliga forvaltningens verksamhet ar
att tillgodose allménna intressen, vilket ocksé utstracker sig till verksamhet dér myndigheterna
utdvar offentlig makt. Vid utdvning av offentlig makt kan det de facto ocksa anses vara fraga
om utfoérande av en uppgift av allmént intresse. Daremot innebdr utférandet av en uppgift av
allmént intresse inte alltid utdvning av offentlig makt, utan &r till sitt innehéll mer omfattande.
Aven om man inte kategoriskt kan gora skillnad mellan utévning av offentlig makt och
utforande av en uppgift av allmént intresse, ar det inte med stdd av den gillande bestimmelsen
i lagen klart om bestimmelsen skapar en réttslig grund for myndigheter for behandlingen ocksé
nér det dr friga om utdvning av offentlig makt.

Det foreslas att 2 punkten i den géllande paragrafen preciseras och utvidgas till denna del sa att
det 1 den nya 1 mom. 2 punkten i forslaget foreskrivs att myndighetens ritt att behandla
personuppgifter giller bade for utférande av en uppgift av allmént intresse och for utdvning av
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offentlig makt till den del behandlingen behovs och ér proportionell. Vid sddan behandling av
personuppgifter som baserar sig pa utférandet av en uppgift av allmént intresse eller utovning
av offentlig makt ar det vanligen fraga om situationer dir myndigheten alagts en uppgift som
géller offentlig makt eller allmént intresse, men dir det inte foreskrivits om en uttrycklig
lagstadgad skyldighet for myndigheten att behandla personuppgifter for detta dndamal. En
uppgift av allmént intresse eller utdvning av offentlig makt kan till exempel gélla kommunens
uppgifter att sdrja for utbildning eller ordnande av biblioteks- och idrottstjanster (se dven den
rattspraxis och de exempel som anges i avsnitt 2.4.2). Sdsom det konstateras i forarbetena till
dataskyddslagen (RP 9/2018 rd, s. 82) kan séddana uppgifter som avses i bestimmelsen ocksa
vara myndigheternas planerings- och utredningsuppgifter. P4 motsvarande sétt kan ocksé
utveckling av en myndighets tjanster vara en uppgift av allmént intresse.

Den gillande punkten forutsétter att myndighetens behandling av personuppgifter behdvs och
ar proportionell, och till denna del foreslas ingen dndring i bestimmelsens innehall.
Myndigheten ska alltid gora en bedomning av behovet och proportionaliteten i varje enskilt fall.
Kravet pad beddmning fran fall till fall giller bade behandling av uppgifter som géller utférande
av en uppgift av allméint intresse och som giller utdvning av offentlig makt. Behovet och
proportionaliteten i frdga om en myndighets behandling av personuppgifter samt bedomningen
frén fall till fall har behandlats ndrmare i forarbetena till dataskyddslagen (RP 9/2018 rd, s. 81—
82).

Bestaimmelsen medfor inte ratt att behandla personuppgifter for sé kallad sekundér anvéndning,
det vill sdga saddan senare anvéndning som stér i strid med de ursprungliga dndamalen med
behandlingen av personuppgifterna. Vad detta innebdar framgar av fOrarbetena till
dataskyddslagen och det behandlas nirmare i avsnittet om bedomning av nuldget i denna
proposition (se avsnitt 2.4.2 och RP 9/2018 rd, s. 82). Bestimmelsen medfor inte heller ndgon
rittslig grund for behandling av personuppgifter enligt artikel 9 (sdrskilda kategorier av
personuppgifter) eller artikel 10 (personuppgifter som ror fallande domar i brottmal samt
lagovertradelser som innefattar brott) i dataskyddsforordningen. Sérskilda bestimmelser om
behandling av uppgifterna i fraga finns i 6 och 7 § i dataskyddslagen samt i annan nationell
speciallagstiftning. Bestimmelsen utgor inte heller ndgon réttslig grund for behandling av andra
1 konstitutionellt hianseende kénsliga personuppgifter, om vars behandling det i enlighet med
grundlagsutskottets utlatandepraxis ska foreskrivas uttryckligen och noggrant avgréansat till vad
som &r nodvindigt (se GrUU 14/2018 rd, s. 5). Med i konstitutionellt hdnseende kénsliga
personuppgifter avses utdver uppgifter enligt artiklarna 9 och 10 i dataskyddsforordningen till
exempel betalkortsuppgifter, kontouppgifter och klientuppgifter inom socialvarden. I
propositionen foreslas inga dndringar i friga om det som nimnts ovan.

Bestimmelsen baserar sig pa det handlingsutrymme som ingar i artikel 6.2 och 6.3 i
dataskyddsforordningen (se RP 9/2018 rd). De preciseringar och utvidgningar som foreslas i
bestimmelsen innebér ocksd anvidndning av det handlingsutrymme som ingar i artikel 6.2 och
6.3 i forordningen. De foreslagna éndringarna bedoms fortydliga och precisera bestimmelsens
tillimpningsomrade och dess forhdllande till artikel 6.1 e i dataskyddsférordningen. De
foreslagna dndringarna bedoms uppfylla kraven i artikel 6.3 i dataskyddsférordningen pé att
regleringen ska vara forenlig med det allminna intresset och proportionell, eftersom de
foreslagna bestimmelserna gor det majligt for myndigheter att behandla personuppgifter for att
utfora en uppgift som giller ett allmint intresse och for att utova offentlig makt, binder
behandlingen av personuppgifter till ett krav pa behovlighet och proportionalitet samt
forutsétter en bedomning fran fall till fall av myndigheten.

Det foreslas att det till paragrafen fogas ett nytt 2 mom., dir det foreskrivs om andra &n
myndigheters rétt att behandla personuppgifter niar de skoter offentliga forvaltningsuppgifter
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som har anfortrotts dem genom lag eller med stod av lag. Den behandling som avses i momentet
dr sddan behandling som avses i artikel 6.1 e i dataskyddsférordningen. Enligt det féreslagna
momentet géller vad som foreskrivs i nya 1 mom. 2 punkten i paragrafen ocksé
sammanslutningar, stiftelser och enskilda personer ndr de skdter offentliga
forvaltningsuppgifter som har anfortrotts dem genom lag eller med stod av lag dér det &r fraga
om att utfora en uppgift av allmént intresse eller utova offentlig makt.

Enligt forslaget &r behandlingen av personuppgifter bunden till motsvarande krav som den
foreslagna nya 1 mom. 2 punkten som giller myndigheter. Enligt bestimmelsen i fraga ska
myndighetens behandling av personuppgifter vara behévlig och proportionell, vilket alltid
forutsitter provning fran fall till fall. Enligt det nya 2 mom. géller dessa motsvarande
forutsattningar ockséd andra &n myndigheter nér de skoter offentliga forvaltningsuppgifter.
Kravet p4 bedomning frén fall till fall géller bade behandling av uppgifter som géller utférande
av en uppgift av allmént intresse och som giller utdvning av offentlig makt. Behovet och
proportionaliteten i frdga om en myndighets behandling av personuppgifter samt beddmningen
fran fall till fall har behandlats ndrmare i férarbetena till dataskyddslagen (RP 9/2018 rd, s. 81—
82).

Den rittsliga grund for behandlingen som avses i 2 punkten i den géllande paragrafen giller
endast myndigheters behandling av personuppgifter. I forarbetena till dataskyddslagen (RP
9/2018 rd, s.82) konstateras det att nédr privatrittsliga samfund skoter offentliga
forvaltningsuppgifter ska antingen artikel 6.1 ¢ (personuppgifter far behandlas for att fullgora
en réttslig forpliktelse som avilar den personuppgiftsansvarige) eller 6.1 f (personuppgifter far
behandlas for dndamal som rér den personuppgiftsansvariges eller en tredje parts beréttigade
intressen) i dataskyddsforordningen tillimpas. P4 motsvarande sitt som i myndigheternas
verksamhet och med beaktande av det relativt omfattande innehéllet i begreppet offentlig
forvaltningsuppgift, kan det vid skoétseln av en offentlig forvaltningsuppgift ocksa vara fraga
om utférande av en uppgift av allmént intresse eller myndighetsutdvning enligt artikel 6.1 e i
dataskyddsforordningen. Det ér dérfor nodvéndigt att i lagen foreskriva om en réttslig grund for
behandling av personuppgifter for andra dn myndigheter ocksa for skotseln av sddana
forvaltningsuppgifter dir det ar friga om behandling som avses i artikel 6.1 e i
dataskyddsforordningen.

Det finns ingen entydig etablerad definition av en offentlig forvaltningsuppgift, utan dess
innehall bestdms utifrdn de bestimmelser i den lag dir det foreskrivs om uppgiften 1 fraga.
Begreppet offentliga forvaltningsuppgifter anvénds i en relativt vidstrickt bemérkelse dér det
asyftar verksamhet som sammanhinger med att ndgot allmént intresse tillgodoses eller som pé
nagot annat sétt har sidana drag som ar karakteristiska for ordnandet av offentlig service. Det
ar viktigt att offentliga forvaltningsuppgifter grundar sig pa ett offentligt uppdrag genom eller
med stdd av lag. En offentlig forvaltningsuppgift kan ocksa innebéra utdvning av offentlig makt.
I fraga om vissa uppgifter kan en offentlig forvaltningsuppgift &ven i sin helhet innebéra
utovning av offentlig makt (se ndrmare information i avsnittet 2.4 Bedomning av nulédget).

Dataskyddsforordningen forutsitter inte att det féreskrivs om behandling av personuppgifter for
utférande av en uppgift av allmént intresse eller utovning av offentlig makt sérskilt for varje fall
av behandling. Medlemsstaterna ska dock se till att det féreskrivs om behandlingen i enlighet
med dataskyddsforordningen och inom ramen for det handlingsutrymme den medger. Det
handlingsutrymme som hénfor sig till artikel 6.1 e i dataskyddsforordningen ingér i artikel 6.2
och 6.3, vilka mdjliggor reglering som preciserar dataskyddsforordningen. Artikel 6.3 i
forordningen forutsitter uttryckligen att grunden for behandlingen av personuppgifter enligt
artikel 6.1 e ska faststidllas i enlighet med en medlemsstats nationella rdtt som den
personuppgiftsansvarige omfattas av dir det sékerstélls att behandlingen &r nddvéindig for att
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utféra en wuppgift av allméint intresse eller for den personuppgiftsansvariges
myndighetsutdvning. I skil 45 i forordningen preciseras det att medlemsstaternas nationella rétt
bor reglera fragan huruvida en personuppgiftsansvarig som utfor en uppgift av allmént intresse
eller som ett led i myndighetsutdvning ska vara en offentlig myndighet eller nigon annan fysisk
eller juridisk person som omfattas av offentligréttslig lagstiftning, om detta motiveras av
allménintresset.

Enligt grundlagsutskottet bor skyddet for personuppgifter i forsta hand tillgodoses med stod av
dataskyddsforordningen och den nya nationella allménna lagstiftningen. (GrUU 14/2018 rd, s.
4-5). P4 motsvarande sitt som 1 frdga om myndighetsverksamhet bedoms de nationella
allménna bestimmelserna vara tillrdckliga ocksa i situationer dar ndgon annan 4n en myndighet
utfor en uppgift av allmént intresse eller utdvar offentlig makt.

Den grund for behandlingen som det foreskrivs om i det foreslagna nya momentet striacker sig
inte till de avsedda privata aktorernas Gvriga verksamhet, utan tillampningsomréadet begrénsas
endast till sddana offentliga forvaltningsuppgifter som hanfor sig till utférande av en uppgift av
allmént intresse eller utdvning av offentlig makt. Syftet med den foreslagna bestimmelsen &r
alltsa inte att skapa en réttslig grund for sddan behandling dér det &r frdga om iakttagande av en
lagstadgad skyldighet som alagts en sammanslutning, stiftelse eller enskild person (dvs.
behandling som baserar sig pé artikel 6.1 c i forordningen). Den behandling av personuppgifter
som avses i momentet géller bland annat sddan behandling som hanfor sig till utvecklings-,
planerings- och utredningsuppgifter som anfortrotts den privata aktdren genom lag eller med
stod av lag.

Eftersom bestdmmelsen forutsitter att behandlingen beh6vs nér den privata aktdren skoter en
offentlig forvaltningsuppgift, mojliggér bestdmmelsen endast s&dan behandling av
personuppgifter som dr vil motiverad med avseende pa de offentliga forvaltningsuppgifter som
anfortrotts dem genom lag eller med stod av lag. Forutsdttningen motsvarar vad som dven
forutsétts av en myndighet nér det dr fraga om behandling av personuppgifter for utférande av
en uppgift av allmént intresse eller utdvning av offentlig makt. 1 den foreslagna punkten
forutsétts det dessutom att den behandling av personuppgifter som den privata aktdren utfor ska
vara proportionell nér det géller skotseln av offentliga forvaltningsuppgifter. Detta fortydligar
det att en privat aktor alltid fran fall till fall ska bedoma om behandlingen av personuppgifter
kan anses vara proportionell med beaktande av behandlingens syften. Sdsom vid all behandling
av personuppgifter ska man ocksa vid denna bedomning beakta principerna for behandling av
personuppgifter enligt artikel 5 1 dataskyddsforordningen, sdsom principen for
uppgiftsminimering enligt vilken de personuppgifter som samlas in ska vara adekvata och
relevanta och behandlingen begrénsad till vad som behovs for de &ndamél for vilka uppgifterna
behandlas. Den personuppgiftsansvarige ska ocksd bedéma behandlingens proportionalitet i
forhallande till den registrerades intressen och grundldggande fri- och rittigheter.

Pa motsvarande sétt som i den foreslagna nya 1 mom. 2 punkten, skapar det nya 2 mom. ingen
ratt for den privata aktoren att behandla personuppgifter for sekundir anviandning. Enligt artikel
5.1 b i dataskyddsforordningen ska personuppgifter samlas in for sérskilda, uttryckligt angivna
och berittigade dndamal och inte senare behandlas pa ett sitt som dr oforenligt med dessa
dndamal.

Det foreslagna nya 2 mom. skapar inte heller ndgon réttslig grund for behandling av sddana
personuppgifter som avses i artikel 9 (sérskilda kategorier av personuppgifter) eller artikel 10
(personuppgifter som ror fillande domar i brottmal samt lagovertriadelser som innefattar brott)
eller andra 1 konstitutionellt hdnseende kénsliga personuppgifter, om vars behandling det i
enlighet med grundlagsutskottets utldtandepraxis bor finnas uttryckliga och noga avgriansade
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bestammelser om att det &r tillatet att behandla kénsliga uppgifter bara om det &r absolut
nddvéndigt (se GrUU 14/2018 rd, s. 5).

Det foreslagna nya 2 mom. baserar sig pa det handlingsutrymme som ingar i artikel 6.2 och 6.3
i dataskyddsforordningen. Med beaktande av att den fOreslagna réttsliga grunden for
behandlingen av personuppgifter for den som skdter offentliga forvaltningsuppgifter foreslés
vara begrinsad uttryckligen till sddan skotsel av en uppgift av allmént intresse och utévning av
offentlig makt som behdvs och dr proportionell, bedoms den foreslagna regleringen vara
proportionell och forenlig med allmint intresse pa det sitt som forutsitts 1 artikel 6.3 i
forordningen. Kravet pé proportionalitet och ett mél av allmént intresse betonas ytterligare
ocksé av att den offentliga forvaltningsuppgiften ska anfortros den privata aktoren genom lag
eller med stod av lag (se avsnitt 2.4.2 om beddmning av nuléget).

6 §. Behandling av sdrskilda kategorier av personuppgifter. 1 paragrafen foreskrivs det om
behandling av uppgifter som hor till sérskilda kategorier av personuppgifter enligt artikel 9.1 i
dataskyddsforordningen. Utgéngspunkten &dr enligt forordningen att behandling av sddana
personuppgifter dr forbjuden. Behandlingen &r dock tilliten om nagot av de krav pé
behandlingen som avses i artikel 6 i dataskyddsforordningen uppfylls och dessutom ocksa
nagon av de sérskilda grunder for behandling som anges i artikel 9.2 uppfylls.

Det foreslas att / mom. I punkten i paragrafen preciseras sa att det av punkten tydligt framgar
att forsdkringsanstalten har rétt att behandla uppgifter om hélsotillstdndet hos savil forsdkrade
och forsdkringssokande som hos de personer som forsékringsskydd soks for. Enligt den
foreslagna punkten tillimpas artikel 9.1 i1 dataskyddsforordningen inte nér en forsakringsanstalt
behandlar uppgifter som anstalten i forsékringsverksamheten fitt om hilsotillstdndet, sjukdom
eller funktionsnedsittning hos en forsdkrad, en erséttningssdkande, en forsdkringssdkande eller
den som forsdkringsskydd soks for, eller sddana uppgifter om de vardatgirder eller andra
diarmed jamforbara atgirder som avser personen i frdga och som éar nodvindiga for att bedoma
eller utreda anstaltens ansvar. Med forsékringssokande avses en person som ansOker om
forsakring for sig sjdlv, men personen betraktas dnnu inte som forsékrad innan forsékringsavtal
ingds. Med en person som forsékringsskydd soks for avses en person till vars formén avsikten
ar att teckna en forsikring och som dnnu inte betraktas som forsikrad innan forsdkringsavtalet
ingatts. I sddana har fall ansdker personen i fraga inte sjdlv om forsdkring, men forsakringen
sOks dock for sjukdom, olycksfall, dod eller annan skada i frdga om den personen. En sddan
situation kan till exempel vara nir foradldrar ansoker om olycksfallsforsékring for sitt barn for
eventuella genom olycksfall fororsakade skador eller dodsfall. Genom propositionen skapas inte
en mer omfattande ritt att behandla uppgifter om andra personers hilsotillstind, utan
forsakringsanstaltens ritt att behandla uppgifter om hélsotillstdnd begrénsas innan forsékring
har beviljats till uppgifter om hilsotillstdndet hos den forsékringssékande eller den person som
forsdkringsskydd soks for. Forsdkringsanstalten har salunda inte heller i fortsdttningen rétt att
behandla uppgifter om hilsotillstdndet hos andra personer, till exempel hos en fordlder som
ansOker om och &r formanstagare for olycksfallsforsdkringen (det vill sdga mottagaren av
forsakringsersittningen), om det dr friga om en forsékring som soks for olycksfall som kan
intridffa for ett barn. Forsdkringsanstalten ska beddma behandlingen av uppgifter om
hilsotillstand ocksa enligt forsdkringsgrenar, med beaktande av att det i friga om vissa
forsakringar inte alls finns ndgot behov av att behandla uppgifter om hilsotillstand.

Det foreslés att 1 punkten i momentet dessutom preciseras pa det séttet att ratten att behandla
uppgifter som géller hilsotillstdndet begrinsas till uppgifter som ar nédvéndiga for att bedoma
eller utreda forsékringsanstaltens ansvar. For nérvarande har rétten att behandla uppgifter som
avses 1 punkten begrinsats till kravet att uppgifterna behovs. Den foreslagna dndringen
motsvarar grundlagsutskottets (GrUU 14/2018 rd) utlatandepraxis enligt vilken behandlingen
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av kéansliga personuppgifter ska begrénsas till vad som ar nédvéndigt med tanke pa dndamélet
med behandlingen och sikerstiller for sin del ocksd att inskrinkningarna i skyddet for
personuppgifter dr nodvindiga och proportionella pa det sitt som forutsitts i artikel 52.1 i
stadgan. Den foreslagna dndringen &ndrar i princip inte hur uppgifter om hilsotillstdnd
behandlas, eftersom uppgifter om halsotillstind redan nu betraktas som kénsliga och
behandlingen av sddana séledes ska begrénsas till vad som ar absolut nddvéndigt med tanke pa
unionsritten och de konstitutionella ramvillkoren.

Med beaktande av tolkningsoklarheterna nir det géiller huruvida bestimmelsen skapar en
rattslig grund for att behandla uppgifter som géller hilsotillstdndet ocksa innan en forsdkring
beviljas och for bedomning av forsdkringsanstaltens ansvar foreslas en precisering ocksé i fraga
om anvéndningsédndamalet. I propositionen foreslas det till denna del att 1 mom. 1 punkten
preciseras sa att det i bestimmelsen utdver utredning av forsdkringsanstaltens ansvar ocksa
nimns beddmning av ansvaret. Forsdkringsanstalten har de facto ett nédvéndigt behov att
behandla i punkten avsedda uppgifter om halsotillstind for att bedoma sitt ansvar redan innan
en forsdkring beviljas. Det dr nodvéndigt for forsékringsanstalten att bedoma sitt ansvar ocksé
efter att forsdkring tecknats for att avgora ett forsdkringsdrende. Forsdkringsanstalten ska nér
den bedomer om behandlingen av uppgifterna dr nddvindig beakta bade den helhet som lagen
om forsakringsavtal bildar och de specialvillkor som stills i dataskyddsférordningen.

Enligt 22 § i lagen om forsékringsavtal dr den forsdkringssokandes upplysningsplikt begrénsad
till uppgifter som kan vara av betydelse for beddmningen av forsdkringsgivarens ansvar.
Forsakringstagaren och den forsidkrade ska dessutom under forsidkringsperioden utan obefogat
drojsmal rétta upplysningar som han gett forsakringsgivaren och dérefter konstaterat vara
oriktiga eller bristfilliga. I forarbetena till lagen om forsékringsavtal har det preciserats att
forsakringstagarens upplysningsplikt endast géller uppgifter som kan vara av betydelse for
beddmningen av forsdkringsgivarens ansvar. I réittslitteraturen har det konstaterats att de
uppgifter som ett forsdkringsbolag ska ta reda pa erfarenhetsméssigt ska hora ndra samman med
forsdkringsgivarens riskbedomning. I samma sammanhang har det konstaterats att siddana
uppgifter som inte separat dr av betydelse tillsammans kan bilda en betydelsefull helhet med
tanke pa riskbedomningen. S&lunda ska till exempel obetydliga sjukdomar uppges om det fragas
om sddana, dven om den uppgiftsskyldige anser att uppgifterna saknar betydelse med tanke pé
forsakringsgivarens ansvar. P4 motsvarande sitt ska man i samband med ansdkan om ersattning
i enlighet med 69 § i lagen om forsékringsavtal uppge uppgifter som behdvs for utredning av
forsakringsgivarens ansvar. Nar det giller ansokan om erséttning har det i forarbetena till lagen
om fOrsdkringsavtal preciserats att handlingar och uppgifter som behdvs for utredning av
ansvaret till exempel 4r sddana med hjélp av vilka det kan konstateras om ett forsakringsfall har
intréffat och hur stor skada som uppstatt. Ersédttningssékandenas utredningsskyldighet giller
ocksa omstdndigheter som &r ofordelaktiga for dem. En ersdttningssokande far till exempel inte
lata bli att ldmna ett behovligt ldkarintyg nir det géller en personforsdkring, dven om
forsummelse av upplysningsplikten framgér av det.

Enligt artikel 5.1 c i dataskyddsforordningen ska de personuppgifter som behandlas vara
adekvata, relevanta och inte for omfattande i1 forhallande till de &ndamal for vilka de behandlas
(uppgiftsminimering). Den personuppgiftsansvarige ska salunda pavisa att de uppgifter som
behandlas &r relevanta och behdvliga i fraga om varje grupp av personuppgifter. Enligt artikel
5.1 a ska personuppgifter dessutom behandlas pa ett lagligt, korrekt och dppet sitt i forhallande
till den registrerade (principen om laglighet, korrekthet och Gppenhet). Enligt artikel 5.2 i
forordningen ska den personuppgiftsansvarige ansvara for och kunna visa att de allménna
principer for behandling av personuppgifter som avses i artikel 5.1 efterlevs. Enligt artikel 25.2
ska den personuppgiftsansvarige dessutom genomfora ldmpliga tekniska och organisatoriska
atgérder for att, 1 standardfallet, sékerstélla att endast personuppgifter som ar nédvéndiga for
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varje specifikt dndamél med behandlingen behandlas. Den personuppgiftsansvarige ska
dessutom se till att den registrerades alla rittigheter enligt dataskyddsforordningen iakttas.
Enligt artikel 12.1 i dataskyddsforordningen ska den personuppgiftsansvarige vidta lampliga
atgirder for att till den registrerade tillhandahélla all information som avser behandling i en
koncis, klar och tydlig, begriplig och latt tillgénglig form, med anvéndning av klart och tydligt
sprak, i synnerhet for information som &r sirskilt riktad till barn. Informationen ska
tillhandahéllas skriftligt, eller i ndgon annan form, inbegripet, nir sa ar lampligt, i elektronisk
form. Den personuppgiftsansvarige ska lamna information om behandlingen av uppgifter till
den registrerade bland annat nar personuppgifter samlas in direkt fran den registrerade (artikel
13) och nér personuppgifterna har erhallits fran ndgon annan &n den registrerade (artikel 14).

Det foreslagna nddvindighetskravet i 1 mom. 1 punkten dr samtidigt ocksa en skyddsétgérd
som forutsitts i artikel 9.2 g i dataskyddsforordningen. Enligt den géillande paragrafens 2 mom.
ska forsdkringsanstalter vidta lampliga och sérskilda atgérder enligt 2 mom. for att skydda den
registrerades rittigheter. Med beaktande av de risker som behandlingen medfor foreslds i
propositionen ocksad andra kompletterande skyddsatgérder, om vilka det foreskrivs i det nya 3
mom.

Paragrafens géllande 1 mom. 1 punkten (RP 9/2018 rd s. 87) och de éndringar som nu foreslés
i punkten baserar sig pad det handlingsutrymme som ingdr i artikel 9.2 g i
dataskyddsforordningen. Genom de preciseringar som foreslas i propositionen sakerstéller man
att punkten uppfyller de krav pa allmint intresse och pa proportionalitet som ingér i
dataskyddsforordningen samt innehéller ldmpliga och sérskilda &tgérder for att skydda den
registrerades grundldggande fri- och réttigheter och intressen.

Det foreslas att / mom. 2 punkten éndras sd att formuleringen i bestimmelsen motsvarar
ordalydelsen i dataskyddsforordningen. Bestimmelsen grundar sig pa artikel 9.2 g i
dataskyddsforordningen, enligt vilken forbudet i artikel 9.1 inte ska tillimpas om behandlingen
ar nodvindig av hénsyn till ett viktigt allmént intresse, pd grundval av unionsritten eller
medlemsstaternas nationella rétt. Bestimmelsen ska tilldimpas pa behandling av personuppgifter
som utfors sévil av myndigheter som av privata aktorer, om det foreskrivs om behandlingen i
lag eller behandlingen foranleds av en uppgift som direkt har A4lagts den
personuppgiftsansvarige i lag. Det foreslas att paragrafens 1 mom. 2 punkt preciseras sa att det
1 punkten foreskrivs att forbudet mot behandling av personuppgifter enligt artikel 9.1 i
dataskyddsforordningen inte ska tillimpas pé behandlingen av uppgifter som hor till sérskilda
kategorier av personuppgifter som regleras i lag eller pé sddana uppgifter som édr nddvéindiga
for utforandet av en uppgift av allmédnt intresse och som direkt har alagts den
personuppgiftsansvarige i lag.

I den géllande bestimmelsen foreskrivs det om behandling av uppgifter som hor till sérskilda
kategorier av personuppgifter i tva situationer. Enligt bestimmelsen far uppgifter som hor till
sarskilda kategorier av personuppgifter behandlas for det forsta i en situation dér det &r fraga
om sadan behandling av personuppgifter som uttryckligen regleras i lag. Till denna del foreslés
ingen dndring i bestimmelsen. Den géllande bestimmelsen mojliggdr dessutom behandling av
personuppgifter som foranleds av en uppgift som direkt har dlagts den personuppgiftsansvarige
1 lag. Vad giller saddana situationer har det inte uttryckligen och pé ett noga avgrinsat sétt
foreskrivits om behandling av sérskilda personuppgifter, men fullgérandet av de lagstadgade
skyldigheterna kan dndd nddvindigtvis kridva behandling av sérskilda personuppgifter. Syftet
med de foreslagna dndringarna &r att sdkerstélla att den personuppgiftsansvarige ocksa i
fortsattningen ska kunna behandla uppgifter som hor till sirskilda kategorier av personuppgifter
med stdd av bestimmelsen nédr behandlingen foranleds av iakttagande av en skyldighet som
direkt har alagts den personuppgiftsansvarige. Med beaktande av de oklarheter som &r férenade
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med den nuvarande formuleringen och begreppen i ordalydelsen i artikel 9.2 g i
dataskyddsforordningen behdver det klargoras i bestimmelsen att det vid iakttagande av en
skyldighet som foreskrivits for den personuppgiftsansvarige ar fraiga om utférande av en uppgift
av allmint intresse som alagts den personuppgiftsansvarige genom lag. Det foreslas saledes att
det i 6 § 1 mom. 2 punkten i dataskyddslagen i fortsdttningen foreskrivs om den
personuppgiftsansvariges utférande av en uppgift av allmént intresse och som é&lagts den
personuppgiftsansvarige genom lag. Uppgifter som géller allménna intressen beskrivs nédrmare
iavsnitt 2.4.2.

Det foreslas att 1 mom. 2 punkten dessutom preciseras sa att den behandling som avses i punkten
avgransas till vad som dr nodvéandigt. Den géllande bestimmelsen har inte bundits till vad som
ar behovligt eller nodvéandigt. Darfor ger bestimmelsen den personuppgiftsansvarige relativt
stor provningsmarginal nir det giller att bedoma i hur stor omfattning och vilka uppgifter som
hor till sarskilda kategorier av personuppgifter den personuppgiftsansvarige far behandla. Syftet
med forslaget dr i1 princip inte att dndra nuldget, utan att i bestimmelsen klargora de
specialvillkor som foljer av grundlagsutskottets utldtandepraxis och unionsritten, enligt vilka
behandlingen av sddana uppgifter som avses i paragrafen ska begrinsas till vad som &r
nodvandigt.

Artikel 9.2 g i dataskyddsforordningen forutsétter att behandling enligt led g dr n6dvéndig av
hinsyn till ett viktigt allmént intresse, och att medlemsstatens nationella rétt star i proportion
till det efterstrivade syftet. Led g forutsitter vidare att lagstiftningen dr forenlig med det
vésentliga innehallet i ritten till dataskydd och innehaller bestimmelser om lampliga och
sarskilda atgérder for att sékerstédlla den registrerades grundldggande réttigheter och intressen.
Enligt grundlagsutskottets utldtandepraxis (GrUU 14/2018 rd) ska lagstiftningen om behandling
av kénsliga personuppgifter vara avgrinsad till nddvéndiga bestimmelser. Aven EU-domstolen
har i fraga om nodvandighetsvillkoret forutsatt att undantag fran och begransningar av skyddet
for personuppgifter ska inskriankas till vad som é&r absolut nddvéndigt. (se mél C-13/16, punkt
30 och dér angiven réttspraxis samt avsnitt 2.4.2).

Det dr motiverat att binda behandlingen till vad som ar nédvéndigt ocksé av den anledningen
att regleringen fortfarande ska ge den personuppgiftsansvarige en provningsmarginal for att
bedoma vilka sérskilda kategorier av personuppgifter det a&r nodvéndigt att behandla och i
hurudan omfattning for att utfora en uppgift som giller ett allmént intresse. Det foreslagna
nodvéandighetskravet dr samtidigt ocksd en skyddséatgird som forutsitts i artikel 9.2 g i
dataskyddsforordningen. Eftersom det inte 4r mojligt att pa ett uttommande sitt specificera vilka
uppgifter som kommer att behandlas med stod av bestimmelsen, ska det for att sékerstélla att
de foreslagna bestimmelserna &r proportionella och nddvéndiga foreskrivas om ett krav pé
nddvindighet. Forutsittningen bidrar ocksa till att sékerstélla att forslaget kan betraktas som
forenligt med artikel 52.1 1 Europeiska unionens stadga om de grundldggande rittigheterna. Den
personuppgiftsansvarige ska utdéver den skyddséatgird som géller nddviandighetskravet
fortfarande iaktta ocksd vad som i 2 mom. foreskrivs om de lampliga och sérskilda
skyddsétgirder som forutsitts i forordningen (RP 9/2918 rd).

Bestimmelserna i punkten och de &dndringar som nu foreslas i den baserar sig pa det
handlingsutrymme som ingar i artikel 9.2 g i dataskyddsforordningen. Genom de preciseringar
som foreslas i punkten sékerstiller man att punkten uppfyller de krav pa allmént intresse och pa
proportionalitet som ingar i dataskyddsforordningen och innehaller ldmpliga och sérskilda
atgérder for att skydda den registrerades grundlidggande fri- och rittigheter och intressen.

Med beaktande av den ovanndmnda regleringen i lagen om forsdkringsavtal och
dataskyddsforordningen samt kénsligheten i frdga om de uppgifter som ska behandlas ska
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forsakringsanstalten behandla uppgifter om hélsotillstind som avses i punkten endast till den
del och i den omfattning som dr nddvindig for att bedoma eller utreda forsdkringsanstaltens
ansvar. Det foreslds att ett nytt 3 mom. fogas till paragrafen, dar det foreskrivs om
kompletterande lampliga och sérskilda skyddsatgdrder som ska tillimpas pa
forsdkringsanstalters behandling av uppgifter om hélsotillstdnd enligt 1 mom. 1 punkten. Det
foreslagna nya momentet grundar sig pé artikel 9.2 g i dataskyddsforordningen, dir det
forutsétts att medlemsstaternas lagstiftning innehaller bestimmelser om lampliga och sérskilda
skyddsétgirder. De skyddsatgirder som foreslés i det nya 3 mom. kompletterar vad som i det
gillande 2 mom. foreskrivs om sddana lampliga och sirskilda skyddsatgidrder som den
personuppgiftsansvarige eller personuppgiftsbitradet ska vidta nar de behandlar personuppgifter
1 situationer som avses i 1 mom. Forsdkringsanstalter ska sdlunda ocksé i fortséittningen vidta
de skyddsatgérder som det foreskrivs om i paragrafens 2 mom.

Enligt den forsta meningen i det foreslagna nya 3 mom. ska forsdkringsanstalten i forsta hand
samla in de uppgifter som avses i 1 mom. 1 punkten av personen sjilv nér det géiller personer
som avses i den punkten och frén fall till fall beddma huruvida det dr nédvéndigt att samla in
dessa uppgifter fran annat hall. Den foreslagna bestdmmelsen hindrar siledes inte
forsdkringsanstalterna frén att samla in uppgifter av ndgon annan &n personen sjalv nér det géiller
personer som avses i den punkten, men fOrutsitter da provning fran fall till fall och att
nodvéandighetskravet uppfylls. Bestimmelsen péverkar inte den Ovriga lagstiftningen, till
exempel vad géller forsdkringsanstalters ritt att f4 information, utan det ar friga om en separat
skyddsatgird som sdkerstiller att de allmdnna behandlingsprinciperna i dataskyddsférordningen
iakttas. FOr att principen om uppgiftsminimering, transparens och skélighet ska forverkligas ar
det dock nddvéndigt att sékerstélla att forsédkringsanstalter i varje enskilt fall separat bedomer
huruvida det dr n6dvéndigt att 4ven samla in uppgifter om hilsotillstdndet for sddana personer
som avses i 1| mom. 1 punkten fran nagot annat hall 4n av personen sjélv for att bedoma eller
utreda forsékringsanstaltens ansvar. Bedomning av nddvéndigheten ska goras separat innan
forsakringen beviljas och efter att den beviljats.

Det att uppgifter i forsta hand samlas in av personen sjdlv motsvarar forsékringsanstalternas
nuvarande praxis, eftersom den etablerade praxisen till exempel i samband med ansdkningar
om fOrsdkring &r att begira uppgifter om halsotillstdnd direkt av personen sjilv genom en
hélsoutredning. I hélsoutredningen fragas det bland annat om sjukdomar, symtom, mediciner,
skador och levnadsvanor hos forsdkringssokanden eller hos den som forsdkringsskydd soks for.
I utredningen faststdlls ofta ocksd den tidsperiod som begéiran om uppgifter géller. En
forsdkringsanstalt kan med hjélp av en hélsoutredning bedéma om det dr nddvéndigt for den att
fa uppgifter om hélsotillstand i storre utstrackning for att bedoma eller utreda sitt ansvar. Till
denna del ska den till exempel bedoma om uppgifterna kan fas direkt av den som ansdker om
forsdkringsskydd genom en mer omfattande hélsoutredning eller ndgon annan utredning eller
om det dr nddvandigt att samla in uppgifterna ocksa fran annat hall. Motsvarande bedémningar
ska goras ocksa efter att forsdkringen har beviljats, till exempel i samband med avgorandet av
enskilda erséttningsidrenden. Ocksa till denna del &r praxis den att den forsdkrade eller den
ersittningssokande ldmnar in en anmédlan och redogorelse i fraga om forsdkringsfallet och
relevanta uppgifter om hilsotillstind. Forsékringsanstalten ska utifrdn denna redogorelse
bedoma om det dr nédvandigt att samla in uppgifter om hélsotillstand fran ndgon annan &n den
ersittningssokande eller den forsdkrade sjélv. Insamlingen av uppgifter ska genomforas sa att
begérandena specificeras och avgrinsas till att gilla endast det aktuella drendet och endast till
uppgifter som har faktisk betydelse for bedomningen eller utredningen av forsdkringsanstaltens
ansvar.

Forslaget motsvarar ocksd dataombudsmannens samt forvaltningsdomstolens och hogsta
forvaltningsdomstolens avgdrandepraxis. Dataombudsmannen har i sin avgdrandepraxis
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(dataombudsmannens beslut 8.6.2022, diarienummer 7285/183/18) dgnat uppmairksamhet &t
hur den personuppgiftsansvarige ska specificera och avgrinsa sina begidranden om
hilsouppgifter nir uppgifter samlas in nigon annanstans &n hos den registrerade. Nir det
bedoms vara nddvindigt att samla in uppgifter om hélsotillstindet annanstans &n fran den
registrerade sjélv ska forsakringsanstalten specificera och avgriansa begiran om information att
gélla ett visst drende, ett visst fall, en viss sjukdom eller ett visst symptom som har faktisk
betydelse for beddmningen av den personuppgiftsansvariges ansvar. Forsakringsanstalten ska
ocksé bedoma for vilken tidsperiod begidran om uppgifter om den registrerades hélsotillstdnd
fran en hélso- och sjukvardsenhet dr nddvindig for beddomning eller utredning av den
personuppgiftsansvariges ansvar samt utifran det avgransa for vilken tidsperiod uppgifter om
den registrerades hélsotillstind ska begiras av hilso- och sjukvardsenheten.
Forséakringsanstalten ska kunna bevisa att den av hilso- och sjukvardsenheten bara begér sddana
uppgifter om den registrerades hilsotillstind som &r nddvindiga for en bedomning eller
utredning av anstaltens ansvar. Nar personuppgifter behandlas med stod av den foreslagna
bestammelsen ska ocksa den registrerades réttigheter enligt dataskyddsférordningen tillimpas
pad behandlingen. Helsingfors forvaltningsdomstol (beslut 117/2024, diarienummer
3457/03.04.04.04.01/2022 samt beslut 116/2024, diarienummer 3463/03.04.04.04.01/2022) har
liksom dataombudsmannen ansett att den personuppgiftsansvarige med stod av bestimmelserna
i lagen om forsdkringsavtal och dataskyddsférordningen ska gora en bedomning i friga om den
berdrda tidsperioden samt specificera sin begéran till hilso- och sjukvirdsenheten sé att den
giller ett visst drende, ett visst fall, en viss sjukdom eller ett visst symtom som har faktisk
betydelse for bedomningen av den personuppgiftsansvariges ansvar.

Aven hogsta forvaltningsdomstolen har bedémt nddvindighetskravet for begdranden om
information och behovet av att specificera begiranden for avgorande av ett ersittningsédrende
som giller trafikforsdkringar (KHO:2025:23). I fallet beddmdes forsdkringsbolagets rtt att fa
uppgifter enligt 82 § i trafikforsdkringslagen (460/2016), dven med beaktande av de allmédnna
principerna for behandling av personuppgifter i dataskyddsforordningen. Enligt hogsta
forvaltningsdomstolen ska bade ndr patientuppgifter begidrs och utlimnas bade
dataskyddsforordningens  principer  for  behandling av  personuppgifter  och
trafikforsékringslagens krav pa att uppgifterna ska vara nodvéndiga iakttas. Detta forutsitter
enligt fOrarbetena  till  trafikforsékringslagen, EU-domstolens  réttspraxis  och
grundlagsutskottets utldtandepraxis att begdran om information ska motiveras och vara sé
avgransad och tydlig som mojligt, s att ocksa den som lamnar ut uppgifterna kan bedoma om
forutsattningarna  for utldmnande av uppgifter enligt dataskyddsforordningen och
trafikforsékringslagen uppfylls.

I den andra meningen i det foreslagna nya 3 mom. foreskrivs det om utplanande av de uppgifter
som avses i 1 mom. 1 punkten. Uppgifterna i fraga ska utpldnas omedelbart efter att de inte
langre behovs for bedomning eller utredning av forsdkringsanstaltens ansvar. I artikel 5.1 e 1
forordningen foreskrivs det om principen om lagringsminimering, enligt vilken personuppgifter
inte far forvaras i en form som mdjliggdr identifiering av den registrerade under en lidngre tid
an vad som &r nddvindigt for de &ndamal for vilka personuppgifterna behandlas. Enligt
grundlagsutskottet bor bestimmelserna om behandling av kénsliga uppgifter fortfarande
analyseras ocksa utifran praxis for tidigare bestimmelser pa lagniva (GrUU 14/2018 rd och
GrUU 15/2018 rd). Grundlagsutskottet har darfor séarskilt papekat att det bor finnas exakta och
noga avgransade bestimmelser om att det &r tillatet att behandla kénsliga uppgifter bara om det
ar absolut nddvindigt (GrUU 15/2018 rd). Grundlagsutskottet har i friga om
informationsresursen inom smébarnspedagogiken i sitt utlaitande GrUU 17/2018 rd forutsatt att
bestimmelserna om behandling av uppgifter om hilsotillstind och andra kénsliga
personuppgifter dr detaljerade och heltdckande, inom den ram som dataskyddsférordningen
tilliter. Med beaktande av forsdkringsverksamhetens natur dr det inte med tanke pa
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bedéomningen och utredningen av en forsdkringsanstalts ansvar mojligt att foreskriva om en
uttrycklig lagrings- eller raderingstid. Med beaktande av principen om lagringsminimering i
dataskyddsforordningen och grundlagsutskottets utlatandepraxis behdver man dock foreskriva
uttryckligen om radering av uppgifter och avgrinsa lagringen till vad som dr nédvéndigt.

Enligt den tredje meningen i det foreslagna nya 3 mom. far uppgifter om hélsotillstaind som
avses i 1 mom. 1 punkten inte behandlas for ndgot annat &ndamal 4n det som avses i punkten,
om inte annat foreskrivs ndgon annanstans. Syftet med bestimmelsen ar att sdkerstélla att den
behandling som avses i 1 mom. 1 punkten avgriansas att gélla endast bedomning eller utredning
av  forsdkringsanstaltens ansvar. Om fOrsdkringsanstalten behandlar uppgifter om
hilsotillstdndet som avses i 1 mom. 1 punkten for andra 4ndamal, dr behandlingen mojlig endast
om det foreskrivs om den ndgon annanstans i lag.

Den foreslagna bestimmelsen behovs for att sdkerstélla att de bestimmelser i dataskyddslagen
som géller forsdkringsanstalter 6verensstimmer med dataskyddsférordningen, med beaktande
av forutom specialvillkoren i artikel 9 i1 dataskyddsforordningen i synnerhet principen om
dndamalsbegransning i artikel 5.1 b i forordningen. Enligt den principen ska personuppgifter
samlas in for sérskilda, uttryckligt angivna och beréttigade dndamaél och inte senare behandlas
pa ett sétt som dr oforenligt med dessa andamél. Den foreslagna regleringen hindrar dock inte
att forsakringsanstalter kan behandla sddana uppgifter om hélsotillstdnd som avses i artikel 9.1
i dataskyddsforordningen ocksa for andra &ndamal, om det har féreskrivits om sddan behandling
nagon annanstans i lag i enlighet med specialvillkoren i dataskyddsforordningen.

Enligt den fjdrde meningen i det nya 3 mom. ska forsékringsanstalter dessutom informera en
forsakrad, en erséttningssokande, en forsékringssokande eller den som forsékringsskydd soks
for om anviandningen av uppgifterna, ifall avslag pa en forsdkringsansokan, forvigran av
forsakringsersittning eller ett annat negativt beslut beror pa behandlingen av uppgifter som
avses 1 artikel 9 1 forordningen. Syftet med bestimmelsen ér att sidkerstilla att den registrerade
kéanner till det, om den behandling som avses i 1 mom. 1 punkten kan ha negativa konsekvenser
for den forsékrade, erséttningssokanden, forsékringssokanden eller den som forsékringsskydd
soks for.

Nar det giller informationen till registrerade tillimpas dessutom vad som foreskrivs i artiklarna
13 och 14 i dataskyddsforordningen. Den personuppgiftsansvarige ska bland annat i enlighet
med artikel 14.2 f i dataskyddsforordningen informera den registrerade om varifran den
registrerades personuppgifter kommer. Till exempel nér uppgifter samlas in fran ndgon annan
4n en person som avses 1 6 § 1 mom. 1 punkten ska forsidkringsanstalten underrétta personen
om av vilka hilso- och sjukvardsenheter forsékringsanstalten har fatt uppgifterna i varje enskilt
fall.

Tillsammans med den 6vriga forsdkringslagstiftningen bedoms det nddvéndighetskrav som
foreslds i 1 mom. 1 punkten, den gillande paragrafens 2 mom. samt de skyddsatgarder som
foreslas i det nya 3 mom. bilda de ldmpliga och sirskilda skyddsatgérder som forutsitts i artikel
9.2 g i dataskyddsfoérordningen. De sérskilda skyddsatgdrder som géller nodvéndighet,
insamling av uppgifter, utplanande av uppgifter, informerande av personen och
anviandningsdndamalen for uppgifterna anses ocksa sdkerstilla att inskrdnkningar av principen
om skydd for personuppgifter inte gar utover vad som é&r strikt nddvandigt och att det i
dataskyddslagen pa det sitt som EU-domstolen forutsitter foreskrivs tillrackligt exakt om
begransningar i skyddet for personuppgifter (se till exempel C-439/19, punkt 110 och dar
angiven rattspraxis). Forslaget bedoms till denna del uppfylla kraven i dataskyddsférordningen
pa att regleringen ska uppfylla ett mal av allmént intresse och proportionalitet samt kraven i
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artikel 52.1 i1 Europeiska unionens stadga om de grundlidggande rittigheterna pa att
begransningarna ska vara proportionella och nédvéndiga.

7 §. Behandling av personuppgifter som ror fillande domar i brottmal samt lagovertridelser
som innefattar brott. 1 paragrafen foreskrivs det om behandling av personuppgifter som ror
fallande domar i brottmal samt lagovertradelser som innefattar brott eller skyddsatgarder som
hanfor sig till dem. Regleringen i paragrafen grundar sig pa det nationella handlingsutrymme
som artikel 10 i dataskyddsférordningen medger. Behandling av de uppgifter som avses i
artikeln kan tilldtas enligt unionsritten eller medlemsstaternas nationella rétt, dir lampliga
skyddsétgarder for de registrerades réttigheter och friheter faststélls. En sddan behandling ska
ha en rittslig grund enligt artikel 6.1.

I den géllande paragrafen foreskrivs det om rétten att behandla uppgifter som avses i artikel 10
om behandlingen behdvs for faststillande, utdvande, forsvar eller avgorande av rittsliga
ansprék. | paragrafen foreskrivs det ocksd om rétten att behandla de uppgifter som avses i
paragrafen for syften som anges i 6 § 1 mom. 1, 2 eller 7 punkten.

Det foreslas att / mom. i paragrafen dndras sa att hdnvisningarna till 6 § 1 mom. 1, 2 och 7
punkten stryks och det till paragrafens 1 mom. fogas egna sérskilda punkter for respektive fall
av behandling av uppgifter. Det &r till denna del frdga om en teknisk dndring.

Det foreslés att I mom. 2 punkten dndras sa att det i punkten foreskrivs om forsdkringsanstaltens
ratt att behandla uppgifter som avses i artikel 10 i dataskyddsférordningen, om behandlingen ar
nddviandig ndr en  forsdkringsanstalt behandlar uppgifter som anstalten i
forsakringsverksamheten fatt om en forsdkrad, en ersittningssokande, en forsidkringssdkande
eller den som forsdakringsskydd soks for, i syfte att bedoma eller utreda forsikringsanstaltens
ansvar. Det foreslas alltsa att det gors motsvarande dndringar i bestimmelsen som i 6 § 1 mom.
1 punkten i lagen. I propositionen utvidgas forsdkringsanstaltens rétt att behandla
personuppgifter som ror fillande domar i brottméal samt lagdvertradelser som innefattar brott i
fraga om inte bara den forsidkrade och den som soker erséttning, utan ocksa i fraga om den som
ansoker om forsdkring och den for vilken forsdkringsskydd soks.

Pa motsvarande sétt som i fraga om uppgifter om hélsotillstand har forsdkringsanstalten behov
att behandla uppgifter som avses i artikel 10 i dataskyddsférordningen innan och efter ett
forsdkringsavtal ingds i syfte att bedoma eller utreda anstaltens ansvar. Behovet géller bade
lagstadgade och frivilliga forsdkringar. Nér det géller lagstadgade forsdkringar géller behovet
bland annat trafikforsidkringar och arbetsolycksfalls- och yrkesforsikringar. Till exempel i
samband med behandling av ersittning for trafikskador ska forsdkringsbolaget med stod av
trafikforsdkringslagen vid krockskador avgora fran vilket fordons forsékring skadorna ska
betalas, det vill sdga vilken forares oaktsamhet har foranlett skadan. [ samband med behandling
av ersittning for trafikskador far forsdkringsbolaget darfor uppgifter om trafikbrott. P&
motsvarande sdtt far man i samband med behandlingen av ersittning uppgifter om brott inom
ocksé andra forsakringsgrenar. Nar det giéller frivilliga forsdkringar kan forsékringsanstalterna
behova behandla uppgifterna i frdga bland annat for beviljande av brandforsékringar,
hemf6rsédkringar, foretagsforsakringar, fastighetsforsékringar, gardsforsakringar,
brottsforsidkringar och rittsskyddsforsdkringar eller for utredning av ersittningsfragor som
géller dem. I frdga om frivilliga forsédkringar hanfor sig behovet av uppgifter enligt artikel 10
vanligen till ansdkningar om erséttning, men behovet att behandla sddana uppgifter kan frén fall
till fall ocksd forekomma redan nér forsékring eller forsdkringsskydd soks. Till exempel
brottsforsékringar har tecknats uttryckligen mot brott. Om skadan i sédana hér fall féranleds av
ett brott for vilket forsékringen har tecknats dr det nddvéndigt att behandla den information som
avses 1 paragrafen for att bedoma eller utreda forsakringsanstaltens ansvar. 1 friga om skador
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som omfattas av en ansvarsforsdkring hanfor sig behovet att behandla uppgifter enligt artikel
10 i foérordningen bland annat till fall av forsummelse av arbetarskyddsbestimmelser. I alla
dessa situationer utgér behandlingen av uppgifter som ror fillande domar i brottmal samt
lagovertradelser som innefattar brott en vanlig del av fOrsdkringsbolagens
erséittningsverksamhet. Uppgifter om brott samlas i varje skadefalls bakgrundsinformation, dvs.
som en del av ersittningsverksamhetens register.

Det foreslas att det i bestimmelsen preciseras att behandlingen ska avgrénsas till vad som ar
nddvéandigt for beddmning eller wutredning av  forsdkringsanstaltens ansvar.
Nodvandighetskravet grundar sig pa grundlagsutskottets utlatandepraxis (GrUU 14/2018 rd)
och pa EU-domstolens rittspraxis (se ndrmare information i avsnitt 4.2.4). Nodvandighetskravet
ar dessutom en sddan skyddsatgérd som forutsitts i artikel 10 i dataskyddsforordningen. Genom
nodvéndighetskravet sdkerstéller man dessutom att den nationella regleringen star i proportion
till det efterstrdvade syftet pd det sitt som forutsdtts i dataskyddsforordningen. Enligt den
géllande paragrafens 2 mom. ska forsdkringsanstalter vidta ldmpliga och sdrskilda dtgarder
enligt 2 mom. for att skydda den registrerades réttigheter. I det momentet finns en bestimmelse
som hénvisar till 6 § 2 mom. i lagen. Med beaktande av de risker som behandlingen av
personuppgifter som ror fallande domar i brottmal samt lagovertriddelser som innefattar brott
medfor foreslds i propositionen ocksd andra kompletterande skyddsatgérder, om vilka det
foreskrivs i det foreslagna nya 3 mom.

Det foreslas att det till 1 mom. i paragrafen fogas en ny 3 punkt, enligt vilken de uppgifter som
avses i1 paragrafen fir behandlas, om behandlingen regleras i lag eller dr nodvandig for
utférandet av en uppgift som har alagts den personuppgiftsansvarige i lag. Bestimmelsen
motsvarar i hdg grad den géllande 1 mom. 2 punkten, dir det finns en hdnvisning till 6 § 1 mom.
2 punkten i lagen.

Pa motsvarande sitt som i 6 § 1 mom. 2 punkten tilldter den géllande 7 § 1 mom. 2 punkten
behandling av personuppgifter som ror fdllande domar i brottmal samt lagovertradelser som
innefattar brott nér det sérskilt foreskrivs om det i lag. Till denna del foreslas inga dndringar i
denna proposition. Den gillande bestimmelsen tillater dessutom behandling av personuppgifter
ocksé i situationer dir behandlingen av personuppgifter som ror fiallande domar i1 brottmal samt
lagovertradelser som innefattar brott foranleds av en uppgift som direkt i lag alagts den
personuppgiftsansvarige i lag. Det foreslas att den géllande bestimmelsen preciseras pa
motsvarande sétt som i 6 § 1 mom. 2 punkten, med beaktande av de oklarheter som dr forenade
med den nuvarande formuleringen och begreppen i ordalydelsen i artikel 9.2 g i
dataskyddsforordningen. Enligt den foreslagna nya 3 punkten far personuppgifter som ror
fallande domar i brottmal samt lagdvertradelser som innefattar brott i fortsittningen behandlas,
om behandlingen uttryckligen regleras i lag eller om behandlingen 4r nddvéndig for att den
personuppgiftsansvarige ska kunna utféra en uppgift som géller ett allmént intresse och som
direkt har alagts den personuppgiftsansvarige i lag. Uppgifter som géller allménna intressen
beskrivs ndrmare i avsnitt 2.4.2.

P& motsvarande sétt som i 6 § 1 mom. 2 punkten fOreslds det att ocksd behandlingen av
personuppgifter som ror fallande domar i brottmal samt lagovertrddelser som innefattar brott i
den nya 3 punkten ska bindas till ett nodvéndighetskrav. Det &r motiverat att binda
bestammelsen till nddvandighetskravet framfor allt av den orsaken att den behandling som avses
i den géllande bestimmelsen ger den personuppgiftsansvarige en rimlig provningsmarginal for
att bedoma vilka i paragrafen avsedda uppgifter som far behandlas (och i vilken omfattning) for
utférande av en uppgift som direkt har dlagts den personuppgiftsansvarige i lag. Enligt
grundlagsutskottets utlatandepraxis dr de uppgifter som avses i paragrafen till sin natur ocksa
kénsliga. Den foreslagna avgransningen till vad som ar nédvéandigt baserar sig salunda ocksa pé
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grundlagsutskottets ovan nidmnda utlatandepraxis i friga om behandling av kénsliga
personuppgifter (GrUU 14/2018 rd) och pda EU-domstolens réttspraxis (se ndrmare information
1 avsnitt 4.2.4). Bedomnmgen av  nddvéindighetskravet  fOrutsdtter att  den
personuppgiftsansvarige gor en bedémning i varje enskilt fall for att forsékra sig om att de
uppgifter som avses i paragrafen behandlas bara till de delar och i den omfattning som ar
nodvéndigt i respektive enskilda behandlingssituation.

Nodvandighetskravet &r samtidigt ocksd en skyddsitgird som forutsitts i artikel 10 i
dataskyddsforordningen och bidrar ocksd till att sdkerstdlla att bestimmelserna i
dataskyddslagen &r proportionella pd det sdtt som fOrutsitts i forordningen. Den
personuppgiftsansvarige ska i fortsdttningen utover det nodvéndighetskrav som foreslas i
bestimmelsen ocksa iaktta de skyddsatgérder som det foreskrivs om i 2 mom. i paragrafen. Nar
personuppgifter behandlas med stod av den foreslagna bestimmelsen ska ocksd den
registrerades rattigheter enligt dataskyddsforordningen tillimpas pa behandlingen.

Det foreslas att det till 1 mom. i paragrafen fogas en ny 4 punkt, enligt vilken uppgifter som
avses i paragrafen far behandlas om behandlingen behovs for behandling av uppgifter for
vetenskaplig eller historisk forskning eller for statistikforing. Bestimmelsen motsvarar den
hénvisning till 6 § 1 mom. 7 punkten som ingér i 1 mom. 2 punkten i den géllande paragrafen.
I bestimmelsen preciseras det dock att behandlingen ska behovas for vetenskaplig eller historisk
forskning eller for statistikforing. Den foreslagna preciseringen behovs for att sékerstélla att
bestimmelsen motsvarar de allmédnna principer for behandlingen som avses i artikel 5.1 i
dataskyddsforordningen. Vid sddan behandling av personuppgifter som avses i bestimmelsen
ska lampliga och sérskilda skyddsétgérder enligt 2 mom. i paragrafen iakttas.

Det foreslas dessutom att det till paragrafen fogas ett nytt 3 mom., déar det hanvisas till 6 § 3
mom. i lagen. [ det foreslagna nya 6 § 3 mom. foreskrivs det om kompletterande skyddsatgarder
som géller behandling av personuppgifter vid forsékringsanstalter. Enligt det foreslagna nya 3
mom. ska vad som i 6 § 3 mom. foreskrivs om atgérder for att skydda rattigheterna for en
forsdkrad, en ersittningssokande, en forsidkringssdkande eller den som forsikringsskydd soks
for, tillampas dven vid behandling av personuppgifter som avses i 1 mom. 2 punkten i denna
paragraf. Forsdkringsanstalten ska siledes i forsta hand samla in de uppgifter som avses i 1
mom. 2 punkten i denna paragraf av personen sjdlv ndr det géller personer som avses i den
punkten samt fran fall till fall bedoma huruvida det &r nédvéndigt att samla in dessa uppgifter
av nagon annan 4n personen sjilv. Bedomning av nddvindigheten fran fall till fall ska goras
separat och béde innan forsékringen beviljas och efter att den beviljats. Nér uppgifter samlas in
frin nagon annan &n personen sjidlv ska framfor allt dataombudsmannens och
forvaltningsdomstolarnas avgdrandepraxis, vilka har behandlats ovan, beaktas (se
detaljmotiveringen till det foreslagna 6 § 3 mom. i dataskyddslagen).

Forsédkringsanstalten ska utplana uppgifter som avses i artikel 10 i dataskyddsférordningen sé
snart de inte lingre behdvs for beddmning eller utredning av forsékringsanstaltens ansvar.
Forsakringsanstalten far inte heller behandla de uppgifter som avses i punkten for ndgot annat
dandamal an det som avses i punkten, om inte annat foreskrivs ndgon annanstans. Den féreslagna
bestimmelsen hindrar inte att uppgifter som avses i artikel 10 i dataskyddsférordningen
behandlas for andra &ndamaél, men forutsétter att det har foreskrivits nigon annanstans om den
behandlingen. Enligt artikel 10 i dataskyddsforordningen far personuppgifter som avses i den
artikeln behandlas med stod av artikel 6.1 i férordningen under kontroll av myndighet eller da
behandling &r tillaten enligt unionsritten eller medlemsstaternas nationella rétt, dar lampliga
skyddsétgirder for de registrerades rittigheter och friheter faststills. Till exempel i 30 kap. 3 a
§ 1 lagen om forsdkringsbolag (521/2008, &ndrad genom lag 257/2020) foreskrivs det om
forsakringsbolags ritt att behandla uppgifter om brott och brottsmisstankar och registrera
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uppgifter om brott mot dess forsdkringsverksamhet samt misstankar om sddana brott i ett
missbruksregister som forsdkringsbolaget for (se RP 87/2019 rd). Den reglering som foreslas i
propositionen inverkar inte pa regleringen enligt den ndmnda lagen om forsdkringsbolag.

Forsakringsanstalten ska dessutom informera en forsdkrad, en erséttningssdkande, en
forsdkringssokande eller den som forsdkringsskydd soks for om anvéndningen av uppgifterna,
ifall avslag pé en forsékringsansdkan, forvéigran av forsakringserséttning eller ett annat negativt
beslut beror pé behandlingen av uppgifter som avses i artikel 10 i forordningen. Nar det géller
informationen till registrerade tillimpas dessutom vad som foreskrivs i artiklarna 13 och 14 i
dataskyddsforordningen. Dataskyddsférordningen  forutsitter bland annat att den
personuppgiftsansvarige informerar den registrerade om varifran den registrerades uppgifter
kommer (artikel 14.2 f).

De skyddsétgirder som foreslas i det nya 3 mom. kompletterar vad som i det gillande 2 mom.
foreskrivs om sédana lampliga och sdrskilda skyddsatgiarder som den personuppgiftsansvarige
eller personuppgiftsbitradet ska vidta. Forsdkringsanstalter ska salunda i fortséttningen vidta de
skyddsatgirder som det foreskrivs om i paragrafens 2 och 3 mom.

Bestimmelserna i paragrafen och de dndringar som nu foreslds i den baserar sig pa det
handlingsutrymme som ingar i artikel 10 i dataskyddsforordningen. Genom de dndringar som
foreslas i paragrafen sdkerstiller man att regleringen uppfyller de krav pa allmént intresse och
pa proportionalitet som ingar i dataskyddsférordningen och innehéaller ldmpliga och sirskilda
atgarder for att skydda den registrerades rittigheter och friheter. Nar det giller
forsdkringsanstalter bedoms det i 1 mom. 2 punkten foreslagna nddvéndighetskravet, den
géllande paragrafens 2 mom. samt de skyddsatgérder som foreslas i det nya 3 mom. tillsammans
med den Ovriga forsdkringslagstiftningen bilda de 1ampliga och tillrdckliga skyddsatgédrder som
forutsétts i artikel 10 i dataskyddsforordningen. Forslaget bedoms ocksa till Gvriga delar
uppfylla kraven i dataskyddsfoérordningen vad géller allmént intresse och proportionalitet samt
sikerstilla att ingripandet i skyddet for personuppgifter genomf6rs inom ramen for vad som &r
absolut nddvéndigt pa det sétt som forutsitts i artikel 52.1 i Europeiska unionens stadga om de
grundldggande rittigheterna.

14 §. Dataombudsmannens uppgifter och befogenheter. 1 paragrafen foreskrivs det om
dataombudsmannens uppgifter och befogenheter. Enligt 4 mom. i den géllande paragrafen
ackrediterar dataombudsmannen det certifieringsorgan som avses 1 artikel 43 i
dataskyddsforordningen. I propositionen foreslas det att det nationella ackrediteringsorganet i
fortsittningen ska bevilja ackreditering av certifieringsorgan. Darfor foreslas det att 4 mom. i
paragrafen upphdvs. Bestimmelser om ackreditering av certifieringsorgan foreslds i den nya 36
ag.

36 a §. Ackreditering av certifieringsorgan. En ny paragraf foreslas i dataskyddslagen, dér det
foreskrivs om ackreditering som utfors av det nationella ackrediteringsorganet. Enligt artikel
43.1 i dataskyddsforordningen kan medlemsstaterna foreskriva att det nationella
ackrediteringsorgan som avses i ackrediteringsforordningen ackrediterar certifieringsorgan i
enlighet med standarden EN-ISO/IEC 17065/2012 och med de ytterligare krav som faststéllts
av den behoriga tillsynsmyndigheten.

Enligt / mom. i den foreslagna nya paragrafen beviljas ackrediteringen i fortséttningen av det
nationella ackrediteringsorganet. Enligt 2 a § 1 mom. i lagen om Sékerhets- och kemikalieverket
(1261/2010) skots de uppgifter som ansluter sig till ackrediteringssystemet av Sakerhets- och
kemikalieverkets ackrediteringsenhet (Ackrediteringstjansten FINAS) i egenskap av nationellt
ackrediteringsorgan. Ackrediteringstjansten FINAS &r det nationella ackrediteringsorgan som
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utsetts i enlighet med ackrediteringsférordningen, varfor det i momentet avsedda nationella
ackrediteringsorganet entydigt hénvisar till Ackrediteringstjdnsten FINAS (nedan FINAS). I
och med den nya 36 a § som foreslas i dataskyddslagen foreslas det att géllande 14 § 4 mom.
upphévs.

Enligt den forsta meningen i 2 mom. i1 den fOreslagna paragrafen &r teknisk sakkunnig vid
ackrediteringen i forsta hand dataombudsmannen och i andra hand en sakkunnig som utsetts av
det nationella ackrediteringsorganet. Med teknisk sakkunnig avses en bedomare som deltar i
ackrediteringsforfarandet och som har sérskild sakkunskap inom det kompetensomrade som
bedomningen giller, 1 detta fall kraven pa dataskydd. Dataombudsmannens roll 4r att bedéma
om dataskyddskraven uppfylls i den verksamhet som bedrivs av den som ansdkt om
ackreditering. Den foreslagna uppgiftsfordelningen mellan dataombudsmannen och FINAS ér
andamaélsenlig. Vid ackrediteringen kan man dra nytta av FINAS etablerade forfaringssatt,
erfarenhet och sakkunnighet som nationellt ackrediteringsorgan. Da behdver en egen
ackrediteringsenhet inte inrdttas vid dataombudsmannens byrd, och sadana Gvergripande
specialkunskaper som hanfor sig till ackrediteringsforfarandet behdver inte uppratthallas dar.
Dataombudsmannen far koncentrera sig pa sin roll som teknisk sakkunnig i fraga om dataskydd
vid ackrediteringen. FINAS och dataombudsmannen avtalar skriftligen nirmare om
forfarandesitten och samarbetet i praktiken. Tillsammans kommer de till exempel 6verens om
den tid som ska reserveras for utnimnandet av en teknisk sakkunnig.

Enligt forslaget ska dataombudsmannen delta som opartisk teknisk sakkunnig i
ackrediteringsforfarandet och anvisa behovliga personalresurser for detta. Dataombudsmannen
har fortfarande rollen som tillsynsmyndighet for dataskyddet och den foreslagna nya 36 a §
begriansar inte de befogenheter som  foreskrivs for dataombudsmannen i
dataskyddsforordningen, dataskyddslagen och lagen om behandling av personuppgifter i
brottmal och vid uppritthéllandet av den nationella sdkerheten (1054/2018).

I den andra meningen i paragrafens 2 mom. foreslés bestimmelser om det utlatandeforfarande
som tillimpas om en sakkunnig som utndmnts av FINAS é&r teknisk sakkunnig vid ett
ackrediteringsforfarande 1 stillet for dataombudsmannen. I ett sddant fall ska
dataombudsmannen fore beviljandet av ackreditering ges tillfdlle att uttala sig om uppfyllandet
av de forutsdttningar som géller dataskydd och som avses i artikel 43.2 och 43.3 i
dataskyddsforordningen. Det dr &ndamalsenligt att dataombudsmannens uttalande i sddana fall
bara giller huruvida fOrutsittningarna i1 dataskyddsforordningen uppfylls i friga om
dataskyddet. FINAS bedomer i sin tur huruvida de mer allménna kraven, sdsom kraven pé
ledningssystemet, uppfylls. Syftet med regleringen &r att sékerstilla en jimlik behandling av
dem som ansoker om ackreditering ocksa i fall dir dataombudsmannen av resursskél inte har
mojlighet att vara teknisk sakkunnig vid ackrediteringsforfarandet. Den som utfor den tekniska
bedomningen dr dock i enlighet med 2 mom. 1 meningen i forsta hand en foretrddare for
dataombudsmannen.

Ackrediteringsorganets kravstandard ISO/IEC 17011:2017 forutsétter att ackrediteringsorganet
utser en bedomningsgrupp for ackrediteringsforfarandet, dér det finns en beddmningsledare och
ett behovligt antal tekniska bedomare eller tekniska sakkunniga eller bada dessa. FINAS har pa
det sitt som standarden krdver dokumenterade fOrfaranden for dokumentering av
kompetenskraven och prestationsbedomningen for dem som deltar i bedomnings- och
ackrediteringsverksamheten. FINAS beddmningsledare &r tjénstemédn och handlar under
tjdnsteansvar. Standarden ISO/IEC 17011:2017 forutsétter dock inte att de tekniska bedomarna
och tekniska sakkunniga ska vara anstéllda vid det nationella ackrediteringsorganet. FINAS kan
alltsd vid bedomningen av fOrutsdttningarna for den ackreditering som avses i
dataskyddsforordningen anvidnda ocksd utomstidende sakkunniga som &r ojdviga och har

47



tillracklig kompetens och tillrdckliga kunskaper och fardigheter for uppgiften. FINAS fattar
beslut om de sakkunnigas lamplighet och de sakkunniga forbinder sig dessutom genom avtal att
iaktta kraven i forvaltningslagen (434/2003) samt bestimmelserna om sekretess, tystnadsplikt
och forbud mot utnyttjande i lagen om offentlighet i myndigheternas verksamhet (621/1999).

Till 6vriga delar tillimpas vid ackrediteringsforfarandet vad som i dataskyddsforordningen,
ackrediteringsférordningen och ackrediteringslagen samt forvaltningslagen foreskrivs om
forvaltningsforfarandet, forutsédttningarna for ackreditering samt uppfoljning, pafoljder och
andringssokande som hénfor sig till ackreditering.

Enligt det foreslagna 3 mom. ska det nationella ackrediteringsorganet bestimma och ta ut
avgifter till staten for de kostnader som foranletts av ackrediteringen. Det nationella
ackrediteringsorganet ska i enlighet med ackrediteringsforordningen och ISO/IEC 17011-
standarden vara en sjilvstindig och oberoende enhet i sin moderorganisation, &ven nir det géller
faststdllande av avgifter. Priset pd det sakkunnigarbete som krdvs for behandlingen av en
ackrediteringsansokan bestdms med stdd av de vid respektive tidpunkt gillande férordningarna
om Sakerhets- och kemikalieverkets och dataombudsmannens byrds avgiftsbelagda
prestationer. FINAS ska till dataombudsmannen redovisa ersittningen for kostnaderna for det
arbete som utforts av de tekniska sakkunniga som deltagit i ett ackrediteringsforfarande och
eventuella resekostnader och andra kostnader, till exempel dagpenningar.

7.2 Lagen om bostadsaktiebolag
2 kap. Aktier

15 §. Aktiebokens offentlighet. 1 paragrafen foreskrivs det att var och en har ritt att ta del av
aktieboken och att fa kopior av aktieboken eller av en del av den. Enligt 4 mom. i paragrafen
far Lantmateriverket till en aktiedgare ldmna ut uppgifter i aktieboken med hjélp av en teknisk
anslutning. Det foreslds att 4 mom. dndras s att begreppet teknisk anslutning ersétts med
begreppen elektronisk forbindelse i enlighet med informationshanteringslagen. Syftet med
forslaget ar att sékerstélla att uppgifterna i aktieboken éven i fortsittningen kan ldmnas ut till
aktiefigare med hjélp av en elektronisk forbindelse.

7.3 Lagen om stimningsmin

4 a §. Rdtt att fa kontaktinformation. 1 paragrafen foreskrivs det att stimningsmén och andra
som har rétt att verkstilla delgivning har ritt att f& kontaktuppgifter utan kostnad och trots
sekretessbestimmelserna. I 2 mom. foreskrivs det om forfarandet for utlimnande av uppgifter.
Det foreslas att den forsta meningen i 2 mom. adndras sé att begreppen teknisk anslutning och
dataméingd ersitts. | stéllet anvinds i forslaget lamnande av uppgifter via ett tekniskt granssnitt
eller en elektronisk forbindelse. Den forsta meningen i 2 mom. behdver bevaras for tydlighetens
skull, sdrskilt med beaktande av den andra meningen i 2 mom., dir det foreskrivs om den
ersittning som staten betalar for kostnaderna for uppréttandet och underhallet av ett tekniskt
granssnitt eller en elektronisk forbindelse. P4 motsvarande sétt foreslas det att den andra
meningen i 2 mom. dndras s att dir hdnvisas till tekniskt grianssnitt och elektronisk férbindelse
i stéllet for teknisk anslutning. Det foreslas att den tredje meningen i 2 mom. dndras sé att
omniamnandet av dataméngd och teknisk anslutning stryks dar.

7.4 Lagen om registret 6ver djurhallningsforbud

4 §. Utlimnande av uppgifter ur registret med hjilp av teknisk anslutning. 1 paragrafen
foreskrivs det om utlimnande av uppgifter ur registret dver djurhallningsforbud. Det foreslas
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att de foraldrade forfattningshénvisningarna uppdateras i I mom. 1 och 4 punkten.
Djurskyddslagen (247/1996) har upphévts, och for nirvarande tillimpas i stillet lagen om
djurvilfard (693/2023). P4 motsvarande sitt ska forfattningshénvisningen till lagen om
landsbygdsniaringsforvaltningens informationssystem (284/2008) uppdateras, eftersom den
tillimpliga lagen for nirvarande ar lagen om livsmedelsforvaltningens informationsresurs
(560/2021). Det foreslas att 2 mom. dndras sé att begreppet teknisk anslutning ersitts med
begreppen  tekniskt  grésnitt och  elektronisk  forbindelse 1  enlighet med
informationshanteringslagen. Samtidigt foreslas det att paragrafens rubrik dndras genom att den
foréldrade hénvisningen till teknisk anslutning stryks.

7.5 Lagen om konkurs- och foretagssaneringsregistret

9 §. Uppgifternas offentlighet och utlimnande av uppgifter. 1 paragrafen foreskrivs det om
offentlighet i frdga om uppgifter ur konkurs- och féretagssaneringsregistret och om de sitt péd
vilka uppgifterna far ldmnas ut. Det foreslas att 2 mom. andras sé att begreppet teknisk
anslutning byts ut. I stillet anvénds i forslaget lamnande av uppglfter via ett tekniskt granssmtt
eller en elektronisk forbindelse. Sddant annat massutlimnande” som ndmns i momentet ir inte
detsamma som sokning av uppgifter pd stora grupper i ett allmédnt datanit, till vilket
grundlagsutskottet i sin utldtandepraxis har forhallit sig negativt (se till exempel GrUU 82/2022
rd, GrUU 2/2018 rd, GrUU 17/2018 rd, GrUU 17/2019 rd).

10 §. Avgifter. 1 paragrafen foreskrivs det att anvéndningen av registret via det allménna
datanétet och lamnandet av uppgifter till myndigheterna &r avgiftsfritt, men for uppgifter som
lamnas via en teknisk anslutning eller som annat massutlimnande tas det ut en avgift. Det
foreslas att 2 mom. dndras sa att begreppet teknisk anslutning byts ut. I stdllet anvédnds i forslaget
lamnande av uppgifter via ett tekniskt grénssnitt eller en elektronisk forbindelse.

7.6 Lagen om néringsforbud

21 §. Register. 1 paragrafen foreskrivs det om réittsregistercentralens skyldighet att fora ett for
allmént bruk avsett register vars syfte ar att tillgodose offentligheten nér det giller ndringsforbud
samt efterlevnaden och kontrollen av forbuden. I 2 mom. foreskrivs det om forfarandena for
utlimnande av uppgifter. Det foreslas att momentets andra och tredje mening adndras sé att
omnamnandena av teknisk anslutning ersétts med begreppen tekniskt granssnitt och elektronisk
forbindelse i enlighet med informationshanteringslagen.

7.7 Lagen om skuldsaneringsregistret

8 §. Uppgifternas offentlighet och utlimnande av uppgifter. 1 paragrafen foreskrivs det att
uppgifterna i skuldsaneringsregistret dr offentliga och att var och en har rtt att fa uppgifter och
utdrag ur registret. I 3 mom. foreskrivs det om forfarandet for utlimnande av uppgifter. Det
foreslés att den forsta meningen i 3 mom. dndras genom att begreppet teknisk anslutning byts
ut. I stillet anvdnds i forslaget ldmnande av uppgifter via ett tekniskt granssnitt eller en
elektronisk forbindelse. S&dant “annat massutlimnande” som ndmns i momentet &r inte
detsamma som sOkning av uppgifter pad stora grupper i ett allmint datandt, till vilket
grundlagsutskottet i sin utldtandepraxis har forhallit sig negativt (se till exempel GrUU 82/2022
rd, GrUU 2/2018 rd, GrUU 17/2018 rd, GrUU 17/2019 rd). Det foreslas att momentets andra
mening dndras sé att det foraldrade begreppet teknisk anslutning ersitts med begreppen tekniskt
granssnitt och elektronisk forbindelse i enlighet med informationshanteringslagen.

9 §. Avgifter. I paragrafen foreskrivs det att utdrag ur skuldsaneringsregistret och anvédndningen
av informationen i skuldsaneringsregistret via det allménna datanétet &r avgiftsfria. Det foreslas
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att 2 mom. dndras sé att begreppet teknisk anslutning byts ut. I stillet anvéinds i forslaget
lamnande av uppgifter via ett tekniskt grinssnitt eller en elektronisk forbindelse.

7.8 Straffregisterlagen

4 a §. | paragrafen foreskrivs det om &drenden dér uppgifter om personer far ldmnas ur
straffregistret till finska myndigheter. Det foreslés att den foraldrade forfattningshénvisningen
uppdateras i / mom. I punkten. Hénvisningen till den upphédvda utlinningslagen (378/1991)
foreslas bli uppdaterad sd att den motsvarar den for nirvarande tillimpliga utlinningslagen
(301/2004).

5 §. I paragrafen foreskrivs det om utlimnande av uppgifter ur straffregistret i form av
straffregisterutdrag. Det foreslas att 2 mom. dndras genom att begreppen teknisk anslutning och
maskinldsbar form byts ut. I stéllet anvinds i forslaget limnande av uppgifter via ett tekniskt
granssnitt eller en elektronisk forbindelse.

7.9 Stiftelselagen
14 kap. Tillsyn over stiftelser

8 §. Erhallande av uppgifter fran andra myndigheter. 1 paragrafen foreskrivs det om
registermyndighetens ritt att av myndigheter och andra som skoter offentliga uppdrag begira
uppgifter som ar nddvandiga for tillsynen dver stiftelser. Det foreslas att den sista meningen i
paragrafen som innehaller en sirskild bestimmelse om utlimnande av uppgifter via en teknisk
anslutning stryks. Allmédnna bestimmelser om de sétt pd vilka uppgifter far ldmnas ut finns i
informationshanteringslagen.

7.10 Foreningslagen

47 §. Foreningsregistret och personuppgifisansvarig. 1 paragrafen foreskrivs det om
personuppgiftsansvariga och om att var och en har ritt att fa uppgifter, utdrag och intyg fran
foreningsregistret och de dartill horande handlingarna. Det foreslés att 2 mom. uppdateras sa att
det motsvarar offentlighets- och informationshanteringslagstiftningen. Det foreslas att
momentet dndras sd att i den andra meningen stryks hanvisningen till utskrifter, tekniska
anslutningar och andra former av elektroniskt utlimnande pa vilka tillimpas vad som i 16 § 3
mom. i offentlighetslagen foreskrivs om utlimnande av personuppgifter ur registret samt vad
som i informationshanteringslagen foreskrivs om elektroniska sétt att ldmna ut uppgifter.
Momentet behdver dock bevaras, eftersom 24 § 2 mom. i informationshanteringslagen
forutsétter att det foreskrivs sirskilt om utlimnande av information i annat elektroniskt format
och som informationstjénst till allminheten via en elektronisk forbindelse. I dvrigt finns
bestimmelser om sétt att elektroniskt ldmna ut uppgifter mellan myndigheter och till andra dn
myndigheter i 22-24 § i informationshanteringslagen. Momentet gor det mojligt att soka
personuppgifter via ett allmidnt datandt endast som enskilda sdkningar, pa det sétt som
grundlagsutskottet forutsitter (se till exempel GrUU 82/2022 rd, GrUU 2/2018 rd, GrUU
17/2018 rd, GrUU 17/2019 rd).

7.11 Foretagsinteckningslagen

16 §. Handldggning av foretagsinteckningar och  personuppgifisansvarig — for

foretagsinteckningsregistret. 1 1 mom. i paragrafen foreslas en teknisk &dndring sa att Patent- och
registerstyrelsens namn korrigeras sé att det borjar med stor bokstav. Det foreslas inga dndringar
1 momentets innehall.
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I 2 mom. i paragrafen gérs en teknisk &ndring sd att momentet motsvarar definitionen av
”personuppgiftsansvarig” i artikel 4.7 i dataskyddsforordningen. Enligt det foreslagna
momentet ar Patent- och registerstyrelsen personuppglftsansvarlg for
foretagsinteckningsregistret. Dessutom foreslas det att paragrafens rubrik dndras sa att den
motsvarar paragrafens innehdll. Det 4dr mojligt att utfirda bestimmelser om den
personuppgiftsansvarige i enlighet med det nationella handlingsutrymme som artikel 4.7 i
dataskyddsforordningen medger. Den foreslagna tekniska dndringen behdvs for att regleringen
ska vara tydlig och med tanke pa den registrerades réttsskydd.

25 §. Anteckningar i foretagsinteckningsregistret. 1 paragrafen foreskrivs det om
informationsinnehallet i foretagsinteckningsregistret och om ett bemyndigande att utfiarda
forordning. I 1 mom. fOreskrivs det om de wuppgifter som antecknas i
foretagsinteckningsregistret. Enligt 2 mom. kan dven andra uppgifter antecknas i registret, enligt
vad som stadgas genom forordning. Det foresls inga dndringar i 1 och 2 mom.

Enligt forslaget ska ett nytt 3 mom. fogas till paragrafen dir det foreskrivs om de personuppgifter
som ska antecknas 1 foretagsinteckningsregistret. De uppgifter som antecknas i
foretagsinteckningsregistret géller i huvudsak nar1ngs1dkare Uppgifterna i registret kan dock
innehélla ocksé personuppgifter, i synnerhet nér det ar frdga om enskilda néringsidkare som ar
fysiska personer som bedriver niringsverksamhet. Enligt det foreslagna nya 3 mom. antecknas
1 foretagsinteckningsregistret som personuppgifter en fysisk persons namn, personbeteckning,
hemkommun och medborgarskap. Om en person inte har en finsk personbeteckning, antecknas
personens fodelsetid i registret. For personer bosatta utomlands antecknas i registret hemadress
1 stdllet for hemkommun.

Den rittsliga grunden for behandling av personuppgifter enligt det foreslagna nya 3 mom. ar
artikel 6.1 ¢ 1 dataskyddsforordningen (rdttslig forpliktelse som &vilar den
personuppgiftsansvarige). Enligt 16 § 1 foretagsinteckningslagen har Patent- och
registerstyrelsen 1 uppgift att fora ett foretagsinteckningsregister och goéra anteckningar i
registret i enlighet med 25 § i lagen. De bestammelser som foreslés baserar sig pa det nationella
handlingsutrymme som artikel 6.2 och 6.3 i dataskyddsforordningen medger. Enligt 10 § 1
mom. i grundlagen utfirdas ndrmare bestimmelser om skydd for personuppgifter genom lag.
Enligt 80 § 2 mom. i grundlagen ska bestimmelser om grunderna for individens réttigheter och
skyldigheter samt om fragor som enligt grundlagen i 6vrigt hor till omradet for lag utfirdas
genom lag. Med beaktande av det som nidmnts ovan anses det vara behovligt att det i
foretagsinteckningslagen foreskrivs om vilka personuppgifter som ska antecknas i
foretagsinteckningsregistret. [ foretagsinteckningsregistret antecknas inte i artikel 9 eller 10 i
dataskyddsforordningen avsedda eller andra i konstitutionellt hidnseende kénsliga
personuppgifter.

26 §. Rdttelse av felaktigt avgorande och oriktig registeranteckning. Paragrafen innehaller
bestimmelser om réttelse av ett felaktigt avgdrande i ett foretagsinteckningsdrende samt av en
oriktig uppgift i foretagsinteckningsregistret i enlighet med bestimmelserna i férvaltningslagen
(434/2003). Paragrafen utesluter inte att personuppgifter rattas med stod av forvaltningslagen.
Det foreslas att paragrafen till denna del kompletteras sé att det av den tydligt framgar att det
ocksa i1 dataskyddsforordningen finns bestimmelser om réttelse och radering av felaktiga
personuppgifter. Den foreslagna informativa hinvisningen till dataskyddsférordningen behdvs
for att fortydliga att dataskyddsforordningen alltid &r direkt tillimplig pé réttelse av
personuppgifter. Pa rittelse av andra fel tillimpas forvaltningslagen.

35 §. Uppgifter och bevis pa grundval av foretagsinteckningsregistret. 1 paragrafen foreskrivs
det om uppgifter och bevis som ska ldmnas pé grundval av foretagsinteckningsregistret.
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Foretagsinteckningsregistret dr offentligt och enligt det géllande 1 mom. har var och en rétt att
fa uppgifter om anteckningarna i foretagsinteckningsregistret och dartill hérande handlingar.

Bestaimmelserna i foretagsinteckningslagen har utfardats innan offentlighetslagen tradde i kraft,
och dirfor har man inte i lagen beaktat offentlighetslagens bestimmelser om utlimnande av
personuppgifter ur en myndighets personregister. Offentlighetslagen tillimpas dock pé
foretagsinteckningsregistret. Enligt 16 § 3 mom. i offentlighetslagen far personuppgifter ur en
myndighets personregister, om inte ndgot annat sérskilt bestdms i lag, limnas ut i form av en
kopia eller en utskrift eller i elektronisk form om mottagaren enligt bestimmelserna om skydd
for personuppgifter har rdtt att registrera och anvidnda sddana personuppgifter. For
direktmarknadsforing och for opinions- eller marknadsundersokningar far personuppgifter dock
lamnas ut endast om det sérskilt foreskrivs eller om den registrerade har samtyckt till detta.
Syftet med de dndringar som foreslas i propositionen &r att sékerstélla att uppgifterna i
foretagsinteckningsregistret ocksa i fortsittningen i regel ar offentliga, med undantag for
personbeteckningars slutled och en utomlands bosatt persons hemadress.

Det foreslas att det till 1 mom. fogas en andra mening, enligt vilken Patent- och registerstyrelsen
trots vad som foreskrivs i 16 § 3 mom. i offentlighetslagen ur foretagsinteckningsregistret far
lamna ut uppgifter om fysiska personers namn, fodelsetid, medborgarskap, hemkommun och
for utomlands bosatta personer bosittningsland i form av utskrifter eller via ett tekniskt
granssnitt eller en elektronisk forbindelse, eller pa nagot annat sitt 1dmna ut eller géra uppgifter
allmént tillgéngliga via ett elektroniskt datanit.

Paragrafens struktur foreslas bli dndrad pé sa sitt att det nuvarande 2 mom. flyttas till slutet av
paragrafen som ett nytt 3 mom. Det foreslas inga &ndringar i momentets innehall. Det é&r till
denna del fraga om en teknisk @ndring.

Paragrafens 2 mom. preciserar det foreslagna 1 mom. om utlimnande av uppgifter ur
foretagsinteckningsregistret. Enligt den forsta meningen i det foreslagna 2 mom. far Patent- och
registerstyrelsen ldmna ut 1 fOretagsinteckningsregistret inforda uppgifter om
personbeteckningens slutled och en utomlands bosatt fysisk persons hemadress endast om
mottagaren har en sddan grund for behandling av uppgifter som avses i 29 § i dataskyddslagen
(1050/2018). Enligt den andra meningen i det foreslagna momentet far sdidana uppgifter ocksa
pa det sitt som foreskrivs i 1 mom. ldmnas ut elektroniskt i ett krypterat eller pa annat sétt
skyddat format. I den sista meningen i det foreslagna momentet foreskrivs det om en ytterligare
forutsattning enligt vilken den som begér uppgifterna av Patent- och registerstyrelsen ska lamna
en redogorelse for att uppgifterna skyddas pa behorigt sitt.

De éndringar som foOreslds i paragrafen motsvarar den reviderade handelsregisterlagen
(564/2023), dar det i 2 § foreskrivs om handelsregistrets offentlighet och utlimnande av
uppgifter.

Till den del det i forslaget ar fraga om utlimnande av personuppgifter och sétten for utlimnandet
dr det i de foreslagna dndringarna friga om det nationella handlingsutrymme som ingar i artikel
6.2 och 6.3 i dataskyddsfoérordningen. Den réttsliga grunden for behandlingen &r artikel 6.1 c i
dataskyddsforordningen. Syftet med de foreslagna dndringarna ar att klargéra hur
personuppgifter fir Ildmnas ut ur foretagsinteckningsregistret och att klargdra
foretagsinteckningslagens forhallande till offentlighetslagen. Forslagen beddms vara
proportionella och forenliga med det allméinna intresset pd det sitt som forutsitts i artikel 6.3 i
dataskyddsforordningen, eftersom éndringarna sékerstiller att den som tar emot uppgifterna har
rétt att behandla vissa personuppgifter och ocksa stiller ytterligare villkor for att sékerstélla att
uppgifterna skyddas pa behorigt satt.
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8 Ikrafttridande
Lagarna foreslas trida i kraft den 1 september 2026.
9 Forhallande till andra propositioner

Propositionen har samband med justitieministeriets pagéende lagstiftningsprojekt for en
justering av lagen om bostadsaktiebolag (OM119:00/2023). I det projektet ar syftet att dndra 2
kap. 15 § 3 mom. i lagen om bostadsaktiebolag.

10 Forhallande till grundlagen samt lagstiftningsordning

Skydd for personuppgifter och anvindning av handlingsutrymmet enligt
dataskyddsférordningen

Lagforslag 1 och 11 i denna proposition dr av betydelse med tanke pa det skydd for
personuppgifter och for privatlivet som garanteras i 10 § i grundlagen. Enligt 10 § 1 mom. i
grundlagen utfirdas nirmare bestdmmelser om skydd for personuppgifter genom lag.
Grundlagsutskottet har av hidvd ansett det vara viktigt med tanke pa skyddet for personuppgifter
att reglera atminstone registreringens syfte, innehallet i de registrerade personuppgifterna,
tilldtna anvéindningsédndamal, inbegripet rétten att limna ut uppgifterna, och bevaringstiden for
uppgifterna i personregister samt den registrerades rattsskydd (GrUU 25/1998 rd). Det har
dessutom krévts att regleringen av dessa omsténdigheter pa lagniva ska vara heltickande och
detaljerad.

Skyddet enligt 10 § i grundlagen kompletteras av skyddet for privatlivet enligt artikel 8 i
konventionen om skydd for de ménskliga réttigheterna och de grundliggande friheterna
(Europakonventionen) samt av respekten for privatlivet enligt artikel 7 i Europeiska unionens
stadga om de grundldggande réttigheterna och av skyddet av personuppgifter enligt artikel 8 i
samma stadga. Enligt artikel 52.1 i stadgan ska varje begriansning i utdvandet av de réttigheter
och friheter som erkdnns i stadgan vara foreskriven i lag och forenlig med det vésentliga
innehéllet 1 dessa rattigheter och friheter. Begridnsningar far, med beaktande av
proportionalitetsprincipen, endast goéras om de dr nddvéndiga och faktiskt svarar mot mal av
allmént samhillsintresse som erkénns av unionen eller behovet av skydd for andra ménniskors
rattigheter och friheter. I artikel 52.3 1 stadgan foreskrivs att i den méan som stadgan omfattar
rattigheter som motsvarar sddana som garanteras av Europakonventionen ska de ha samma
innebord och rickvidd som i konventionen. EU-domstolens domar bestimmer det centrala
innehéllet 1 skyddet for privatlivet och personuppgifter i dessa avseenden. Dessutom har artikel
8 1 Europakonventionen i Europadomstolens réttspraxis ansetts tdcka dven skyddet for
personuppgifter.

Grundlagsutskottet har konstaterat att dataskyddsforordningen &r en EU-rdttsakt som till alla
delar &r forpliktande och direkt tillamplig lagstiftning i samtliga medlemsstater. Enligt
Europeiska unionens domstols etablerade réttspraxis har unionslagstiftningen foretrade framfor
nationell rétt i dverensstimmelse med de villkor som faststéllts i denna réttspraxis (GrUU
1/2018 rd). Grundlagsutskottet har ocksa konstaterat att det inte ingér i dess konstitutionella
uppdrag att beddma den nationella genomforandelagstiftningen med avseende p& den materiella
EU-rdtten (se till exempel GrUU 31/2017 rd, s. 4). Utskottet har emellertid kommenterat
forhallandet mellan unionslagstiftningen och den nationella lagstiftningen. Enligt utskottets
tolkningspraxis &r det viktigt att det, i den man som EU-lagstiftningen kraver reglering pa det
nationella planet eller mojliggdr sadan, tas hdnsyn till de krav som de grundldggande fri- och
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rattigheterna och de minskliga rittigheterna stiller nir det nationella handlingsutrymmet
utnyttjas (se GrUU 25/2005 rd). Utskottet har darfor framhallit att det i regeringens
propositioner finns anledning att sirskilt i friga om bestimmelser som &r av betydelse med
hinsyn till de grundldggande fri- och réttigheterna tydligt klargéra ramarna for det nationella
handlingsutrymmet (GrUU 26/2017 rd, s. 42, GrUU 2/2017 rd, s. 2, GrUU 44/2016 rd, s. 4).

Enligt grundlagsutskottet ska tyngdpunkten i en konstitutionell bedomning av skyddet for
personuppgifter ligga pd en innehéllslig analys av bestimmelserna om skyddet och
behandlingen av personuppgifter. Det relevanta i en konstitutionell analys av anvindningen av
det nationella handlingsutrymmet &r dels de innehdllsliga krav som stills av skyddet for
privatlivet och personuppgifter, dels relationen mellan skyddet for &vriga
informationsrelaterade grundldggande fri- och réttigheter och skyddet for privatlivet och
personuppgifter. Dessutom finns det konstitutionella frdgor relaterade exempelvis till
garantierna for réttssdkerhet och god forvaltning, som kraver nationell lagstiftning (se GrUU
14/2018 rd, s. 7). Grundlagsutskottet understryker vidare att skyddet for privatlivet och
personuppgifter inte har foretrdde framfor andra grundlaggande fri- och rattigheter (se GrUU
14/2018 rd, s. 8). Bedomningen gar ut pé att samordna och avviga tva eller flera bestimmelser
om de grundlidggande fri- och rittigheterna (se till exempel GrUU 54/2014 rd, s. 2/1I, GrUU
10/2014 rd, s. 4/11). Utskottet har sérskilt lyft fram balansen mellan handlingars offentlighet och
skyddet for personuppgifter (GrUU 22/2008 rd, s. 4).

Grundlagsutskottet har i ett utlitande om lagstiftning som kompletterar dataskyddsforordningen
sett det som motiverat att justera sin tidigare stdndpunkt i fraga om lagstiftningen om skyddet
for personuppgifter péd vissa punkter. Utskottet anser att dataskyddsforordningens detaljerade
bestimmelser, som tolkas och tillimpas i enlighet med de rattigheter som garanteras i EU:s
stadga om de grundldggande réttigheterna, 6verlag utgor en tillracklig rattslig grund dven med
avseende pa skyddet for privatlivet och personuppgifter enligt 10 § i grundlagen. Korrekt
tolkade och tillimpade svarar bestimmelserna i allminna dataskyddsférordningen enligt
utskottets uppfattning ocksd den niva pa skyddet for personuppgifter som bestdms utifran
Europakonventionen. Det dr ddrmed inte ldngre av konstitutionella skél nodvéndigt att
speciallagstiftningen inom allménna dataskyddsforordningens tillimpningsomrade heltdckande
och detaljerat foreskriver om behandling av personuppgifter. 1 stéllet bor skyddet for
personuppgifter hirefter i forsta hand tillgodoses med stéd av dataskyddsférordningen och den
nya nationella allménna lagstiftningen. (GrUU 14/2018 rd, s. 4).

Grundlagsutskottet anser ocksé att vi med tanke pa tydligheten bor forhélla oss restriktivt nér
det giller att infora nationell speciallagstiftning. Sddan lagstiftning bor vara avgrénsad till
nodvindiga bestimmelser inom ramen fOor det nationella handlingsutrymme som
dataskyddsforordningen medger. Enligt grundlagsutskottet dr det dock klart att behovet av
speciallagstiftning 1 enlighet med det riskbaserade synsdtt som ocksd krivs i
dataskyddsforordningen méste bedomas utifran de hot och risker som behandlingen av
personuppgifter orsakar. Ju storre risk fysiska personers réttigheter och friheter utsétts for pa
grund av behandlingen, desto mer motiverat dr det med mer detaljerade bestimmelser. Denna
omsténdighet dr av sdrskild betydelse nér det géller behandling av kénsliga uppgifter. (GrUU
14/2018 rd, s. 5).

Grundlagsutskottet har didremot ocksd papekat att bestimmelserna om behandling av
personuppgifter dr tungrodda och komplicerade (se till exempel GrUU 31/2017 rd, s. 4, och
GrUU 71/2014 rd, s. 3). Utskottet vill dérfor pdminna om att kraven pa rickvidd for, exakthet
hos och noggrann avgriansning av bestimmelser om skyddet for personuppgifter till vissa delar
kan uppfyllas genom en allmidn nationell lag utanfor tillimpningsomradet f{or
dataskyddsforordningen (se dven GrUU 14/2018 rd, s. 67, GrUU 31/2017 rd, s. 3—4, GrUU
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5/2017 rd, s. 9, GrUU 38/2016 rd, s. 3-4). Aven i samband med behandlingen av
dataskyddslagen avseende brottmél papekade grundlagsutskottet att det i princip inte ingar i
dess konstitutionella uppdrag att bedoma den nationella genomférandelagstiftningen med
avseende pa den materiella EU-rétten (se till exempel GrUU 31/2017 rd, s. 4). Men utskottet
lagger fortfarande vikt vid att det i den man som EU-lagstiftningen kriver reglering pa det
nationella planet eller mojliggér saddan tas hénsyn till de krav som de grundldggande fri- och
rattigheterna och de minskliga rittigheterna stiller nir det nationella handlingsutrymmet
utnyttjas (se till exempel GrUU 1/2018 rd, GrUU 25/2005 rd). Utskottet har framhéllit att det i
regeringens propositioner finns anledning att sérskilt i friga om bestimmelser som &ar av
betydelse med hansyn till de grundldggande fri- och rittigheterna tydligt klargdra ramarna for
det nationella handlingsutrymmet (GrUU 1/2018 rd, s. 3, GrUU 26/2017 rd, s. 42, GrUU 2/2017
rd, s. 2, GrUU 44/2016 rd, s. 4). Grundlagsutskottet har ytterligare preciserat sina riktlinjer inom
tillimpningsomradet for dataskyddslagen avseende brottméal och bland annat uppmérksammat
behovet av bestimmelser som preciserar den allménna lagen (GrUU 51/2018 rd och GrUU
52/2018 rd).

I lagforslag 1 och 11 i propositionen har man beaktat de krav som grundlagen och
dataskyddslagstiftningen  stiller samt det nationella  handlingsutrymme  som
dataskyddsforordningen medger. Sarskild uppmérksamhet har i friga om lagforslag 1 dgnats &t
sdrskilda kategorier av personuppgifter enligt artikel 9.1 i dataskyddsforordningen och
behandlingen av uppgifter som ror fillande domar i brottmal samt lagdvertriddelser som
innefattar brott enligt artikel 10 forordningen, och regleringens exakthet och noggranna
avgransning har bedomts i forhallande till dataskyddsforordningen och de konstitutionella
kraven. I och med de foreslagna preciseringarna bedoms lagforslag 1 och 11 uppfylla de krav
som foljer av 10 § i grundlagen, i enlighet med grundlagsutskottets justerade tolkning och vad
som foreskrivs i dataskyddsfoérordningen.

En noggrannare redogoérelse for anvéindningen av det nationella handlingsutrymmet finns ovan
1 avsnittet om beddmning av nuléget samt i specialmotiveringen till lagforslag 1 och 11 (se
avsnitten 2.4.1 och 7.1).

Kdnsliga personuppgifter

Grundlagsutskottet har bedomt behandlingen av kénsliga uppgifter med utgédngspunkt i att
inskridnkningar i skyddet for privatlivet i det aktuella lagstiftningssammanhanget ska bedémas
utifrdn de allménna villkoren for inskrdnkningar av de grundldggande fri- och rittigheterna (se
GrUU 42/2016 rd, s. 2-3 och de hédnvisningar till andra utldtanden som finns dér). Det har varit
av Dbetydelse att grundlagsutskottets etablerade praxis har wvarit att lagstiftarens
handlingsutrymme vid utfirdandet av bestdmmelser om behandling av personuppgifter i
synnerhet begréinsas av att skyddet for personuppgifter delvis ingér i skyddet for privatlivet som
tryggas i samma moment i 10 § i grundlagen. Lagstiftaren ska tillgodose denna rétt pé ett sétt
som kan anses godtagbart med tanke pa systemet med de grundldggande fri- och rittigheterna
som helhet. Utskottet har darfor ansett att tillaitande av behandling av sarskilt kénsliga uppgifter
berdr sjélva kdrnan i skyddet for personuppgifter som hor till privatlivet (GrUU 37/2013 rd,
s.2/11), vilket har inneburit att till exempel inrdttandet av register med sddana uppgifter maste
beddmas mot villkoren for inskrdnkningar i de grundlaggande fri- och rattigheterna, i synnerhet
lagstiftningens acceptabilitet och proportionalitet (GrUU 29/2016 rd s. 4-5, och till exempel
GrUU 21/2012 rd, GrUU 47/2010 rd och GrUU 14/2009 rd).

Grundlagsutskottet har lyft fram riskerna med behandlingen av kdnsliga uppgifter. Utskottet
anser att omfattande databaser med kénsliga uppgifter medfor allvarliga risker for
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informationssdkerheten och missbruk av uppgifter. Riskerna kan i sista hand utgora ett hot mot
personers identitet (GrUU 13/2016 rd, s. 4, GrUU 14/2009 rd, s. 3/I). Aven enligt
dataskyddsforordningen ska personuppgifter som till sin natur ar sirskilt kinsliga med hiansyn
till grundldggande réttigheter och friheter atnjuta sérskilt skydd, eftersom behandling av sddana
uppgifter kan innebédra betydande risker for de grundliggande rittigheterna och friheterna.
Utskottet har av denna orsak sidrskilt papekat att det bor finnas exakta och noga avgrénsade
bestimmelser om att det &r tillatet att behandla kénsliga uppgifter bara om det &r absolut
nodvéndigt (se till exempel GrUU 3/2017 rd). En sddan avgridnsning har i utskottets senare
praxis ansetts vara en fraga som har betydelse for lagstiftningsordningen (se till exempel GrUU
15/2018 rd, s. 40).

Aven om begreppet kénsliga uppgifter for tydlighetens skull ska undvikas i den nationella
lagstiftningen till foljd av att dataskyddsforordningen har bdrjat tillimpas och begreppet
sdrskilda kategorier av personuppgifter anvands i artikel 9 i1 forordningen (se dven GrUU
14/2018 rd), menar grundlagsutskottet att det fortfarande 4r motiverat att i konstitutionellt
hinseende beskriva vissa grupper av personuppgifter uttryckligen som kansliga (GrUU 15/2018
rd). Med sddana avses en miangd uppgifter som omfattar mer dn enbart sirskilda kategorier av
personuppgifter och personuppgifter som ror fillande domar i brottmal samt lagovertradelser
som innefattar brott enligt dataskyddsfoérordningen. Enligt utskottet beror tillatelse att behandla
kénsliga uppgifter sjélva kdrnan i skyddet for personuppgifter som hor till privatlivet (se till
exempel GrUU 37/2013 rd). Behandlingen av sddana uppgifter kan leda till ett accentuerat
behov att skydda personuppgifter fran missbruk (se ocksda GrUU 33/2016, s. 4).
Grundlagsutskottet har uttryckligen konstaterat att uppgifter om en persons hilsotillstdnd eller
sjukdom och uppgifter om en pafdljd for brott dr sddana héir kédnsliga uppgifter och fist sérskild
uppmérksamhet vid att det bor finnas exakta och noga avgridnsade bestimmelser om att det &r
tillatet att behandla kénsliga uppgifter om brott och hélsouppgifter bara om det dr nddviandigt
(se GrUU 3/2017 rd; se ocksa GrUU 17/2018 rd).

I propositionen foreslas det att dataskyddslagens bestimmelser om personuppgifter som hor till
sarskilda kategorier av personuppgifter samt personuppgifter som ror fillande domar i brottmal
samt lagovertradelser som innefattar brott ska preciseras sé att de motsvarar de krav som foljer
av 10 § i grundlagen, i enlighet med det som grundlagsutskottet i sin utldtandepraxis har bedomt
i fraga om de kraven. Det foreslas ocksa preciseringar som ska motsvara kraven i artikel 8 i
EU:s stadga om de grundliggande rattigheterna, i enlighet med hur de kraven preciseras i
dataskyddsforordningen. Enligt skél 51 i dataskyddsforordningen bor personuppgifter som till
sin natur &r sérskilt kédnsliga med hénsyn till grundlédggande réttigheter och friheter &tnjuta
sérskilt skydd, eftersom behandling av sddana uppgifter kan innebéra betydande risker for de
grundldggande réttigheterna och friheterna. I artiklarna 9 och 10 i forordningen foreskrivs det
om sérskilda villkor for behandling av uppgifter som hor till sdrskilda kategorier av
personuppgifter och personuppgifter som ror fillande domar i brottmal samt lagovertradelser
som innefattar brott.

Enligt grundlagsutskottet dr det skil att genom exakta och noggrant avgrinsade bestimmelser
ytterligare begrdnsa behandlingen av kénsliga uppgifter till vad som ar nédvéndigt, och utskottet
har ansett att fragan har betydelse for lagstiftningsordningen. I de &ndringar som foreslas i 6 och
7 § 1 dataskyddslagen har man framfor allt strdvat efter att sikerstélla att behandlingen av de
kinsliga personuppgifter som det foreskrivs om i paragrafen begrinsas till vad som &r
nddvindigt med tanke pa dndamélet med behandlingen. Kravet pa nddvéndighet har ansetts
behovligt ocksé for att sdkerstilla att bestimmelserna dr proportionella pa det sitt som forutsétts
i dataskyddsforordningen och att de pa det sitt som forutsitts i dataskyddsforordningen
innehaller bestimmelser om ldmpliga och tillrdckliga skyddsétgirder for att skydda den
registrerades rittigheter och friheter. Aven artikel 52.1 i EU:s stadga om de grundliggande
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rattigheterna har beaktats i de foreslagna bestimmelserna. Enligt den artikeln ska varje
begransning i utdvandet av de réttigheter och friheter som erkénns i stadgan vara foreskriven i
lag och forenlig med det visentliga innehéllet i ifrdgavarande réttigheter och friheter.
Begrinsningar far, med beaktande av proportionalitetsprincipen, endast géras om de ar
nodvéndiga och faktiskt svarar mot mal av allmint samhéllsintresse som erkdnns av unionen
eller behovet av skydd for andra ménniskors réttigheter och friheter. EU-domstolen har i detta
avseende ansett att begransningarna inte far g utdver vad som ér strikt nddvéndigt och att det
till denna del ocksé krévs tydliga och precisa bestimmelser (se mél 740/22, punkt 52, méal C-
439/19, punkt 105, mal 172—-176, mal C-13/16, punkt 30, de forenade malen C-92/09 och C-
93/09, punkt 86, mal C-473/12, punkt 39, och mal C-212/13, punkt 28). Vid bedémningen av
begransmngars nodvandlghet har EU-domstolen ansett att kravet pé nddvéndighet inte uppfylls,
om malet rimligen kan uppnds pa ett lika effektivt sitt genom andra medel som i mindre
utstrackning inskrianker de registrerades grundliggande rattigheter. Kravet pa nodvéandighet ar
diremot uppfyllt ndr det mal som efterstrivas med den aktuella personuppgiftsbehandlingen
inte rimligen kan uppnads pa ett lika effektivt sdtt genom andra medel som i mindre utstrdckning
inskranker de registrerades grundlaggande réttigheter (se till exempel mél C-548/21, punkt 87
och 88 och dar angiven rittspraxis).

Utover den skyddsatgird som giller nodvandighetskravet foreslés i 6 och 7 § 1 dataskyddslagen
till vissa delar ocksd andra mer detaljerade skyddsatgirder som giller behandlingen. Dessa
skyddsatgirder hénfor sig till behandling av personuppgifter 1 anslutning till
forsdkringsanstalters ~ forsdkringsverksamhet 1  syfte att bedoma eller utreda
forsdkringsanstalternas ansvar.

Det foreslés att bestimmelserna om forsékringsanstalters behandling av personuppgifter i 6 och
7 § 1 dataskyddslagen dndras sé att forsdkringsanstalter forutom uppgifter om den forsdkrade
och erséttningssokanden ocksd ska ha ritt att behandla uppgifter om hélsotillstind och
brottsuppgifter som géller den forsdkrade och den person som forsdkringsskydd soks for. De
foreslagna é&ndringarna 1 bestimmelserna om  fOorsdkringsanstalters behandling av
personuppgifter (6 § 1 mom. 1 punkten och 3 mom. i dataskyddslagen samt 7 § 1 mom. 2
punkten och 3 mom. i dataskyddslagen) bedoms vara nddvindiga, eftersom ordalydelsen i de
gillande bestdmmelserna har ansetts skapa oklarhet i friga om s&dan behandling innan
forsakringsavtal ingés, &ven om behandlingen i fraga dr nédvandig for att forsdkringsanstaltens
ansvar ska kunna bedémas eller utredas (se dataombudsmannens beslut 8.6.2022, diarienummer
7285/183/18, HFD:2025:86 samt Helsingfors forvaltningsdomstols beslut 16.1.2024,
diarienummer 3457/03.04.04.04.01/2022 och diarienummer 3463/03.04.04.01/2022). Med
beaktande av forsikringslagstiftningen som helhet och dess syfte samt forsékringsanstalternas
behov av att for beddmning eller utredning av sitt ansvar behandla ocksa sadana uppgifter som
avses i artikel 9 och 10 i dataskyddsforordningen har den foreslagna utvidgningen beddmts vara
proportionell.

Forsékringsanstalter ska redan 1 nuldget iaktta kraven 1 dataskyddsforordningen,
dataskyddslagen och annan lagstiftning, sdsom forsékringslagstiftningen. I 6 § 2 mom. och 7 §
2 mom. i dataskyddslagen foreskrivs det till exempel om de skyddsétgiarder som forutsétts i
artiklarna 9 och 10 i dataskyddsfoérordningen. De mer specifika skyddsatgiarder som nu foreslés
sdkerstéller att ingrepp i de grundliggande fri- och rittigheterna begrinsas till vad som é&r
absolut nodvéndigt. [ artikel 13 och 14 i dataskyddsforordningen foreskrivs det att den
registrerade ska underréittas nir personuppgifter samlas in frén den registrerade eller fran annat
hall. Den personuppgiftsansvarige ska bland annat i enlighet med artikel 14.2 f i
dataskyddsforordningen informera den registrerade om varifrdn den registrerades
personuppgifter kommer.
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Med beaktande av de konstitutionella kraven och unionsritten har det dock samtidigt ansetts
nodvéndigt att foreskriva om mer exakta skyddsétgirder for behandlingen i frdga, sdsom att
dndra det nuvarande behovlighetskravet till ett nodvéndighetskrav. Andra mer exakta
skyddsatgarder foreslas i fraga om behandlingens transparens, skilighet, anvandningsdndamal,
utplanande av uppgifter samt informerande av den registrerade. For att sdkerstilla den
registrerades réittigheter och beréttigade forvéntningar ska forsékringsanstalten bland annat
samla in uppgifter om hilsotillstind och brottsuppgifter i forsta hand av forsékringssékanden,
den forsdkrade, ersattningssokanden eller den person som forsakringsskydd soks for. Insamling
av uppgifter fran annat hall forutsétter provning fran fall till fall och nddvandighet. Med tanke
pa uppgiftsminimering ska forsdkringsanstalterna utpléna uppgifter om hilsotillstind och
brottsuppgifter omedelbart nir de inte behdvs for att utreda eller bedéma forsékringsanstaltens
ansvar, om inte nagot annat foreskrivs om bevaring av uppgifterna i annan lagstiftning. For att
sdkerstéilla d&ndamalsbundenheten far dessa uppgifter inte heller behandlas for ndgot annat
dndamél, om inte ndgot annat fOreskrivs ndgon annanstans. For att sédkerstdlla att den
registrerade far information foreskrivs det ocksd om en uttrycklig skyldighet att informera
forsakringssokanden, den forsdkrade, ersdttningssokanden och den person som
forsakringsskydd soks for, om behandlingen av uppgifterna leder till att forsdkringsansdkan
eller forsdkringsersattningen forvigras eller till ndgot annat negativt beslut.

De preciseringar som foreslds i 6 och 7 § 1 dataskyddslagen anses som en helhet tillsammans
med de nuvarande bestimmelserna om skyddsatgérder 1 dataskyddslagen (6 § 2 mom. och 7 §
2 mom. i dataskyddslagen) uppfylla de krav som foljer av 10 § i grundlagen. De foreslagna
dndringarnas forhéllande till grundlagen och dataskyddsforordningen har klargjorts och
beddmts dven i avsnittet om beddmning av nuléget och i specialmotiveringen till lagforslagen
(se avsnitten 2.4.2, 2.4.3 och 7.1).

Behandling av personuppgifter av ndagon annan dn en myndighet vid skétseln av offentliga
forvaltningsuppgifter

Enligt grundlagens 124 § kan offentliga forvaltningsuppgifter anfortros andra én myndigheter
endast genom lag eller med stod av lag, om det behovs for en dndamalsenlig skotsel av
uppgifterna och det inte dventyrar de grundlaggande fri- och rittigheterna, rattssdkerheten eller
andra krav pa god forvaltning. Uppgifter som innebér betydande utévning av offentlig makt far
dock ges endast myndigheter. Begreppet offentliga forvaltningsuppgifter anvénds i grundlagen
i en relativt vidstrickt bemaérkelse, sé att det omfattar uppgifter som hinfor sig exempelvis till
verkstiélligheten av lagar samt beslutsfattande om enskilda personers och sammanslutningars
réttigheter, skyldigheter och formaner. Utovning av lagstiftande och domande makt kan
diaremot inte hénforas till sddana fOrvaltningsuppgifter som avses i bestimmelsen.
Bestaimmelsen i 124 § i grundlagen inbegriper bade verforing av uppgifter som for ndrvarande
ankommer pa myndigheterna och overforing av nya till forvaltningen hinforliga uppgifter pé
andra 4n myndigheter (GrUU 26/2017 rd, s. 48—49, RP 1/1998 rd, s. 179).

I propositionen foreslas det inte att offentliga forvaltningsuppgifter ska 6verforas pa andra én
myndigheter. I propositionen foreslas det dock att det i 4 § i1 dataskyddslagen ska foreskrivas
om réttslig grund for andra 4n myndigheter att behandla personuppgifter nir de skoter offentliga
forvaltningsuppgifter som anfortrotts dem i lag eller med stod av lag dér det &r frdga om
utférande av en uppgift av allmént intresse eller utdvning av offentlig makt enligt artikel 6.1 i
dataskyddsforordningen. I propositionen har det till denna del gjorts en beddmning med
avseende pa kraven i grundlagen och dataskyddsforordningen.
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Offentliga forvaltningsuppgifter kan anfortros andra @n myndigheter endast om det inte
dventyrar de grundliggande fri- och réttigheterna, réttssidkerheten eller andra krav pa god
forvaltning. Detta fOrutsdtter bland annat att de allmdnna forvaltningslagarna foljs vid
behandlingen av drendet och att de som behandlar drendena handlar under tjénsteansvar.
Dataskyddslagen dr en allmén forvaltningslag. Dataskyddslagens 4 § 2 punkt har uttryckligen
begrénsats till att gélla myndigheternas behandling av personuppgifter for utférande av en
uppgift av allmént intresse (RP 9/2018 rd, s. 79). Artikel 6.1 e i dataskyddsforordningen &r en
mojlig rattslig grund for behandling av personuppgifter ocksa for privata aktorer. Bestimmelsen
1 fraga medfor inte nagot krav pé en speciallag for varje enskild behandling. Det ar inte heller
dandamalsenligt for privata aktorer att kridva en speciallag for varje enskild behandling. Det
racker att man i lagstiftningen beaktar kraven enligt artikel 6.3 i dataskyddsforordningen. I ljuset
av tolkningen av grundlagen (GrUU 14/2018 rd) rdcker det ocksd med att behandlingen av
personuppgifter grundar sig pa allménna bestimmelser om dataskydd, om den inte dr forknippad
med négra sarskilda risker.

14 § i dataskyddslagen foreslés till denna del bestimmelser om en réttslig grund for ocksa andra
an myndigheter nir de andra skdter en offentlig forvaltningsuppgift dér det &r frdga om
utforande av en uppgift av allmént intresse eller utdvning av offentlig makt. P4 motsvarande
sitt som i 4 § 2 punkten i dataskyddslagen, som géller myndigheters behandling av
personuppgifter, begrénsas tillimpningsomrédet till sidan behandling av personuppgifter som
avses i artikel 6.1 e 1 dataskyddsforordningen. De foreslagna bestimmelserna géiller saledes inte
sddan behandling av personuppgifter som avses i artikel 6.1 ¢ i dataskyddsfoérordningen, dér det
ar fraga om att fullgdra en rittslig forpliktelse som évilar den personuppgiftsansvarige. De
foreslagna bestdimmelserna dr pad motsvarande sitt ocksa bundna till nddvindighet och
proportionalitet. De foreslagna bestimmelserna ger inte heller ritt att behandla kénsliga
personuppgifter, om vars behandling det ska foreskrivas exakt och noggrant avgrénsat pa det
sétt som grundlagsutskottet och dataskyddsforordningen forutsétter.

I avsnitt 2.4.2 och i specialmotiveringen till dataskyddslagen (avsnitt 7.1) redogors det dven for
behandling av personuppgifter som gors av andra d4n myndigheter niar de skdter en offentlig
forvaltningsuppgift.

Enligt regeringens bedomning kan propositionen behandlas i vanlig lagstiftningsordning.

Klim

Med stdd av vad som anforts ovan foreldggs riksdagen foljande lagforslag:
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Lagforslag

Lag
om indring av dataskyddslagen

I enlighet med riksdagens beslut

upphdvs i dataskyddslagen (1050/2018) 14 § 4 mom.,

dndras 4 § 2 punkten, 6 § 1 mom. 1 och 2 punkten samt 7 § 1 mom. 2 punkten, avdem 7 § 1
mom. 2 punkten sddan den lyder i lag 1225/2023, samt

fogas till 4 § ett nytt 2 mom., till 6 § ett nytt 3 mom., till 7 § 1 mom., sddant det lyder i lag
1225/2023, nya 3 och 4 punkter, till 7 §, sddan den lyder i lag 1225/2023, ett nytt 3 mom. och
till lagen en ny 36 a § som foljer:

48
Laglig behandling av personuppgifter

Personuppgifter far behandlas i enlighet med artikel 6.1 e i dataskyddsforordningen, om

2) behandlingen behdvs och ar proportionell for utforandet av en myndighets uppgift av
allmént intresse eller som ett led i myndighetens utdvning av offentlig makt,

Vad som foreskrivs i 1 mom. 2 punkten géller ockséd sammanslutningar, stiftelser och enskilda
personer nér de skoter offentliga forvaltningsuppgifter som har anfortrotts dem genom lag eller
med stdd av lag.

6§
Behandling av sdrskilda kategorier av personuppgifter

Artikel 9.1 i dataskyddsforordningen tillimpas inte

1) nér en forsakringsanstalt behandlar uppgifter som anstalten i forsdkringsverksamheten fatt
om hilsotillstindet, sjukdom eller funktionsnedséttning hos en forsdkrad, en
ersittningssokande, en forsdkringssdkande eller den som forsékringsskydd soks for, eller sddana
uppgifter om de vardatgirder eller andra ddrmed jamforbara atgirder som avser personen i fraga
och som dr nddvéndiga for att bedoma eller utreda anstaltens ansvar,

2) pa sadan behandling av uppgifter som regleras i lag eller som dr nédvéandig for utférandet
av en uppgift av allmént intresse och som har dlagts den personuppgiftsansvarige i lag,

Forsakringsanstalten ska i forsta hand samla in de uppgifter som avses i 1 mom. 1 punkten av
personen sjidlv nir det giller personer som avses i den punkten och fran fall till fall bedéma
huruvida det dr nddvéndigt att samla in dessa uppgifter frén annat hall. Uppgifterna ska utplénas
omedelbart efter att de inte ldngre behdvs for bedomning eller utredning av
forsakringsanstaltens ansvar. Uppgifterna far inte behandlas f6r ndgot annat &ndamal 4n det som
avses 1 den punkten, om inte annat foreskrivs nagon annanstans. En person som avses i den
punkten ska informeras om anvindningen av uppgifterna, om avslag pa en forsikringsansokan,
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forvigran av forsakringsersittning eller ett annat negativt beslut beror pa behandlingen av de
uppgifter som avses i den punkten.

78

Behandling av personuppgifter som ror fillande domar i brottmal samt lagévertridelser som
innefattar brott

Personuppgifter som ror i artikel 10 i dataskyddsférordningen avsedda féllande domar i
brottmal och lagdvertrddelser som innefattar brott eller dédrmed sammanhingande
sdkerhetsatgérder far behandlas om

2) behandlingen ar nédvandig nér en forsdkringsanstalt behandlar uppgifter som anstalten i
forsakringsverksamheten fatt om en forsdkrad, en ersittningssokande, en forsidkringssdkande
eller den som forsékringsskydd soks for i syfte att bedoma eller utreda anstaltens ansvar,

3) behandlingen regleras i lag eller dr nddviandig for utférandet av en uppgift av allmént
intresse och som direkt har dlagts den personuppgiftsansvarige i lag, eller

4) behandlingen behovs for behandling av uppgifter for vetenskaplig eller historisk forskning
eller for statistikforing.

Vad som i 6 § 3 mom. foreskrivs om éatgirder for att skydda réttigheterna for en forsiakrad, en
ersittningssokande, en forsdkringssdkande eller den som forsikringsskydd soks for tillaimpas
gven vid behandling av sddana personuppgifter som avses i 1 mom. 2 punkten i denna paragraf.

36a§
Ackreditering av certifieringsorgan

Det nationella ackrediteringsorganet ackrediterar sddana certifieringsorgan som avses i artikel
43 i dataskyddsforordningen.

Teknisk sakkunnig vid ackrediteringen ar i forsta hand dataombudsmannen och i andra hand
en sakkunnig som utsetts av det nationella ackrediteringsorganet. Om en sakkunnig som utsetts
av det nationella ackrediteringsorganet &ar teknisk sakkunnig, ska dataombudsmannen ges
tillfalle att innan ackrediteringen beviljas uttala sig om uppfyllandet av de forutsittningar som
géller dataskydd och som avses i artikel 43.2 och 43.3 i dataskyddsfoérordningen.

Det nationella ackrediteringsorganet bestdmmer och tar ut avgifter till staten for
ackrediterings- och beddmningstjdnster som utforts med stdd av denna paragraf.
Dataombudsmannens byra har ritt att fa ersdttning av det nationella ackrediteringsorganet for
utforandet av uppgifter enligt denna paragraf.

Denna lag tréder i kraft den 20.
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Lag
om indring av 2 kap. 15 § i lagen om bostadsaktiebolag
I enlighet med riksdagens beslut
dndras i lagen om bostadsaktiebolag (1599/2009) 2 kap. 15 § 4 mom., sadant det lyder i lag
1330/2018, som foljer:
2 kap.
Aktier
15§

Aktiebokens offentlighet

Lantmaéteriverket far till en aktiedgare ldmna ut uppgifter i aktieboken med hjilp av en
elektronisk forbindelse.

Denna lag tréder i kraft den 20.
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Lag
om indring av 4 a § i lagen om stimningsmin

I enlighet med riksdagens beslut
dndras i lagen om stimningsmén (505/1986) 4 a § 2 mom., sddant det lyder i lag 690/2016,
som foljer:

4a§

Rdtt att fa kontaktinformation

De uppgifter som avses i 1 mom. kan ldmnas med hjélp av ett tekniskt grinssnitt eller en
elektronisk forbindelse. Av statens medel kan erséttning betalas for de kostnader som
upprittandet och underhallet av det tekniska grénssnittet eller den elektroniska forbindelsen
medfor. Uppgiftsmottagaren har inte rétt att limna uppgifterna vidare.

Denna lag trdder i kraft den 20.
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Lag
om fndring av 4 § i lagen om registret 6ver djurhillningsférbud

I enlighet med riksdagens beslut
dndras 1 lagen om registret 6ver djurhéllningsforbud (21/2011) rubriken for 4 § och 4 § 1
mom. 1 och 4 punkten samt 4 § 2 mom. som foljer:

4§
Utlimnande av uppgifter ur registret

Trots sekretessbestimmelserna far uppgifter ur registret lamnas ut

1) for tillsynen 6ver att djurhallningsforbud iakttas, till i 5 § 6 punkten i lagen om djurvélfard
(693/2023) avsedda myndigheter som sorjer for tillsynen,

4) for att registreras i den informationsresurs som avses 1 lagen om livsmedelsfoérvaltningens
informationsresurs (560/2021) och anvindas for skotseln av sddana uppgifter inom jordbruks-,
livsmedels- och landsbygdsniringsforvaltningen déar djurhéllningsforbud i sérskilt i lag
foreskrivna fall ska eller kan beaktas.

I sddana fall som avses i 1 mom. kan uppgifterna dven lamnas med hjélp av ett tekniskt
granssnitt eller en elektronisk forbindelse.

Denna lag triader i kraft den 20.
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Lag
om indring av 9 och 10 § i lagen om konkurs- och foretagssaneringsregistret

I enlighet med riksdagens beslut
dndras 1 lagen om konkurs- och foretagssaneringsregistret (137/2004) 9 § 2 mom. och 10 § 2
mom., sddana de lyder i lag 367/2017, som foljer:

93§
Uppgifternas offentlighet och utlimnande av uppgifter

Trots det som foreskrivs i 16 § 3 mom. i lagen om offentlighet i myndigheternas verksamhet
(621/1999) far uppgifter ur registret lamnas ut med hjalp av ett tekniskt granssnitt eller en
elektronisk forbindelse eller som annat massutlimnande for ett godtagbart &ndamal.

10§
Avgifter

Bestammelser om de avgifter som tas ut till staten for uppgifter som l&dmnas ut ur konkurs-
och foretagssaneringsregistret med hjilp av ett tekniskt granssnitt eller en elektronisk
forbindelse eller som annat massutlimnande finns i lagen om grunderna for avgifter till staten
(150/1992).

Denna lag tréder i kraft den 20.
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Lag
om indring av 21 § i lagen om niringsforbud

I enlighet med riksdagens beslut
dndras 1 lagen om néringsforbud (1059/1985) 21 § 2 mom., sadant det lyder i lag 1107/2006,
som foljer:

21§

Register

Trots vad som foreskrivs i 16 § 3 mom. i lagen om offentlighet i myndigheternas verksamhet
(621/1999) har var och en rétt att fa uppgifter om géllande naringsférbud i registret dven i form
av kopior och utskrifter. Réttsregistercentralen far lamna ut uppgifter med hjilp av ett tekniskt
granssnitt eller en elektronisk forbindelse eller annars elektroniskt till domstolar och andra
myndigheter som behover uppgifter for skotseln av sina lagstadgade uppgifter, till
sammanslutningar som bedriver kreditupplysningsverksamhet samt till kredit- och
finansinstitut och andra sammanslutningar som i sin verksamhet kontinuerligt behdver
uppgifterna for bedomning av avtalsparters tillforlitlighet eller ndgot annat jamforbart &ndamal
som dr godtagbart. Innan ett tekniskt granssnitt eller en elektronisk forbindelse 6ppnas ska
mottagaren ge den personuppgiftsansvarige en utredning om skyddet av uppgifterna.

Denna lag trdder i kraft den 20.
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Lag
om dndring av 8 och 9 § i lagen om skuldsaneringsregistret

I enlighet med riksdagens beslut
dndras ilagen om skuldsaneringsregistret (368/2017) 8 § 3 mom. samt 9 § 2 mom. som foljer:

8§
Uppgifternas offentlighet och utlimnande av uppgifter

Trots det som foreskrivs i 16 § 3 mom. i lagen om offentlighet i myndigheternas verksamhet
(621/1999) far uppgifter ur registret ldmnas ut med hjilp av ett tekniskt granssnitt eller en
elektronisk forbindelse eller som annat massutldmnande till domstolar for uppgifter som géller
skuldsanering, till utsokningsmyndigheter, skattemyndigheter, polismyndigheter och andra
myndigheter for uppgifter som géller indrivning och verkstéllighet samt till dem som bedriver
kreditupplysningsverksamhet for forande av kreditupplysningsregister. Med hjélp av ett
tekniskt granssnitt eller en elektronisk forbindelse far uppgifter ocksé limnas ut till den som
behover uppgifterna for att bevilja och bevaka krediter.

98§
Avgifter

Bestimmelser om de avgifter som tas ut till staten for uppgifter som ldmnas ut ur
skuldsaneringsregistret med hjdlp av ett tekniskt granssnitt eller en elektronisk forbindelse eller
som annat massutldmnande finns i lagen om grunderna for avgifter till staten (150/1992).

Denna lag triader i kraft den 20.
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Lag
om indring av 4 a och 5 § i straffregisterlagen

I enlighet med riksdagens beslut
dndras 1 straffregisterlagen (770/1993) 4 a § 1 mom. 1 punkten samt 5 § 2 mom., sddana de
lyder, 4 a § 1 mom. 1 punkten i lag 1093/1999 och 5 § 2 mom. i lag 215/2012, som foljer:

4a§
Utover vad som bestdms i1 4 §, ldmnas ur straffregistret uppgifter om personer ut till finska
myndigheter i drenden som géller
1) pass, finskt medborgarskap eller i utlinningslagen (301/2004) avsett visum, tillstand eller
annan atgird,

Rittsregistercentralen kan ldmna de myndigheter som nédmns i 4 och 4 a § uppgifter ur
straffregistret 4ven med hjéilp av ett tekniskt granssnitt eller en elektronisk forbindelse for
sddana dndamal som anges i dessa paragrafer, om detta med beaktande av behovet av att
anvanda uppgifterna och behdvliga skyddsétgarder dr motiverat. Den uppgift som avsesi2 § 5
mom. far [dmnas ut endast till en dklagare eller en forundersokningsmyndighet.

Denna lag tréder i kraft den 20.
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Lag
om indring av 14 kap. 8 § i stiftelselagen

I enlighet med riksdagens beslut
dndras 1 stiftelselagen (487/2015) 14 kap. 8 § som foljer:

14 kap.

Tillsyn over stiftelser

8§
Erhdllande av uppgifter fran andra myndigheter

Registermyndigheten har trots sekretessbestimmelserna och andra begrédnsningar som géller
erhdllandet av uppgifter ritt att av myndigheter och andra som skoter offentliga uppdrag, pa
begéran fa sadana uppgifter om en stiftelse och om dem som ingér i stiftelsens i 1 kap. 8 §
avsedda nérstdendekrets som dr nddvindiga med avseende pa den tillsyn dver stiftelser som det
foreskrivs om i detta kapitel.

Denna lag tréder i kraft den 20.
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10.
Lag

om indring av 47 § i foreningslagen

I enlighet med riksdagens beslut
dndras 1 foreningslagen (503/1989) 47 § 2 mom., sddant det lyder i lag 462/2017, som foljer:

47 §

Foreningsregistret och personuppgiftsansvarig

Var och en har ritt att f4 uppgifter, utdrag och intyg frén foreningsregistret och de dartill
horande handlingarna. Trots vad som foreskrivs i 16 § 3 mom. i lagen om offentlighet 1
myndigheternas verksamhet (621/1999) far Patent- och registerstyrelsen lamna ut uppgifter om
fysiska personers namn, fodelsetid, hemkommun och medborgarskap med iakttagande av lagen
om informationshantering inom den offentliga férvaltningen (906/2019) eller géra dem allmént
tillgdngliga i ett elektroniskt dataniit.

Denna lag trdder i kraft den 20.
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11.
Lag

om indring av foretagsinteckningslagen

I enlighet med riksdagens beslut

dndras 1 foretagsinteckningslagen (634/1984) 16 och 26 § samt 35 § 1 mom., av dem 26 §
sadan den lyder i lag 1031/2003, samt

fogas till 25 §, sddan den lyder delvis dndrad i lag 1157/2013, ett nytt 3 mom. och till 35 § ett
nytt 2 mom., varvid det nuvarande 2 mom. blir 3 mom., som foljer:

16 §

Handldggning av foretagsinteckningar och personuppgiftsansvarig for
foretagsinteckningsregistret

Foretagsinteckningar handlaggs av Patent- och registerstyrelsen (registermyndigheten).
Personuppgiftsansvarig for foretagsinteckningsregistret dr Patent- och registerstyrelsen.

25§

Anteckningar i foretagsinteckningsregistret

I foretagsinteckningsregistret antecknas som personuppgifter en fysisk persons namn,
personbeteckning, hemkommun och medborgarskap. Om en person inte har en finsk
personbeteckning, antecknas personens fodelsetid i registret. For personer bosatta utomlands
antecknas i registret hemadress i stéllet for hemkommun.

26§
Rttelse av felaktigt avgorande och oriktig registeranteckning

Pa rittelse av ett felaktigt avgorande i ett foretagsinteckningsérende samt av en oriktig uppgift
1 foretagsinteckningsregistret tillimpas forvaltningslagen (434/2003). Bestimmelser om réttelse
och radering av felaktiga eller inexakta personuppgifter finns i Europaparlamentets och radets
forordning (EU) 2016/679 om skydd for fysiska personer med avseende pa behandling av
personuppgifter och om det fria flédet av sddana uppgifter och om upphédvande av direktiv
95/46/EG (allmén dataskyddsfoérordning).

35§
Uppgifter och bevis pa grundval av foretagsinteckningsregistret
Var och en har ritt att f& uppgifter, utdrag och intyg om anteckningar i
foretagsinteckningsregistret. Trots vad som foreskrivs i 16 § 3 mom. i lagen om offentlighet i

myndigheternas verksamhet (621/1999) far Patent- och registerstyrelsen lamna ut uppgifter om
fysiska personers namn, fodelsetid, medborgarskap och hemkommun och om utomlands bosatta
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personers bosittningsland i form av utskrifter eller med hjélp av ett tekniskt granssnitt eller en
elektronisk forbindelse eller pd négot annat sétt ldmna ut eller géra uppgifterna allmént
tillgéngliga via ett elektroniskt datanit.

Patent- och registerstyrelsen far lamna ut i foretagsinteckningsregistret inforda uppgifter om
personbeteckningens slutled och en utomlands bosatt fysisk persons hemadress endast om
mottagaren har en sddan grund for behandling av uppgifterna som avses i 29 § i dataskyddslagen
(1050/2018). Sadana uppgifter far ocksd pa det sétt som foreskrivs i 1 mom. ldmnas ut
elektroniskt i ett krypterat eller pa annat sétt skyddat format. En forutsittning for utlimnande
av uppgifter dr dessutom att den som begir uppgifterna lamnar registermyndigheten en
redogorelse for att uppgifterna skyddas pa behorigt satt.

Denna lag triader i kraft den 20.

Helsingfors den 19 februari 2026

Statsminister

Petteri Orpo

Justitieminister Leena Meri
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Bilaga
Parallelltexter

Lag

om indring av dataskyddslagen

I enlighet med riksdagens beslut

upphdvs i dataskyddslagen (1050/2018) 14 § 4 mom.,

dndras 4 § 2 punkten, 6 § 1 mom. 1 och 2 punkten samt 7 § 1 mom. 2 punkten, avdem 7 § 1
mom. 2 punkten sddan den lyder i lag 1225/2023, samt

fogas till 4 § ett nytt 2 mom., till 6 § ett nytt 3 mom., till 7 § 1 mom., sddant det lyder i lag
1225/2023, nya 3 och 4 punkter, till 7 §, sddan den lyder i lag 1225/2023, ett nytt 3 mom. och

till lagen en ny 36 a § som foljer:

Gdllande lydelse

4§
Laglig behandling av personuppgifter

Personuppgifter far behandlas i enlighet
med artikel 6.1 e i dataskyddsforordningen,
om

2) behandlingen behovs och &r proportionell
i en myndighets verksamhet for utférande av
en uppgift av allmént intresse,

(nytt 2 mom.)

63§

Behandling av sdrskilda kategorier av
personuppgifter

Artikel 9.1 i
tillimpas inte
1) ndr en forsdkringsanstalt behandlar

dataskyddsforordningen

uppgifter som anstalten i
forsakringsverksamheten  fitt om  en
forsakrads eller ersittningssokandes
hilsotillstand, sjukdom eller

Foreslagen lydelse

4§
Laglig behandling av personuppgifter

Personuppgifter far behandlas i enlighet
med artikel 6.1 e i dataskyddsforordningen,
om

2) behandlingen behovs och &r proportionell
for utforandet av en myndighets uppgift av
allmdnt intresse eller som ett led i
myndighetens utévning av offentlig makt,

Vad som foreskrivs i 1 mom. 2 punkten
gdller ocksa sammanslutningar, stiftelser och
enskilda personer ndr de skéter offentliga
forvaltningsuppgifter som har anfortrotts dem
genom lag eller med stod av lag.

68§

Behandling av sdrskilda kategorier av
personuppgifter

Artikel 9.1 i
tillimpas inte
1) ndr en forsdkringsanstalt behandlar

dataskyddsforordningen

uppgifter som anstalten i
forsikringsverksamheten fatt om
hélsotillstandet, sjukdom eller

funktionsnedsdttning hos en forsdkrad, en
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Gidllande lydelse

funktionsnedsittning eller siddana uppgifter
om de vardatgirder eller andra didrmed
jamforbara atgérder som avser den forsdkrade
och som behovs for att utreda anstaltens
ansvar,

2) pa sadan behandling av uppgifter som
regleras i lag eller som foranleds av en uppgift
som direkt har alagts den
personuppgiftsansvarige i lag,

(nytt 3 mom.)

78

Behandling av personuppgifter som ror
fallande domar i brottmdl samt
lagovertrddelser som innefattar brott

Personuppgifter som ror i artikel 10 i
dataskyddsforordningen avsedda féllande
domar i brottmal och lagovertradelser som
innefattar brott eller dérmed
sammanhdngande  sékerhetsdtgérder  fér
behandlas om

2) uppgifterna behandlas for syften som
anges i 6 § 1 mom. 1, 2 eller 7 punkten.

Foreslagen lydelse

ersdttningssokande, en forsdikringssokande
eller den som forsdkringsskydd soks for, eller
sddana uppgifter om de vdrddtgdrder eller
andra ddrmed jimforbara atgdrder som avser
personen i fraga och som dr noédvindiga for
att bedoma och utreda anstaltens ansvar,

2) pa sadan behandling av uppgifter som
regleras i lag eller som dr nodvindig for
utforandet av en uppgift av allmdnt intresse
och som direkt har dlagts den
personuppgiftsansvarige i lag,

Forsdkringsanstalten ska i forsta hand
samla in de uppgifter som avses i 1 mom. 1
punkten av personen sjilv ndr det gdller
personer som avses i den punkten och fran fall
till fall bedéma huruvida det dr nédvindigt att
samla in dessa uppgifter frdn annat hall.
Uppgifterna ska utpldnas omedelbart efter att
de inte lingre behovs for bedomning eller
utredning av forsdkringsanstaltens ansvar.
Uppgifterna far inte behandlas for ndgot
annat dndamdl dn det som avses i den
punkten, om inte annat foreskrivs ndgon
annanstans. En person som avses i den
punkten ska informeras om anvindningen av
uppgifterna, om avslag  pad en
forsdkringsansékan, forvigran av
forsdkringsersdttning eller ett annat negativt
beslut beror pa behandlingen av de uppgifter
som avses i den punkten.

78§

Behandling av personuppgifter som ror
fallande domar i brottmdl samt
lagovertrddelser som innefattar brott

Personuppgifter som ror i artikel 10 i
dataskyddsforordningen avsedda fillande
domar i brottmal och lagévertrddelser som
innefattar brott eller dérmed
sammanhdngande  sékerhetsatgérder  fér
behandlas om

2) behandlingen dr nodvindig ndr en
forsdkringsanstalt behandlar uppgifter som
anstalten i forsdkringsverksamheten fdtt om
en forsikrad, en ersdttningssokande, en
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Gidllande lydelse

(nytt 3 mom.)

14 §

Dataombudsmannens uppgifter och
befogenheter

Dataombudsmannen  ackrediterar  det
certifieringsorgan som avses i artikel 43 i
dataskyddsforordningen.

Foreslagen lydelse

forsdkringssokande eller den som
forsdkringsskydd soks for i syfte att utreda
anstaltens ansvar,

3) behandlingen regleras i lag eller dr
nodvindig for utforandet av en uppgift av
allmdnt intresse och som direkt har alagts den
personuppgiftsansvarige i lag, eller

4) behandlingen behévs for behandling av
uppgifter for vetenskaplig eller historisk
forskning eller for statistikforing.

Vad som i 6 § 3 mom. foreskrivs om
dtgdrder for att skydda rdttigheterna for en
forsdkrad, en  ersdttningssokande, en
forsdkringssokande eller den som
forsdkringsskydd soks for, tillimpas dven vid
behandling av sddana personuppgifter som
avses i 1 mom. 2 punkten i denna paragraf.

(upphévs)

36a§
Ackreditering av ett certifieringsorgan

Det  nationella  ackrediteringsorganet
ackrediterar sddana certifieringsorgan som
avses i artikel 43 i dataskyddsforordningen.

Teknisk sakkunnig vid ackrediteringen dr i
forsta hand dataombudsmannen och i andra
hand en sakkunnig som utsetts av det
nationella ackrediteringsorganet. Om en
sakkunnig som utsetts av det nationella
ackrediteringsorganet dr teknisk sakkunnig,
ska dataombudsmannen ges tillfille att innan
ackrediteringen beviljas uttala sig om
uppfyllandet av de forutsdttningar som gdller
dataskydd och som avses i artikel 43.2 och
43.3 i dataskyddsforordningen.
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Gidllande lydelse

Foreslagen lydelse

Det  nationella  ackrediteringsorganet
bestimmer och tar ut avgifter till staten for
ackrediterings- och bedomningstjdnster som
utforts med stod av denna paragraf.
Dataombudsmannens byra har rdtt att fa
ersdttning av det nationella
ackrediteringsorganet  for utforandet av
uppgifter enligt denna paragraf-

Denna lag trdder i kraft den 20 .
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Lag
om indring av 2 kap. 15 § i lagen om bostadsaktiebolag
I enlighet med riksdagens beslut

dndras i lagen om bostadsaktiebolag (1599/2009) 2 kap. 15 § 4 mom., sadant det lyder i lag
1330/2018, som foljer:

Gdllande lydelse Foreslagen lydelse
2 kap. 2 kap.
Aktier Aktier
15§ 15§
Aktiebokens offentlighet Aktiebokens offentlighet

Lantmaéteriverket far till en aktieigare  Lantmadteriverket far till en aktiedgare
lamna ut uppgifter i aktieboken med hjilp av lamna ut uppgifter i aktieboken med hjilp av
en teknisk anslutning. en elektronisk forbindelse.

Denna lag trdder i kraft den 20 .
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Lag

om dndring av 4 a § i lagen om stimningsmén

I enlighet med riksdagens beslut

dndras 1 lagen om stimningsmén (505/1986) 4 a § 2 mom., sadant det lyder i lag 690/2016,

som foljer:

Gidllande lydelse

4a$

Rditt att fa kontaktinformation

De uppgifter som avses i 1 mom. kan ldamnas
via teknisk anslutning eller som en
datamdngd. Av statens medel kan ersittning
betalas for de kostnader som uppréttandet och
underhallet av den tekniska anslutningen
medfor. Uppgiftsmottagaren har inte rétt att
lamna vidare de uppgifter som fatts som en
datamdngd eller via teknisk anslutning.

Foreslagen lydelse

4a$

Rditt att fd kontaktinformation

De uppgifter som avses i 1 mom. kan lamnas
med hjdlp av ett tekniskt grdnssnitt eller en
elektronisk forbindelse. Av statens medel kan
ersittning betalas for de kostnader som
uppréittandet och underhallet av det tekniska
grdnssnittet eller den elektroniska
forbindelsen medfor. Uppgiftsmottagaren har
inte rétt att lamna uppgifterna vidare.

Denna lag trdder i kraft den 20 .
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Lag
om éindring av 4 § i lagen om registret over djurhallningsforbud

I enlighet med riksdagens beslut
dndras 1 lagen om registret 6ver djurhallningsférbud (21/2011) rubriken for 4 § och 4 § 1
mom. | och 4 punkten samt 4 § 2 mom. som foljer:

Gdllande lydelse Foreslagen lydelse

48§ 43§

Utlimnande av uppgifter ur registret med Utlimnande av uppgifter ur registret
hjdlp av teknisk anslutning

Trots sekretessbestimmelserna far uppgifter ~ Trots sekretessbestimmelserna far uppgifter
ur registret lamnas ut ur registret lamnas ut

1) for tillsynen Over att djurhallningsforbud 1) for tillsynen over att djurhallningsforbud
iakttas, till i 34, 34 a och 35-37 § i iakttas, till i 5 § 6 punkten i lagen om
djurskyddslagen (247/1996) nidmnda djurvidlfird (693/2023) avsedda myndigheter
myndigheter som sorjer for tillsynen, som sdrjer for tillsynen,

4) for att  registreras i det 4) for  att  registreras i den
informationssystem som avses i lagen om informationsresurs som avses i lagen om
landsbygdsnaringsforvaltningens livsmedelsforvaltningens informationsresurs
informationssystem (284/2008) och anvidndas (560/2021) och anvindas for skotseln av
for fullgérandet av sddana uppgifter inom sadana uppgifter inom jordbruks-, livsmedels-
jordbruks-, livsmedels- och och landsbygdsnéringsforvaltningen  dér
landsbygdsnéringsforvaltningen dér djurhéllningsforbud i sérskilt i lag foreskrivna
djurhéllningsforbud i sirskilt foreskrivna fall fall ska eller kan beaktas.
ska eller kan beaktas.

De uppgifter som avses i 1 mom. kan [ sddana fall som avses i I mom. kan
utlimnas ocksa med hjilp av teknisk wuppgifterna dven limnas med hjdilp av ett
anslutning. tekniskt  grdnssnitt  eller en elektronisk
—————————————— forbindelse.

Denna lag trdder i kraft den 20 .
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Lag

om Andring av 9 och 10 § i lagen om konkurs- och foretagssaneringsregistret

I enlighet med riksdagens beslut

dndras 1lagen om konkurs- och foretagssaneringsregistret (137/2004) 9 § 2 mom. och 10 § 2
mom., sddana de lyder i lag 367/2017, som foljer:

Gidllande lydelse

98§

Uppgifternas offentlighet och utlimnande av
uppgifter

Trots det som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) far uppgifter ur
registret [dmnas ut via en teknisk anslutning
eller som annat massutlimnande for ett
godtagbart Andamal.

10§
Avgifter

Bestimmelser om de avgifter som tas ut till
staten for uppgifter som ldmnas ut ur konkurs-
och foretagssaneringsregistret via en teknisk
anslutning eller som annat massutlimnande
finns i lagen om grunderna for avgifter till
staten (150/1992).

Foreslagen lydelse

98§

Uppgifternas offentlighet och utlimnande av
uppgifter

Trots det som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) far uppgifter ur
registret ldmnas ut med hjilp av ett tekniskt
granssnitt eller en elektronisk forbindelse
eller som annat massutlimnande for ett
godtagbart Andamal.

10§
Avgifter

Bestimmelser om de avgifter som tas ut till
staten for uppgifter som ldmnas ut ur konkurs-
och foretagssaneringsregistret med hjélp av
ett tekniskt grdnssnitt eller en elektronisk
forbindelse eller som annat massutlimnande
finns i lagen om grunderna for avgifter till
staten (150/1992).

Denna lag trdder i kraft den 20 .
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Lag

om indring av 21 § i lagen om niringsféorbud

I enlighet med riksdagens beslut

dndras 1lagen om ndringsforbud (1059/1985) 21 § 2 mom., sddant det lyder i lag 1107/2006,

som foljer:

Gidllande lydelse

21§

Register

Trots vad som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) har var och en rétt att
fa uppgifter om géllande néiringsforbud i
registret &ven i1 form av kopior och utskrifter.
Rittsregistercentralen far lamna ut uppgifter
med hjdlp av en teknisk anslutning eller
annars elektroniskt till domstolar och andra
myndigheter som behdver uppgifter f{or
skotseln av sina lagstadgade uppgifter, till
sammanslutningar som bedriver
kreditupplysningsverksamhet samt till kredit-
och finansinstitut och andra
sammanslutningar som i sin verksamhet
kontinuerligt behover uppgifterna  {or
beddmning av avtalsparters tillforlitlighet
eller ndgot annat jamforbart &ndaméal som ar
godtagbart. Innan en teknisk anslutning
Oppnas ska  mottagaren ge den
personuppgiftsansvarige en utredning om
skyddet av uppgifterna.
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Foreslagen lydelse

21§

Register

Trots vad som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) har var och en rétt att
fa uppgifter om géllande néiringsforbud i
registret &ven i form av kopior och utskrifter.
Rittsregistercentralen far lamna ut uppgifter
med hjélp av ett tekniskt grdnssnitt eller en
elektronisk  forbindelse  eller  annars
elektroniskt till domstolar och andra
myndigheter som behdver uppgifter for
skotseln av sina lagstadgade uppgifter, till
sammanslutningar som bedriver
kreditupplysningsverksamhet samt till kredit-
och finansinstitut och andra
sammanslutningar som i sin verksamhet
kontinuerligt behdver uppgifterna  {or
beddmning av avtalsparters tillforlitlighet
eller ndgot annat jamforbart &ndamal som ar
godtagbart. Innan ett tekniskt grinssnitt eller
en elektronisk forbindelse Oppnas ska
mottagaren ge den personuppgiftsansvarige
en utredning om skyddet av uppgifterna.

Denna lag trdder i kraft den 20 .



Lag

om Andring av 8 och 9 § i lagen om skuldsaneringsregistret

I enlighet med riksdagens beslut

dndras 1lagen om skuldsaneringsregistret (368/2017) 8 § 3 mom. samt 9 § 2 mom. som foljer:

Gdllande lydelse

8§

Uppgifternas offentlighet och utlimnande av
uppgifter

Trots det som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) far uppgifter ur
registret ldmnas ut via en teknisk anslutning
eller som annat massutlimnande till
domstolar  for uppgifter som  géller
skuldsanering, till utsékningsmyndigheter,
skattemyndigheter, polismyndigheter och
andra myndigheter for uppgifter som giller
indrivning och verkstillighet samt till dem
som bedriver kreditupplysningsverksamhet
for forande av kreditupplysningsregister. Via
en teknisk anslutning far uppgifter ocksé
lamnas ut till den som behdver uppgifterna for
att bevilja och bevaka krediter.

98§
Avgifter

Bestaimmelser om de avgifter som tas ut till
staten for uppgifter som ldmnas ut ur
skuldsaneringsregistret via en teknisk
anslutning eller som annat massutlimnande
finns i lagen om grunderna for avgifter till
staten (150/1992).

Foreslagen lydelse

8§

Uppgifternas offentlighet och utlimnande av
uppgifer

Trots det som foreskrivs i 16 § 3 mom. i
lagen om offentlighet i myndigheternas
verksamhet (621/1999) far uppgifter ur
registret 1dmnas ut med hjdlp av ett tekniskt
grdnssnitt eller en elektronisk forbindelse
eller som annat massutlimnande till
domstolar  for uppgifter som  géller
skuldsanering, till utsékningsmyndigheter,
skattemyndigheter, polismyndigheter och
andra myndigheter for uppgifter som géller
indrivning och verkstillighet samt till dem
som bedriver kreditupplysningsverksamhet
for forande av kreditupplysningsregister. Med
hjdlp av ett tekniskt grdnssnitt eller en
elektronisk forbindelse far uppgifter ocksé
lamnas ut till den som behdver uppgifterna for
att bevilja och bevaka krediter.

9§
Avgifter

Bestaimmelser om de avgifter som tas ut till
staten for uppgifter som ldmnas ut ur
skuldsaneringsregistret med hjilp av ett
tekniskt  grdnssnitt  eller en elektronisk
forbindelse eller som annat massutlimnande
finns i lagen om grunderna for avgifter till
staten (150/1992).

Denna lag trdder i kraft den 20 .
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Gdllande lydelse Foreslagen lydelse
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Lag

om indring av 4 a och 5 § i straffregisterlagen

I enlighet med riksdagens beslut

dndras 1 straffregisterlagen (770/1993) 4 a § 1 mom. 1 punkten samt 5 § 2 mom., sddana de
lyder, 4 a § 1 mom. 1 punkten i lag 1093/1999 och 5 § 2 mom. i lag 215/2012, som foljer:

Gdllande lydelse

4a§

Utover vad som bestims i 4 §, ldmnas ur
straffregistret uppgifter om personer ut till
finska myndigheter i drenden som géller

1) pass, finskt medborgarskap eller i
utldnningslagen (378/1991) avsett visum,
tillstand eller annan atgérd,

Rittsregistercentralen kan ldmna de
myndigheter som ndmns i 4 och 4 a §
uppgifter ur  straffregistret dven i
maskinldsbar form eller genom teknisk
anslutning for sddana dndamal som anges i
dessa paragrafer, om detta med beaktande av
behovet av att anvidnda uppgifterna och
behovliga skyddsétgirder &r motiverat. Den
uppgift som avses i 2 § 5 mom. far [imnas ut
endast till en 4&klagare eller en
forundersokningsmyndighet.

Foreslagen lydelse

4a§

Utover vad som bestims i 4 §, ldmnas ur
straffregistret uppgifter om personer ut till
finska myndigheter i drenden som géller

1) pass, finskt medborgarskap eller i
utldnningslagen (301/2004) avsett visum,
tillstand eller annan atgérd,

Rittsregistercentralen kan ldmna de
myndigheter som ndmns i 4 och 4 a §
uppgifter ur straffregistret med hjilp av ett
tekniskt grdnssnitt eller en elektronisk
forbindelse for sidana dndamal som anges i
dessa paragrafer, om detta med beaktande av
behovet av att anvidnda uppgifterna och
behovliga skyddsétgirder &r motiverat. Den
uppgift som avses i 2 § 5 mom. far [dmnas ut
endast till en A&klagare eller en
forundersokningsmyndighet.

Denna lag trdder i kraft den 20 .
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Lag

om indring av 14 kap. 8 § i stiftelselagen

I enlighet med riksdagens beslut

dndras 1 stiftelselagen (487/2015) 14 kap. 8 § som foljer:

Gdllande lydelse

14 kap.

Tillsyn over stiftelser

8§
Erhdllande av uppgifter fran andra
myndigheter
Registermyndigheten har trots
sekretessbestimmelserna och andra

begransningar som géller erhéllandet av
uppgifter ritt att av myndigheter och andra
som skdter offentliga uppdrag, pa begiran fa
sddana uppgifter om en stiftelse och om dem
som ingdr i stiftelsens i 1 kap. 8 § avsedda
nirstdendekrets som &dr nddvindiga med
avseende pa den tillsyn over stiftelser som det
foreskrivs om i detta kapitel. Uppgifterna kan
himtas genom en teknisk anslutning utan
samtycke av den vars intressen sekretessen dr

avsedd att skydda.

Foreslagen lydelse
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14 kap.

Tillsyn over stiftelser

8§
Erhdllande av uppgifter fran andra
myndigheter
Registermyndigheten har trots
sekretessbestimmelserna och andra

begransningar som giller erhallandet av
uppgifter ritt att av myndigheter och andra
som skdter offentliga uppdrag, pa begiran fa
sddana uppgifter om en stiftelse och om dem
som ingar i stiftelsens i 1 kap. 8 § avsedda
nirstdendekrets som &r nddvindiga med
avseende pa den tillsyn over stiftelser som det
foreskrivs om i detta kapitel.

Denna lag trdder i kraft den 20 .



10.

Lag

om indring av 47 § i foreningslagen

I enlighet med riksdagens beslut

dndras 1 foreningslagen (503/1989) 47 § 2 mom., sddant det lyder i lag 462/2017, som foljer:

Gdllande lydelse

47 §

Foreningsregistret och
personuppgifisansvarig

Var och en har ritt att fi uppgifter, utdrag
och intyg fran foreningsregistret och de dértill
hérande handlingarna. Trots vad som
foreskrivs i 16 § 3 mom. i lagen om
offentlighet i myndigheternas verksamhet
(621/1999) far Patent- och registerstyrelsen
lamna ut uppgifter om fysiska personers
namn, fodelsetid, = hemkommun  och
medborgarskap i form av utskrifter, genom
teknisk anslutning eller p4 nagot annat sétt i
elektronisk form eller gora dem allmént
tillgéngliga i ett elektroniskt datanét.

Foreslagen lydelse

47 §

Féreningsregistret och
personuppgifisansvarig

Var och en har ritt att fa uppgifter, utdrag
och intyg fran foreningsregistret och de dértill
hérande handlingarna. Trots vad som
foreskrivs i 16 § 3 mom. i lagen om
offentlighet i myndigheternas verksamhet
(621/1999) far Patent- och registerstyrelsen
lamna ut uppgifter om fysiska personers
namn, fodelsetid,  hemkommun  och
medborgarskap med iakttagande av lagen om
informationshantering inom den offentliga
forvaltningen (906/2019) eller gora dem
allmént tillgéngliga i ett elektroniskt datanit.

Denna lag trdder i kraft den 20 .
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11.

Lag

om iAndring av foretagsinteckningslagen

I enlighet med riksdagens beslut

dndras 1 foretagsinteckningslagen (634/1984) 16 och 26 § samt 35 § 1 mom., av dem 26 §

sadan den lyder i lag 1031/2003,

fogas till 25 §, sadan den lyder delvis éndrad i lag 1157/2013, ett nytt 3 mom. och till 35 § ett
nytt 2 mom., varvid det nuvarande 2 mom. blir 3 mom., som foljer:

Gdllande lydelse

16 §

Registermyndighet

Foretagsinteckningar handléggs av patent-
och registerstyrelsen (registermyndigheten).

Over foretagsinteckningar for
registermyndigheten ett
foretagsinteckningsregister som dar

gemensamt for hela landet.
25§

Anteckningar i foretagsinteckningsregistret

(nytt 3 mom.)

26§

Rittelse av felaktigt avgorande och oriktig
registeranteckning

Pa rittelse av ett felaktigt avgorande i ett
foretagsinteckningsdrende samt av en oriktig
uppgift i foretagsinteckningsregistret
tillimpas forvaltningslagen (434/2003).

Foreslagen lydelse

16 §

Handliggning av foretagsinteckningar och
personuppgiftsansvarig for
foretagsinteckningsregistret

Foretagsinteckningar handldggs av Patent-
och registerstyrelsen (registermyndigheten).

Personuppgifisansvarig for
foretagsinteckningsregistret dr Patent- och
registerstyrelsen.

25§

Anteckningar i foretagsinteckningsregistret

1 foretagsinteckningsregistret antecknas
som personuppgifter en fysisk persons namn,
personbeteckning, hemkommun och
medborgarskap. Om en person inte har en
finsk personbeteckning, antecknas personens
fodelsetid i registret. For personer bosatta
utomlands antecknas i registret hemadress i
stdllet for hemkommun.

26§

Rittelse av felaktigt avgorande och oriktig
registeranteckning

Pa rittelse av ett felaktigt avgorande i ett
foretagsinteckningsdrende samt av en oriktig
uppgift i foretagsinteckningsregistret
tillimpas  forvaltningslagen  (434/2003).
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Gidllande lydelse

35§

Uppgifter och bevis pa grundval av
foretagsinteckningsregistret

Var och en har rétt att f4 uppgifter om

anteckningarna i foretagsinteckningsregistret
och dartill hérande handlingar.

(nytt 2 mom.)

Foreslagen lydelse

Bestimmelser om rittelse och radering av
felaktiga eller inexakta personuppgifter finns
i Europaparlamentets och rddets forordning
(EU) 2016/679 om skydd for fysiska personer
med  avseende pd  behandling  av
personuppgifter och om det fria flodet av
sddana uppgifter och om upphdvande av

direktiv 95/46/EG (allmdn
dataskyddsforordning).
35§

Uppgifter och bevis pa grundval av
foretagsinteckningsregistret

Var och en har ritt att fa uppgifter, utdrag
och intyg om anteckningar i
foretagsinteckningsregistret. Trots vad som
foreskrivs i 16 § 3 mom. i lagen om
offentlighet i myndigheternas verksamhet
(621/1999) far Patent- och registerstyrelsen
ldmna ut uppgifter om fysiska personers
namn, fodelsetid, —medborgarskap  och
hemkommun och om utomlands bosatta
personers bosdttningsland i form av utskrifter
eller med hjdlp av ett tekniskt grdnssnitt eller
en elektronisk forbindelse eller pd ndgot
annat sdtt ldmna ut eller géra uppgifterna
allmént tillgdngliga via ett elektroniskt
datandt.

Patent- och registerstyrelsen far ldmna ut i
foretagsinteckningsregistret inforda uppgifter
om personbeteckningens slutled och en
utomlands bosatt fysisk persons hemadress
endast om mottagaren har en sadan grund for
behandling av uppgifterna som avses i 29 § i
dataskyddslagen  (1050/2018). Sddana
uppgifter far ocksd pd det sdtt som foreskrivs
i 1 mom. ldmnas ut elektroniskt i ett krypterat
eller pd annat sdtt skyddat format. En
forutsdtining for utlimnande av uppgifter dr
dessutom att den som begdr uppgifterna
ldmnar registermyndigheten en redogorelse
for att uppgifterna skyddas pa behorigt sitt.

Denna lag trdder i kraft den 20 .
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	om ändring av 21 § i lagen om näringsförbud

	Lag
	om ändring av 8 och 9 § i lagen om skuldsaneringsregistret

	Lag
	om ändring av 4 a och 5 § i straffregisterlagen

	Lag
	om ändring av 14 kap. 8 § i stiftelselagen

	Lag
	om ändring av 47 § i föreningslagen

	Lag
	om ändring av företagsinteckningslagen


	Bilaga
	Parallelltexter
	Lag
	om ändring av dataskyddslagen

	Lag
	om ändring av 2 kap. 15 § i lagen om bostadsaktiebolag

	Lag
	om ändring av 4 a § i lagen om stämningsmän

	Lag
	om ändring av 4 § i lagen om registret över djurhållningsförbud

	Lag
	om ändring av 9 och 10 § i lagen om konkurs- och företagssaneringsregistret

	Lag
	om ändring av 21 § i lagen om näringsförbud

	Lag
	om ändring av 8 och 9 § i lagen om skuldsaneringsregistret

	Lag
	om ändring av 4 a och 5 § i straffregisterlagen

	Lag
	om ändring av 14 kap. 8 § i stiftelselagen

	Lag
	om ändring av 47 § i föreningslagen

	Lag
	om ändring av företagsinteckningslagen



