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EUROPEISKA KOMMISSIONENS FORSLAG OM ANDRING AV FORORDNINGARNA
(EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725, (EU) 2023/2854 OCH DIREKTIVEN
2002/58/EG, (EU) 2022/2555 OCH (EU) 2022/2557 VAD GALLER FORENKLING AV
LAGSTIFTNINGSRAMEN PA DET DIGITALA OMRADET SAMT FORSLAGET OM
UPPHAVANDE AV FORORDNINGARNA (EU) 2018/1807, (EU) 2019/1150, (EU) 2022/868
OCH DIREKTIVET (EU) 2019/1024 (DIGITAL OMNIBUS) OCH FORSLAGET TILL
FORORDNING OM ANDRING AV FORORDNINGARNA (EU) 2024/1689 OCH (EU)
2018/1139 VAD GALLER FORENKLING AV GENOMFORANDET AV DE
HARMONISERADE REGLERNA OM ARTIFICIELL INTELLIGENS (AI-OMNIBUS)

1 Bakgrund

Den 19 november 2025 ldmnade Europeiska kommissionen forslag till Europaparlamentets och
radets forordningar om forenkling av lagstiftningsramen pa det digitala omradet (Digital
Omnibus Regulation Proposal COM(2025) 837 final, nedan digital omnibus) och férenkling av
genomforandet av reglerna om artificiell intelligens (Digital Omnibus on Al Regulation
Proposal COM(2025) 836 final, nedan Al-omnibus).

Kommissionens forslag kom som en del av det digitala paketet (Digital Package), som &ven
inneholl strategin for en dataunion (COM/2025/835 final) och forslaget till en forordning om
europeiska foretagsplanbdcker (COM(2025) 838 final). Riksdagen kommer att informeras om
ovriga forslag i paketet genom separata E-utredningar och U-skrivelser. Kommissionen inledde
ocksa ett offentligt samrad om en kontroll av den digitala &andamalsenligheten (Digital Fitness
Check) som innebir en bredare granskning av enhetligheten och den kumulativa inverkan av
EU:s digitala regelverk for foretag. Det offentliga samradet ar 6ppet till den 11 mars 2026.

Varen 2025 anordnade kommissionen flera samradd i frdgor som rér genomforande och
forenkling av regleringen péd det digitala omrédet (strategin for Al-tillimpningar, dversyn av
cybersikerhetsférordningen och strategin for en europeisk dataunion). Kommissionen 6ppnade
ett offentligt samrad om digital omnibus-forslaget i september 2025. Kommissionen har ocksa
fort flera temadiskussioner med foretrddare for foretag och civilsamhéllet om utmaningar och
kostnader som genomforandet av reglerna innebér.

Behandlingen av forslagen inleddes i radets forenklingsunderarbetsgrupp Antici under det
danska ordférandeskapet. Cypern har sagt sig prioritera sarskilt Al-omnibusbehandlingen under
sitt radsordforandeskap.

2 Forslagets syfte

Forslagen om digital omnibus och Al-omnibus &r det forsta steget mot att forenkla EU:s digitala
regler for data, dataskydd, cybersidkerhet och Al. Forslagen ingar i kommissionens bredare
granskning av EU-regleringen med sikte pé att minska den administrativa bérdan av regleringen
med minst 25 % och 35 % for smé och medelstora foretag.



Forslagen till forordningar fokuserar enligt kommissionen pa direkta anpassningar inom
sektorer dér regleringens mal tydligt kan uppnéds med légre kostnader for foretag, myndigheter
och medborgare utan att d&ventyra skyddet for grundlidggande rittigheter. Forslagen till andringar
aterspeglar det som framhdlls i kommissionens samrad.

3 Forslagets huvudsakliga innehall
Digital omnibus omfattar dndringar i fem EU-forordningar:

- Europaparlamentets och radets forordning (EU) 2023/2854 (dataférordningen)

- Europaparlamentets och radets forordning (EU) 2018/1724 (foérordningen om
inrdttande av en gemensam digital ingéng)

- Europaparlamentets och rédets forordning (EU) 2016/679 (den allménna
dataskyddsforordningen)

- Europaparlamentets och radets forordning (EU) 2018/1725 (dataskyddsforordningen
for EU-institutioner)

- Europaparlamentets och radets forordning (EU) 910/2014 (eIDAS-foérordningen)

- Europaparlamentets och radets forordning (EU) 2022/2554 (férordningen om digital
operativ motstdndskraft for finanssektorn)

Digital omnibus dndrar ocksa tre direktiv:

- Europaparlamentets och radets direktiv 2002/58/EG (direktivet om integritet och
elektronisk kommunikation)

- Europaparlamentets och radets direktiv (EU) 2022/2555 (NIS 2-direktivet)

- Europaparlamentets och radets direktiv (EU) 2022/2557 (CER-direktivet)

Digital omnibus upphéaver foljande rattsakter:

- Europaparlamentets och radets forordning (EU) 2022/868 (dataforvaltningsakten)

- Europaparlamentets och radets forordning (EU) 2018/1807 (foérordningen om det fria
flodet av andra data dn personuppgifter)

- Europaparlamentets och rédets forordning (EU) 2019/1150 (om frémjande av rittvisa
villkor och transparens for foretagsanviandare av onlinebaserade formedlingstjanster,
P2B-férordningen)

- Europaparlamentets och radets direktiv (EU) 2019/1024 (direktivet om Oppna data)

Al-omnibus beror i sin tur
- Europaparlamentets och radets forordning (EU) 2024/1689 (férordningen om
artificiell intelligens)
- Europaparlamentets och radets forordning (EU) 2018/1139 (EASA-férordningen)
31 Digital omnibus
Dataforordningen
Kommissionen foreslar att foljande tre rdttsakter upphédvs och inforlivas i dataforordningen:
forordningen om det fria flodet av andra data &n personuppgifter, dataférvaltningsakten och

direktivet om Oppna data. Dartill foreslas riktade &ndringar i dataférordningen och de
bestimmelser som fors dit for att skapa ett enhetligt regelverk.
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Tillagg i artikel 4 och 5 i dataférordningens II kapitel ger en datahéllare storre rétt att vigra dela
uppgifter innehéllande foretagshemligheter till anvindare av IoT-enheter eller tredjeparter om
denne visar att det finns en hog risk for att foretagshemligheter trots skyddsatgérder fors utanfor
EU till tredjeldnder eller foretag under kontroll av dessa dir skyddsmekanismerna dr svagare dn
EU-regleringen. Datahallaren ska underritta den berérda anviandaren eller tredjeparten samt den
utsedda behdriga nationella myndigheten om végran och motivera denna.

Offentliga organs ritt att f4 atkomst till data fran privata datahallare enligt kapitel V i
dataférordningen begrénsas sd att begédran endast dr motiverad om organet visar att det
foreligger ett behov av att anvdnda vissa data fran en privat datahéllare for att hantera, mildra
eller stodja aterhdmtningen fran ett allmént nodlage. Uppgifterna far endast begéras om de inte
kan inhédmtas effektivt pa annat sétt och pa likvérdiga villkor.

Bestimmelserna om byte av databehandlingstjanster i kapitel VI i dataférordningen fér fler
undantag. Dessa ldttnader tillimpas pa databehandlingstjdnster som dr skrdddarsydda eller
tillhandahalls av sma och medelstora foretag, om avtalen har ingatts fore den 12 september
2025. Dartill klargdrs att dessa leverantorer av databehandlingstjénster far inféra bestimmelser
om proportionerliga sanktioner for fortida uppsédgning i sina tidsbegridnsade avtal si linge de
inte utgor ett hinder for byte av tjdnsteleverantor. Andringarna ska inte paverka skyldigheten att
gradvis avskaffa bytesavgifterna.

Vad géller bestimmelserna i dataférordningens VII kapitel om att férhindra olaglig atkomst till
icke-personuppgifter for tredjeléinders myndigheter och begrinsa internationell verforing av
sadana uppgifter utokas tilliampningsomréadet frén databehandlingstjanster till att &ven omfatta
offentliga organ som tillhandahaller skyddade data enligt avsnitt 3 i det nya kapitlet VlIic,
fysiska eller juridiska personer som har rétt att vidareutnyttja dessa i enlighet med samma avsnitt
samt dataférmedlingstjdnster och erkdnda dataaltruismorganisationer.

Kapitel IIT och IV i dataforvaltningsakten inforlivas i dataférordningen som det nya kapitlet
Vlla. Dataformedlingstjdnstdefinitionen fortydligas och den obligatoriska ordningen for
dataférmedlingstjanster blir frivillig. Skyldigheten att halla dataférmedlingstjanster juridiskt
atskilda fran foretagets andra tjanster ersitts med en skyldighet att hélla dem funktionellt
atskilda. Kraven pa dataférmedlingstjanster minskar betydligt. For dataaltruismorganisationer
upphédvs rapporterings- och transparenskraven och planerna pa ett mer detaljerat
dataaltruismregelverk slopas. Kommissionen ska fora ett offentligt register om tjdnsterna, och
varje medlemsstat ska utse en behdrig myndighet for tillimpning och 6vervakning av kapitel
VIla avseende organisationer etablerade i det egna landet. I Finland &r Transport- och
kommunikationsverket behorig myndighet enligt dataforvaltningsakten och har &dven
huvudansvaret for att 6vervaka dataforordningen.

Forbudet mot nationella lokaliseringskrav for andra data &n personuppgifter upprétthélls genom
att VIIb inférs som nytt kapitel i dataférordningen, och skyldigheten att underritta
kommissionen om kraven av sédkerhetsskdl bibehélls. Skyldigheten att upprétthdlla en
gemensam nationell informationspunkt om datalokaliseringskraven avskaffas.

De centrala bestimmelserna om skyddade data fran direktivet om 6ppna data och kapitel II i
dataforvaltningsakten fors till det nya kapitlet VIIc i dataférordningen. Regleringen av
vidareutnyttjande av skyddade data som innehas av offentliga organ bibehalls till innehéllet och
tillimpningsomrddet. Vidareutnyttjandet av anonymiserade uppgifter fortydligas emellertid.
Forslaget inbegriper en ny bestimmelse om att offentliga organ far ta ut en rimlig avkastning
utover marginalkostnaden for vidareutnyttjande av skyddade data som dessa innehar. Det hir
géller nir data vidareutnyttjas av mycket stora foretag, sarskilt foretag som har stort ekonomiskt
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inflytande sdsom en grindvakt enligt definitionen i férordningen om digitala marknader (DMA).
Offentliga organ ska ocksé kunna faststélla sirskilda villkor for sddana mycket stora foretag nir
data fran den offentliga sektorn vidareutnyttjas, men villkoren ska vara motiverade och
proportionerliga. I fortsittningen ska artikel 37 i dataférordningen tillimpas pé utndmning av
nationella myndigheter som stoder vidareutnyttjande av skyddade data.

Direktivet om 6ppna data, som géller 0ppna data som innehas av offentliga organ och vissa
foretag som producerar allmédnnyttiga tjinster samt forskningsdata genererade med offentliga
medel, inforlivas i det nya kapitlet VIIc i dataférordningen och dndras innehallsméssigt sé att
definitionen av data motsvarar den 1 dataférordningen och dataférvaltningsakten.
Handlingsdefinitionen forblir densamma och tillimpningsomradet avses inte bli #ndrat.
Avgifterna for vidareutnyttjande av handlingar ska kunna betalas online med hjélp av
gransoverskridande betalningstjanster. Det blir ockséd mojligt att utdver marginalkostnaden ta ut
en rimlig avkastning for vidareutnyttjandet av handlingar, om ett mycket stort foretag
vidareutnyttjar data. Offentliga organ ska dven ha mdgjlighet att faststdlla sérskilda men
motiverade och proportionerliga villkor fér dessa mycket stora foretags vidareutnyttjande av
data.

I dataforordningens kapitel VIII om interoperabilitet upphévs artikel 36, dvs. att smarta kontrakt
for genomforande av datadelningsavtal ska uppfylla vissa krav. Kraven ersitts med
kommissionens befogenhet att infora standarder.

Dataférordningens kapitel IX om genomférande- och tillsynsmekanismer ska éven tillimpas pé
de nya bestimmelserna i forordningen. Nuvarande artikel 38 om rétt att 1dmna in klagomal till
behorig myndighet ersitts med en ny bestimmelse som beaktar att en myndighet i landet dar
dataférmedlingstjansten eller dataaltruismorganisationen ar registrerad har behdrighet att
behandla klagomal om dessa aktorer.

Nya kapitlet VIIc utesluts helt fran tillimpningsomradet for artikel 40 (sanktioner) i
dataforordningen. Offentliga aktorer ska dock enligt kapitel VIIc ha skyldighet att informera
dem som efterfragar vidareutnyttjande om tillgéngliga mojligheter till provning i samband med
beslut eller forfaranden som paverkar dem.

I dataférordningen infors nya kapitlet 1Xa, dar &andrade bestimmelser om och
dataforvaltningsaktens viktigaste bestimmelser om Europeiska datainnovationsstyrelsen
(EDIB) och dess uppdrag ska samlas. Enligt forslaget ska kommissionen framdver besluta om
EDIB:s sammansittning och undergrupper medan dagens reglering forutsitter minst tre
lagstadgade undergrupper. Andringarna innebédr att kommissionen kan utéka EDIB-
medlemskapet fran behoriga myndigheter till foretrddare for organ, sisom ministerier, med
behorighet inom den nationella politiken for datackonomi. EDIB:s uppgifter renodlas betydligt
sa att dess roll blir att fungera som ett diskussionsforum i datafrégor, bistd kommissionen vid
utveckling av genomforandet av dataférordningen, frimja samarbetet mellan medlemsstaternas
behoriga myndigheter samt dela god praxis for vidareutnyttande av offentliga data.
Andringsforslaget har inga detaljerade bestimmelser om till exempel EDIB:s arbetsordning som
ska ersitta de tidigare.

Lattnaderna i kraven pa sma och medelstora foretag utokas till att omfatta sma midcapforetag
(SMC). Med midcapforetag avses foretag med en personalstyrka pa minst 250 personer men
under 750 och en omséttning pa hogst 150 miljoner euro eller en balansomslutning pa hogst 129
miljoner euro.



Den allmiinna dataskyddsforordningen, dataskyddsforordningen for institutioner och
direktivet om integritet och elektronisk kommunikation

Den allmdénna dataskyddsforordningen

Kommissionen foreslér riktade éndringar i den allménna dataskyddsf(')rordningen for att bland
annat harmonisera och forenkla tolkningen av den samt litta pa kraven for
personuppgiftsansvariga vid ldgriskbehandling av personuppglfter Enligt forslaget ar
kommissionens mal att dndé sékerstéilla dagens niva av skydd for personuppgifter.

Kommissionen foreslar dndringar i artikel 4 om definitioner. Syftet med dndringarna ar
framforallt att minska osékerheten kring anonymisering, pseydonymisering och vetenskaplig
forskning. Avseende anonymisering och pseudonymlserlng foreslas en bestimmelse som
fortydligar definitionen av personuppgifter sé att det inte dr en personuppgift enbart pa grund
av att ndgon annan kan identifiera den registrerade med hjélp av informationen utan det
avgorande dr om den personuppgiftsansvarige kan identifiera denne med rimlig sannolikhet.
Andringen motsvarar réttspraxis fran Europeiska unionens domstol Vidare foreslés att en
definition av vetenskaplig forskning infors i férordningen och att principen om
andamélsbegrinsning fortydligas for arkivindamal av allmént intresse, vetenskapliga eller
historiska forskningsédndamal eller statistiska dndamal.

Vad giller anonymisering och pseudonymisering foreslar kommissionen ocksa reglering som
bistar personuppgiftsansvariga nér kriterier och metoder for anonymisering och
pseudonymisering utformas. Hérvid foreslas en ny artikel, 41a, dér kommissionen ges
befogenhet att anta genomforandeakter. Enligt artikeln far kommissionen bedéma
anviandningen av den senaste tillgéngliga tekniken och utveckla kriterier som
personuppgiftsansvariga kan anvénda for att visa att uppgifterna inte kan leda till
avanonymisering av de registrerade.

For behandling av sérskilda kategorier av personuppgifter foreslas en ny grund for undantag
(nytt led 11 artikel 9.2) om behandlingen av biometriska uppgifter 4r nédvéndig for att
bekrifta en registrerad persons identitet (kontroll). Har forutsatter forslaget att den registrerade
har ensam kontroll 6ver de biometriska uppgifter eller de medel som krivs for kontrollen.

Dirtill foreslas dndringar i artikel 12 och 13 i dataskyddsforordningen med syftet att litta
kraven pa personuppgiftsansvariga att informera registrerade om behandlingen av deras
personuppgifter, sirskilt vid lagriskbehandling och nér registrerade missbrukar sina
rattigheter. Artikel 22 om enskilda beslut med automatik (inkl. profilering) fortydligas sa att
det tydligt framgar att automatiserade beslut endast kan fattas enligt artikelns ramvillkor.

Andra lattnader i kraven pé personuppgiftsansvariga ar att anmélningstroskeln vid
personuppgiftsincidenter hdjs till hog risk och att tidsfristen for anmélan forldngs frén dagens
72 timmar till 96 timmar (artikel 33). Enligt forslaget ska uppgiftsincidenter i fortsdttningen
anmadlas via en ny gemensam kontaktpunkt (Single-Entry Point).

Kommissionen foreslar att regleringen av terminalutrustningens integritet eller s.k. kakor
(lagring och anvidndning av personuppgifter i den registrerades terminal) flyttas fran direktivet
om integritet och elektronisk kommunikation till den allménna dataskyddsforordningen vad
géller personuppgifter. Harvid ldggs nya definitioner till artikel 4 i den allmidnna
dataskyddsforordningen. Dartill foreslds en ny artikel, 88a, om tillgang till uppgifter sdsom
kakor i terminalutrustning vid behandling av personuppgifter. Forslaget innebér att lagring och
anvandning av personuppgifter kraver den registrerades samtycke i likhet med kraven i
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direktivet om integritet och elektronisk kommunikation. Utdver nu géllande undantag i
direktivet om integritet och elektronisk kommunikation foreslas att registrerades samtycke inte
behover begéras da en personuppgiftsansvarig enligt vissa villkor definierar malgruppen for
en onlinetjanst for eget bruk eller om behandlingen dr nédvéndig for att uppritthélla eller
aterstilla sdkerheten hos en tjanst som tillhandahalls av den personuppgiftsansvarige och som
begérs av den registrerade eller den terminalutrustning som anvénds for att tillhandahélla
tjénsten. I den nya artikeln 88b &ldggs personuppgiftsansvariga att respektera det samtycke
som en registrerad gett automatiskt och i maskinlésbart format till exempel via en webbléisare i
enlighet med standarder som utarbetas separat.

For utveckling och drift av Al-system skapar forslaget framforallt klarhet om behandlingens
rattsliga grund och behandlingen av sérskilda kategorier av personuppgifter (artikel 9 och nya
artikeln 88c). Forslaget ger mdjlighet att behandla personuppgifter for att tillgodose den
personuppgiftsansvariges eller en tredje parts beréttigade intressen vid utveckling och drift av
Al-system. Behandling tillats dock inte ifall den registrerades intressen eller grundlaggande
rattigheter och friheter véger tyngre och kraver skydd av personuppgifter, sarskilt nar den
registrerade ar ett barn. For behandlingen av personuppgifter kravs dock ett samtycke av den
registrerade ifall ett sddant krav finns i unionsrétten eller medlemsstatens lagstiftning.
Avseende utveckling och drift av Al-system foreslar kommissionen ocksa en ny grund for
undantag fran forbudet mot behandling av sérskilda kategorier av personuppgifter (nytt led k 1
artikel 9.2) och sérskilda skyddsatgirder for behandlingen (nya artikeln 9.5).

Dataskyddsforordningen for institutioner

Kommissionen foreslar liknande &dndringar i dataskyddsforordningen for institutioner som i den
allménna dataskyddsforordningen. Forslaget syftar till att harmonisera och forenkla regleringen
i dataskyddsforordningen for institutioner, med bibehdllande av dagens skyddsniva for
personuppgifter. Andringsforslagen berér framforallt anonymisering, pseudonymisering,
vetenskaplig forskning, utveckling och drift av Al-system samt ldttnader och fortydliganden i
kraven pa personuppgiftsansvariga. Andringarna i dataskyddsforordningen for institutioner
avser artikel 3 (definitioner), 4 (principer for behandling), 10 (behandling av sérskilda
kategorier av personuppgifter), 14 och 15 (information till registrerade), 24 (automatiserat
beslutsfattande), 34 (anmélningar om personuppgiftsincidenter), 37 (reglering av kakor), 39
(konsekvensbedomning) och nya 45 a (kriterier for pseudonymisering). Till skillnad fran
andringar som foreslds i den allmidnna dataskyddsforordningen overvakas behandlingen av
personuppgifter av Europeiska datatillsynsmannen, dit unionens institutioner, organ och byréer
bland annat ska anméla personuppgiftsincidenter. Saledes ska till exempel anmélningar av
uppgiftsincidenter enligt artikel 34 goras till EDPS. Anvéndning av en gemensam kontaktpunkt
foreslas inte 1 fraga om dataskyddsforordningen for institutioner.

Direktivet om integritet och elektronisk kommunikation

Kommissionen foreslar att regleringen kring uppgifter i anviandarens terminalutrustning enligt
direktivet om integritet och elektronisk kommunikation reformeras sa att 88a och 88b infors
som nya artiklar i den allmé@nna dataskyddsférordningen.

Forslaget till artikel 5 har bestimmelser om dndringar i direktivet om integritet och elektronisk
kommunikation. Artikel 4 i direktivet (sdkerhet i samband med behandlingen) upphivs. Efter
artikel 5.3 i direktivet infors ett nytt stycke enligt vilket den allménna dataskyddsforordningen
ska tillimpas pa lagring eller anvindning av personuppgifter i en fysisk persons
terminalutrustning. Bestimmelserna om siddan lagring och anvindning kommer att finnas i nya
artikel 88a i den allméinna dataskyddsforordningen.
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EU-gemensam kontaktpunkt for incidentrapportering

Kommissionen foreslar att en gemensam kontaktpunkt (Single-Entry Point for Incident
Reporting) inrdttas for anmilningar av olika storningar och incidenter. Dértill &dndras
incidentrapporteringskraven som foljer av vissa rattsakter sd att dessa anmdilningar i
fortséttningen ska goras via den EU-gemensamma kontaktpunkten for att uppfylla
rapporteringsskyldigheten.

Kommissionen foreslar att den gemensamma kontaktpunkten tillimpas pa anmélningar enligt
NIS 2-direktivet, den allminna dataskyddsforordningen, DORA-forordningen, eIDAS-
forordningen och CER-direktivet. Genom forslaget dndras dessa rittsakter s att dér avsedda
anmélningar framover ska goras via den EU-gemensamma kontaktpunkten. I ovrigt foreslés
inga dndringar i anméilningar enligt dessa rattsakter sdsom troskeln for anmélan eller vilka
uppgifter som ska l&dmnas. Den EU-gemensamma kontaktpunkten kan i framtiden utokas till att
omfatta anmélningar enligt andra rittsakter.

Bestammelserna om den EU-gemensamma kontaktpunkten foreslas bli inférda i NIS 2-
direktivet genom den nya artikeln 23a. Kontaktpunkten ska inrdttas och uppritthallas av
Europeiska unionens cybersikerhetsbyrd Enisa. Anvéndandet av den EU-gemensamma
kontaktpunkten foreskrivs 1 anslutning till de bestimmelser som faststiller
rapporteringsskyldigheten.

Enligt forslaget ska Enisa vidta nddvéindiga tekniska, operativa och organisatoriska atgarder for
kontaktpunktens sdkerhet och tillforlitlighet (riskhantering) nir den utvecklas och upprétthalls.
Enisa ska se till att behoriga myndigheter har tillgang till och kan behandla informationen i
kontaktpunkten samt ta hinsyn till kénsligheten hos den. Genomférandet och utvecklingen av
den gemensamma kontaktpunkten ska ske i ett samarbete mellan Enisa, kommissionen, CSIRT-
nétverket och medlemsstaternas behoriga myndigheter. Om inte annat foreskrivs i unionsritten
ska Enisa inte ha tillging till de anméilningar som ldmnas in via den gemensamma
kontaktpunkten. Den gemensamma kontaktpunkten ska uppfylla delarna i forslaget till artikel
23a.3.

Inom 18 manader efter det att forordningen har trétt i kraft ska Enisa gora en provundersékning
och provning av den gemensamma kontaktpunkten. Utifran detta ska kommissionen i samarbete
med Enisa beddma den gemensamma kontaktpunktens funktion, tillforlitlighet, integritet och
konfidentialitet. Kommissionen ska dven samrdda med CSIRT-ndtverket och nationella
behoriga myndigheter. Om kommissionen konstaterar att den gemensamma kontaktpunkten
uppfyller nddvindiga krav ska den offentliggora ett tillkénnagivande i Europeiska unionens
officiella tidning sa att Enisa med detta som grund kan bdrja ta emot anmélningar via
kontaktpunkten. Om kommissionen dé& kontaktpunkten &r i drift konstaterar att den inte
uppfyller nodvandiga krav ska Enisa i samarbete med kommissionen vidta alla nddvindiga
korrigerande atgdrder for att sdkerstdlla korrekt funktion, tillforlitlighet, integritet eller
konfidentialitet. Kommissionen ska vid behov ompréva den gemensamma kontaktpunktens
funktion och uppdatera eller offentliggora ett tillkénnagivande som ligger till grund for Enisas
drift av kontaktpunkten.

Forslaget innebér att det i artikel 23.1 i NIS 2-direktivet infors att incidenter ska anmdélas via
den gemensamma kontaktpunkt som inréttats i enlighet med artikel 23a. Ett ytterligare tilligg i
artikel 23 i NIS 2-direktivet &r punkt 12, som innebér att anmilningar om allvarliga incidenter
som péverkar sdkerheten for en produkt med digitala element enligt artikel 14.3 i férordning
(EU) 2024/2847 (cyberresiliensforordningen) ocksé ska anses som anmilan av en incident
enligt NIS 2-direktivet. Dértill dndras artikel 30 1 NIS 2-direktivet sa att medlemsstaterna ska
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sdkerstélla att de anmélningar pa frivillig basis som avses i artikeln kan goras till dem via den
EU-gemensamma kontaktpunkten.

Forslaget innebar att artikel 19a, 4 och 45a 1 eIDAS-forordningen dndras genom att infora
punkter om att de anmélningar som avses i artiklarna ska goras via den EU-gemensamma
kontaktpunkten.

Genom forslaget dndras artikel 19 i DORA-forordningen sa att diar avsedda anmilningar ska
goras via den EU-gemensamma kontaktpunkten. Dértill ska det finnas mgjlighet att gora
frivilliga anmélningar via den EU-gemensamma kontaktpunkten.

Genom forslaget dndras artikel 15 i CER-direktivet sa att dir avsedda anmélningar ska goras
via den EU-gemensamma kontaktpunkten. Dértill ska det finnas mojlighet att gora frivilliga
anmaélningar via den EU-gemensamma kontaktpunkten.

I artikel 33 i den allménna dataskyddsférordningen infors en hdnvisning till att anmélningar om
personuppgiftsincidenter ska goras via den EU-gemensamma kontaktpunkten.

Innan den EU-gemensamma kontaktpunkten tas i bruk ska anmélningar enligt rattsakterna goras
till de nationella behdriga myndigheterna enligt nuvarande modell for genomférande av
rittsakterna.

Upphévande av vissa rittsakter

Kommission foresldr upphidvande av forordningen om frimjande av réttvisa villkor och
transparens for foretagsanvindare av onlinebaserade formedlingstjénster (P2B-férordningen).
Enligt kommissionens ar de centrala kraven (transparens, rittvis behandling, tvistlosning)
inforda 1 forordningarna om digitala tjanster (DSA) och digitala marknader (DMA), som trddde
i kraft 2022 och tillhandahaller mer omfattande och bindande regler for plattformsekonomin.
Vissa artiklar i P2B-forordningen ska forbli i kraft under hela 6vergéngsperioden till 2032 for
att garantera réttssdkerheten i rattsakter som hinvisar till P2B-forordningen. Detta berdr en del
av definitionerna 1 artikel 2 ('foretagsanvindare', 'onlinebaserad formedlingstjanst’,
'onlinebaserad sokmotor'), artikel 4 om begransning, tillfalligt avbrytande eller avslutande av
tjanster, artikel 11 om internt system for hantering av klagomal och artikel 15 om efterlevnad.

3.2 Al-omnibus

Andringar i Al-forordningen foreslds med syftet att litta pA den administrativa bordan for
leverantorer av Al-system och organ som beddmer Gverensstimmelse. Kommissionen far
befogenheter for tillsyn 6ver Al-system som bygger pa Al-modeller for allminna &ndamal fran
samma leverantor och Al-system som &r inbyggda i mycket stora onlineplattformar och mycket
stora sokmotorer.

Kommissionen foreslar att den sérskilda hdansynen mot smé och medelstora foretag utdkas till
att dven omfatta smé midcapforetag: vissa undantag fran kraven pa Al-system med hog risk,
avdelade stodatgirder som tar hdnsyn till behoven hos foretagen och ldgre tak for administrativa
sanktionsavgifter.

Den nuvarande skyldigheten for leverantorer och tillhandahallare av Al-system att fraimja Al-
kunnighet omvandlas till en skyldighet for kommissionen och medlemsstaterna.



Jamfort med dagens reglering foreslar kommissionen att utdver leverantdrer &dven
tillhandahéllare av Al-system med hog risk samt leverantorer och tillhandahallare av andra Al-
system under vissa forutséttningar ska fa behandla sirskilda kategorier av personuppgifter, om
det behdvs for upptackt och begriansning av bias. Behandlingen far grundas pa behov i stéllet
for absolut nddvindighet som i dag. Enligt kommissionen ligger det i allmédnhetens intresse att
bias uppticks och korrigeras eftersom detta skyddar fysiska personer frén negativa
konsekvenser av Al, déribland diskriminering. Denna behandling ska omfattas av sédrskilda
skyddsétgirder.

Al-system for hogriskanvindning som dnda inte utgor Al-system med hog risk behdver inte
langre registreras i kommissionens databas.

Forslaget syftar ocksa till att underlétta bedomningen av 6verensstimmelse samt forfarandet for
anmadlan frén organ for bedomning. Regleringen av organ for beddmning av dverensstimmelse
dndras sa att samma ansdkan kan omfatta anmédlan som organ for bedomning av
overensstimmelse med Al-forordningen och dverensstimmelse med annan sektorslagstiftning.
Dessutom fortydligas bedomningen av dverensstimmelse.

Kommissionens frantas befogenheten att anta genomforandeakter om forfarandekoder for Al-
modeller for allmdnna &ndaméil och om transparens for vissa Al-system. Syftet &r att
harmoniserade regler for genomf6randet endast ska antas ifall det &r absolut nédvéndigt.

Regleringen av regulatoriska sandlador utvidgas for att mojliggdra titare testning under verkliga
forhallanden i anslutning till sandlddorna och édven utanfor dem. Testning tillats i stdrre
omfattning 4n tidigare &ven med system i bilaga I, inte bara med system i bilaga III. Det blir
mojligt att kommissionen och medlemsstaterna ingar frivilliga avtal om att genomfora praktisk
testning av system i del B i bilaga I. Kommissionen far befogenhet att inrétta sandlddor for Al-
system for allmdnna dndamal som bygger pd Al-modeller for allmédnna dndamal fran samma
leverantor. 1 dessa fall ska kommissionen ha motsvarande befogenheter som nationella
marknadskontrollmyndigheter. Kommissionen far befogenhet att utdva tillsyn 6ver Al-system
som omfattas av forordningen om digitala tjanster och utgor eller dr en del av en mycket stor
onlineplattform eller onlines6kmotor.

Mikroforetagsundantaget fran kraven pa ett kvalitetsstyrningssystem for Al-system utokas till
att dven géilla sma och medelstora foretag.

Regleringen av den vetenskapliga panelen specificeras genom att ersittningarna till panelens
experter for stdd till medlemsstaterna i genomforandet av forordningen faststills tydligare.
Medlemsstaterna far dven mojlighet att konsultera experterna i den vetenskapliga panelen
direkt, utan inblandning frén kommissionen.

Mer flexibilitet ges 1 Overvakningen efter utsldppandet pa marknaden genom att kommissionen
frantas befogenheten att anta en genomforandeakt med detaljerade bestimmelser som faststéller
en mall for planen for 6vervakning efter utsldppande pad marknaden och en forteckning dver de
element som ska ingé i planen.

Avseende myndigheter som utdvar tillsyn over skyddet av grundlaggande rattigheter fortydligas
ritten att f& information fran behdriga marknadskontrollmyndigheter, vars skyldighet att svara
pa sadana begdranden betonas i forslaget.

Harmoniserade standarder som stdd for efterlevnaden av Al-férordningen kommer med all
sannolikhet inte att fardigstillas fore den 2 augusti 2026, da forordningen ska borja tillimpas
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fullt ut. Detta giller d&ven hogrisksystem i bilaga III, s&som krav avseende utbildning,
sysselséttning och kritisk infrastruktur. Forslaget inbegriper dérfor flera &ndringar i
overgangsperioder och tidpunkter for ikrafttrdidande for att ge mer tid at utarbetandet av
standarder och ekonomiska aktdrers anpassning:

e Regleringen av system som genererar artificiellt innehéll sasom ljud eller bild samt
deras transparens tillimpas pd system som har sldppts ut pa marknaden fore den 2
augusti 2026 efter en 6vergéngsperiod pa 6 ménader, dvs. fran den 2 februari 2027. Det
hér dr sex méanader efter det nuvarande datumet for tillimpning, den 2 augusti 2026.

e Tillampning av kraven pd Al-system med hog risk knyts till att stddverktyg sdsom
harmoniserade standarder, gemensamma specifikationer eller kommissionens riktlinjer
finns pa plats enligt beslut av kommissionen. Efter att beslutet offentliggjorts ska de
ekonomiska aktorerna géra nddvindiga fordndringar inom sex manader (bilaga III) eller
12 manader (bilaga I). Ett forbehall 1 forordningen ar att kraven ska tillimpas senast
den 2 december 2027 pa system i bilaga III och senast den 2 augusti 2028 pa system i
bilaga I 4ven om standarderna inte ar férdiga.

e Tillimpning av kraven pd Al-system som redan sldppts ut pad marknaden eller
tillhandahallits motsvarar tillimpningstiderna for Al-system med hog risk. Denna
andring géller inte system avsedda att anvidndas av myndigheter. Dessa ska alltjimt
uppfylla forordningens krav senast den 2 augusti 2030.

Dartill dndras forordningen om sédkerheten pé det civila luftfartsomrédet och inréttande av
Europeiska unionens byra for luftfartssikerhet EASA sé& att Al-forordningens krav pad Al-
system med hog risk kan inforlivas i den.

4 Forslagets rittsliga grund och forhillande till proportionalitets- och
subsidiaritetsprincipen

4.1 Riittslig grund

Béda forslagen till forordning, digital omnibus och Al-omnibus, har som réttslig grund artikel
114 1 fordraget om Europeiska unionens funktionssitt (EUF-fordraget), som géller de atgirder
som héanfor sig till genomférande av och verksamhet pa den inre marknaden. Syftet med artikeln
ar tillndrmning av medlemsstaternas lagstiftning och sékerstillande av att sammanhaéllen och
icke-diskriminerande lagstiftning ar tillimplig i Europeiska unionen. P4 grundval av den
tillimpas det ordinarie lagstiftningsforfarandet, och radet ska fatta beslut med kvalificerad
majoritet.

Unionens domstol har i sin réttspraxis slagit fast att en réttsakt endast kan antas utifrén artikel
114 1 EUF-fordraget, om det av réttsakten framgar och objektivt kan pévisas att den syftar till
att forbattra villkoren for upprittandet av den inre marknaden och dess funktion. Om detta
villkor &r uppfyllt, ger artikel 114 EUF-fordraget unionslagstiftaren omfattande provningsratt
vid valet av nddviandiga tillndrmnings- och harmoniseringsatgarder.

Digital omnibus-forslaget har som ytterligare réttslig grund artikel 16 i EUF-fordraget for
andringar i den allménna dataskyddsforordningen och dataskyddsforordningen for institutioner.
Artikel 16 1 EUF-fordraget géller skydd for personuppgifter och utgér rttslig grund for EU:s
dataskyddslagstiftning. Artikeln faststéller att skyddet for personuppgifter dr en grundliggande
rattighet i EU. EU har behorighet att stifta lagar om behandling av personuppgifter. Aven pa
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grundval av artikel 16 i EUF-fordraget tillimpas det ordinarie lagstiftningsforfarandet, och radet
ska fatta beslut med kvalificerad majoritet.

Den rittsliga grunden for en rittsakt ska faststéllas utifran dess syfte och huvudsakliga innehall.
EU-domstolen har i sin praxis ansett att unionslagstiftaren om mgjligt alltid bor strdva efter att
anvénda endast en réttslig grund. Att anvénda en eller flera parallella rittsliga grunder ar en
exceptionell 16sning. Enligt EU-domstolen dr det mdjligt nér det ror sig om en réttsakt som
samtidigt har flera syften eller bestdndsdelar, vilka ar oskiljaktigt forbundna med varandra, utan
att den ena &dr underordnad eller indirekt 1 férhallande till den andra.

Enligt statsrddets bedomning forefaller det motiverat att anvédnda flera réttsliga grunder i
samband med digital omnibus-forslaget. Det dr problemfritt att kombinera de foreslagna
riattsliga grunderna dven med tanke pa behandlings- och beslutsforfaranden eftersom det
ordinarie lagstiftningsforfarandet tillimpas pa bada och radet foljer samma rostningsforfarande
1 sitt avgdrande.

Statsradet anser sammanfattningsvis att forslagens rattsliga grunder ar lampliga. Vad giller de
foreslagna éndringarna i Al-forordningen bor dock artikel 16 i EUF-fordraget provas som
ytterligare rittslig grund eftersom éndringarna delvis dven beror skyddet for personuppgifter.

4.2 Subsidiaritets- och proportionalitetsprinciperna
Digital omnibus

Forslagen avseende dataférordningen inklusive dataforvaltningsakten, direktivet om 6ppna data
och forordningen om det fria flodet av andra data dn personuppgifter ar forenliga med
subsidiaritets- och proportionalitetsprinciperna enligt statsridets initiala uppfattning.

Forslagen avseende den allminna dataskyddsforordningen och dataskyddsforordningen for
institutioner &r forenliga med subsidiaritets- och proportionalitetsprinciperna enligt statsradets
initiala uppfattning, men under forhandlingarna maste det bedomas om alla delar i den
foreslagna regleringen &r proportionella utan att dventyra en hog nivd av dataskydd.
Kommissionens forslag till ny reglering (bland annat om anonymisering och pseudonymisering,
utveckling och drift av Al-system samt kakor) innehéller till exempel inte forslag om nivan pé
administrativa sanktionsavgifter (artikel 83 i allminna dataskyddsférordningen). Nivan pa
administrativa sanktionsavgifter har inte heller beddmts for ny reglering som giller
dataskyddsforordningen for institutioner (artikel 66 i den férordningen). Sanktioner ir en viktig
del av regleringens effektivitet, och for att sdkerstilla regleringens proportionalitet dr det viktigt
att sdkerstdlla att den foreslagna regleringen inte blir otydlig i friga om huruvida administrativa
sanktionsavgifter kan paforas enligt den nya regleringen och vilken niva de paférda avgifterna
skulle ligga pa. Vidare finns skal att sdkerstélla att befogenheter till kommissionen for att anta
akter och for genomforandet delegeras dndamalsenligt samt tillréckligt noga avgransat och
exakt i alla delar (forslag till ny artikel 41 a och till &ndringar i artikel 35).

For direktivet om integritet och elektronisk kommunikation finns det ingen bedémning av
subsidiaritets- och proportionalitetsprinciperna frdn kommissionen. Har maste det under
forhandlingarna bedomas om den foreslagna regleringen foljer principerna i alla delar.

Forslaget om inrdttande av en EU-gemensam anmélningsordning &r forenligt med
subsidiaritets- och proportionalitetsprinciperna enligt statsradets uppfattning. Kommissionen
har dock inte bedomt ifall det dr forenligt med subsidiaritets- och proportionalitetsprinciperna
att de berdrda ska vara skyldiga att anméla och rapportera via EU-systemet i alla situationer.
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Har maste det under forhandlingarna klargdras och bedomas om forslaget avseende
skyldigheten dr forenligt med subsidiaritets- och proportionalitetsprinciperna, till exempel dé
uppgifter som ska rapporteras innehaller sddant som rér den nationella sdkerheten eller da
rapporteringen sker i en enskild medlemsstat med bara en rittsakt som grund.

Forslaget om upphdvande av P2B-forordningen &r forenligt med subsidiaritets- och
proportionalitetsprinciperna enligt statsradets uppfattning. Att forenkla regleringen och minska
den administrativa bordan talar for en granskning av Overlappningarna mellan P2B-
forordningen och forordningarna om digitala tjanster och digitala marknader. Néar ett
upphévande av rattsakterna overvégs ska deras olika objekt och tillimpningsomraden beaktas.
P2B-forordningen tryggar transparensen i avtal mellan onlinebaserade formedlingstjinster av
alla storlekar och deras foretagsanvéndare medan forordningen om digitala marknader bara
giller stora grindvaktsforetag och forordningen om digitala tjanster formedlingstjinsternas
ansvar for publicerat innehéall pd deras plattformar. Det &r centralt att sékerstilla hur foretagens
riattssdkerhet kommer att tryggas i plattformsavtalen efter ett upphévande av P2B-f6rordningen.

Al-omnibus

Forslaget om Al-forordningen ar forenligt med subsidiaritets- och proportionalitetsprinciperna
enligt statsradets uppfattning. Med tanke pé skyddet av personuppgifter maste det under
forhandlingarna emellertid bedémas om den fOreslagna regleringen i alla delar é&r
proportionerlig utan att dventyra en hdg niva av dataskydd. Hér bér man framforallt beakta
behandling av sérskilda kategorier av personuppgifter i Al-system med hog risk och de stora
risker behandlingen medfor.

5 Forslagets konsekvenser
Dataférordningen

Enligt kommissionens beddmning frémjas enhetligheten och tydligheten av att dataregleringen
samlas i dataforordningen. Forslagen forutséitter dock &tminstone tekniska &ndringar av
myndigheters uppgifter och befogenheter i den nationella genomférandelag som tréder i kraft
den 1 januari 2026, vilket innebdr en viss administrativ borda for myndigheterna.
Ansvarsfordelningen mellan nationella myndigheter i vidareutnyttjandet av skyddade data kan
paverkas eftersom oklar reglering kan medfora betydande kostnader for den offentliga
forvaltningen, om sadana data ska tillgéngliggdras i storre omfattning &n i dag eller om dagens
system maste dndras.

Genom att datahéllare tillats neka utlimning av affarshemligheter till tredjelandsaktdrer med
svagt skydd rdknar kommissionen med att latta foretagens borda i samband med framstéillning,
delning och skydd av data och affarshemligheter. De storsta besparingarna kan komma fran
datahanteringsavtal, inférande av applikationsprogrammeringsgranssnitt, minskade juridiska
risker sérskilt 1 grinsoverskridande sammanhang och visad dverensstimmelse nér ramarna for
skydd av affarshemligheter utanfér EU bedéms. Andringarna kommer sannolikt dnda inte
eliminera behovet av ytterligare viagledning i det praktiska arbetet med tillampningen.

En ny datadelningsram for den offentliga sektorn kommer att minska foretagens administrativa
och juridiska borda, enligt kommissionens beddmning. Trots att kostnaderna for behandling av
begéranden vid allménna nodlagen alltjamt dr betydande (t.ex. nddvédndiga programldsningar,
data- och personalkostnader) kommer ett fokus pd enbart allménna nddlédgen att minska
komplexiteten nér foretagen inte lingre behdver skraddarsy datainfrastrukturen och férhandla
om avtal for andra situationer. Kostnaderna minskar ocksd for behoriga myndigheter nir
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hanteringen av datadelningsbefogenheter mellan medlemsstaterna forenklas och samordningen
underléttas, sérskilt i grinsoverskridande sammanhang.

Finland har sedan tidigare nationella bestimmelser om réitten att f& information fran datahéllare
i undantagssituationer. I detta har dataférordningen endast varit kompletterande. Den forra
regleringen har dven mgjliggjort att myndigheter i andra medlemsstater begér ut information
frdn datahéllare i Finland om ett exceptionellt behov uppstar. Den administrativa bérdan for
finska foretag kan minska ndgot om denna mojlighet férsvinner.

Kommissionen bedomer att minst 100 000 avtal om skrdddarsydda PaaS- och SaaS-tjanster
omfattas av den forenklade regleringen. Mojligheten att inte omférhandla avtalen skulle kunna
ge cirka en miljard euro i besparingar. Omforhandlingslattnaden géller avtal som har ingéatts
fore forordningens ikrafttridande, sa besparingarna avser aktorer som inte hunnit dndra sina
avtal. Att ldttnaderna géller avtal ingdngna fore forordningens ikrafttridande innebar
utmaningar for bade tjinsteleverantdrer och myndigheter i genomférandet av férordningen.
Forslaget kan ocksé tolkas s, att kommissionen inte forvéntar sig efterlevnad av forordningen
pa denna punkt. Littnaderna antas inte ha betydande marknadskonsekvenser eftersom nya avtal
ska upprittas i enlighet med férordningen.

Kommissionen har inte berdknat kostnader eller besparingar som regleringen av smarta kontrakt
innebédr men bedomer att avregleringen minskar den administrativa bordan. Utvecklarna skulle
inte beh6va omarbeta de smarta kontrakten for att uppfylla dataforordningens krav eller utféra
beddmningar av 6verensstimmelse. Aven myndigheternas borda beddms minska nér tillsyn av
Overensstimmelsen inte ldngre behdvs for den framvéxande marknaden och tekniken. En mer
flexibel miljo kan frdmja utvecklingen av smarta kontraktsldsningar, vilket i sin tur kan frimja
ekonomisk aktivitet och teknisk utveckling.

Kommissionen beddmer att en frivillig och enklare ordning for dataférmedlingstjanster okar
fortroendet, minskar kostnaderna och uppmuntrar utvecklingen av affirsmodeller. Den
administrativa bordan minskar nér centrala definitioner fortydligas och reglerna specificeras.
Att kravet pa tillhandahdllande av tjdnster genom en separat juridisk person tas bort ger
besparingar i etablerings- och administrativa kostnader. Medlemsstaterna sparar in
rapporteringskostnader nir kravet gillande nationella dataaltruismorganisationer tas bort.

Pa EU-niva kan &ndringarna spara in upp till 318 750 euro i engangskostnader och cirka 6
miljoner euro i administrativa kostnader per ar. Detta minskar hindren for marknadstilltrdde och
kan locka nya leverantdrer av dataférmedlingstjanster sa att konkurrensen okar och marknaden
vaxer.

Den frivilliga delningen av data vintas dka nér fler foretag hittar tjénster for sina behov, och
kommissionen forvéntar sig att detta leder till framsteg inom forskning av allmént intresse eller
om samhilleliga mal (séllsynta sjukdomar, miljoskydd. biologisk mangfald).

Att registreringskravet for leverantrer av dataformedlingstjanster tas bort kan leda till sdmre
transparens och ansvarstagande pa marknaden eftersom de behoriga myndigheterna endast
overvakar registrerade aktorer. Framforallt konsumenter kan ha svért att uppfatta skillnaden
mellan registrerade och rent avtalsbaserade dataférmedlingstjidnster och darfor bor man fasta
vikt vid registrering och en gemensam logotyp till exempel dé& tjénster anvinds av EU:s
dataomréaden och den offentliga sektorn.

De bestdmmelser som specificerar dataférordningen och dataférvaltningsakten har Finland i
stort sett redan fort in i samma lag. Enligt transport- och kommunikationsverket har den tidigare
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definitionen = av  dataformedlingstjdnster  uteslutit  aktdrer  fr&n  forordningen.
Definitionsadndringsforslagen klargér tolkningarna och utdkar gruppen potentiella leverantdrer
av dataférmedlingstjinster.

Forslaget behéller mdjligheten att placera icke-personuppgifter pa den effektivaste EU-platsen,
vilket minskar juridiskt dubbelarbete och sinker kostnaderna. Kommissionen beddomer att
myndigheterna slipper tunga Overvakningsuppgifter ifall kravet p&d en gemensam
informationspunkt om datalokaliseringskraven tas bort. Detta uppskattas ge besparingar pé
cirka 31 000 euro per medlemsstat och ar (cirka 847 000 euro pa EU-niva). Regelforenklingen
underldttar dven utdvandet av foretagsverksamhet och frdmjar den fria rorligheten for tjédnster
som é&r baserade pa icke-personuppgifter.

Att reglerna for vidareutnyttjande av data fran den offentliga sektorn samlas i dataférordningen
kommer enligt kommissionens bedomning att harmonisera definitionerna och forfarandena
samt eliminera dubbelarbete utan att géra avkall pa regleringens niva. Forslaget gor det ldttare
att hitta och anvinda data, minskar efterlevnadskostnaderna och ger snabbare atkomst till data
fran den offentliga sektorn genom tydligare, direkt tillimpliga och harmoniserade regler pa EU-
niva.

I Finland ska behovet av nationell lagstiftning som implementerar direktivet bedomas. Forslaget
ser inte ut att ha ndmnvédrda konsekvenser for offentliga organ eller for dem som vill
vidareutnyttja 6ppna data som innehas av den offentliga sektorn. Konsekvenser kan finnas for
dataskydd, vetenskaplig frihet, offentlighetsprincipen och den offentliga forvaltningens
datahantering, och dessa krdver ytterligare granskning. Konsekvenserna for myndigheternas
laglighetskontroll, forskningsverksamhet och édndringssdkande i beslut enligt offentlighetslagen
maste ockséd bedomas ifall de allménna bestimmelserna i kapitel IX i dataférordningen blir
tillampliga i det nya kapitlet Vllc.

Forslaget om en mdjlighet for offentliga organ att av vissa foretag ta ut hogre avgifter for
vidareutnyttjande av handlingar och data samt faststélla villkor for anvdndningen har en oklar
utformning eftersom myndigheterna ddrmed far befogenhet att sjélv faststilla hogre avgifter
medan utgangspunkten i Finland &r att grunden for myndighetsavgifter foreskrivs i lagar och i
forordningar utfdrdade med stéd av lag. Det dr ocksa oklart hur stor den administrativa bérdan
skulle bli ifall offentliga organ vid begédran om vidareutnyttjande av data eller handlingar maste
utreda om undantagsvillkor eller hogre avgifter kan tillimpas pé det foretag som gor begéran.
Forslaget behover dven granskas ytterligare i relation till principerna om icke-diskriminering
och konkurrensneutralitet.

Kommissionen berdknar att 38 000 foretag i unionen omfattas av SMC-definitionen. Om SMC-
foretagens nedsatta pris for dtkomst till den offentliga sektorns skyddade databaser utdkas till
att omfatta alla sma och medelstora foretag skulle det kunna ge arliga besparingar pa totalt 5—
19 miljoner euro i hela EU. Forslaget att regelverket ska omfatta SMC-foretagen véntas framja
vidareutnyttjandet av data och péskynda innovation genom att data frdn den offentliga sektorn
blir lattillgéngligare for en storre grupp ekonomiska aktorer, vilket borde ha en positiv
ekonomisk effekt.

Den allménna dataskyddsforordningen, dataskyddsforordningen for institutioner och
direktivet om integritet och elektronisk kommunikation

Den allmdnna dataskyddsforordningen
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Enligt kommissionen skulle de riktade &ndringar som foreslds i den allminna
dataskyddsforordningen forenkla kraven pé lagriskbehandling samt harmonisera och klargdra
vissa centrala begrepp 1 forordningen. Enligt kommissionen bistdr forslaget de
personuppglftsansvarlga utan att dventyra en hog skyddsniva for personuppgifter. Andringarna
stottar framforallt smé& och medelstora foretag utan dataintensiv eller riskfylld verksamhet.
Enligt kommissionen kan personuppgiftsanvariga i fortsittningen rikta sina resurser till mer
dataintensiva och riskfyllda verksamheter dér det ar mest kritiskt att ha atgérder for skydd av
personuppgifter. De foreslagna dndringarna vintas ge aktorerna direkta regleringsfordelar
genom effektivare verksamhet och minskade risker samt béttre innovations- och
utvecklingsmiljo. Tydligare reglering framjar ocksé indirekt att data utnyttjas for exempelvis
forskningséndamal. Dessa fordelar innebér kostnadsbesparingar bland annat genom att mindre
tid och resurser gar at till att sdkerstélla databehandling i enlighet med dataskyddsforordningen.
Kommissionen har inte gett mer specifika kvantitativa bedomningar av besparingarna.

Dataskyddsforordningen for institutioner

Kommissionen har inte gett nagra separata bedomningar om dataskyddsforordningen for
institutioner. Andringsforslagen motsvarar dock i stor utstrickning det som kommissionen
foreslar om dataskyddsforordningen.

Direktivet om integritet och elektronisk kommunikation

Enligt kommissionen syftar forslaget till att minska forfragningarna om kakor genom att
anvéndarens samtycke ska begéras i farre situationer. Kommissionen bedomer att foretagens
kostnader minskar genom minskad anvindning av forfragningar nér reglerna for kakor har
uppdaterats. Dagens kostnader for efterlevnad av reglerna for kakor uppskattas till cirka 400
euro per ar och foretag, och enligt forslaget kan dessa sdnkas. Utover minskade kostnader for
foretagen genom férre antal forfragningar skulle forslaget leda till forenkling och forbattra
medborgarnas upplevelse av webbsidor med bibehallande av en hog personuppgiftsstandard.
Enligt kommissionen kommer forslaget att stirka anvindarnas rétt att utdva sina
dataskyddsrattigheter och gora sina val pa nétet.

I Finland innebdr kommissionens forslag att dataombudsmannen blir behorig myndighet for
lagring och anvéndning av personuppgifter i terminalutrustning och ska utgdra en siddan
nationell tillsynsmyndighet som avses i den allménna dataskyddsfoérordningen. Tillsynsansvaret
for kakor och andra uppgifter i terminalutrustning samt for fysiska och juridiska personer har
antingen dataombudsmannen eller Transport- och kommunikationsverket beroende pa om
terminalutrustningen hanterar en personuppgift eller ndgon annan uppgift eller tillhor en fysisk
eller en juridisk person. Enligt kommissionens forslag ska géllande artikel 5.3 i direktivet om
integritet och elektronisk kommunikation fortsatt tillimpas pa uppgifter i juridiska personers
terminalutrustning. Den  fOreslagna  dndringen  skulle sédledes 4ndra  dagens
befogenhetsfordelning mellan dataombudsmannen och Transport- och kommunikationsverket.
Forslagets ekonomiska konsekvenser och inverkan pa nationell lagstiftning sdsom
dataskyddslagen (1050/2018) och lagen om tjénster inom elektronisk kommunikation
(917/2014) ska granskas niarmare.

Enligt artikel 15 i direktivet om integritet och elektronisk kommunikation fir medlemsstaterna
genom lagstiftning vidta &tgérder for att begréinsa omfattningen av de rittigheter och
skyldigheter som anges i bl.a. artikel 5 i ndimnda direktiv. I enlighet med artikel 15 far det
exempelvis foreskrivas om réttsvairdande myndigheters atkomst till data som lagras av
leverantdrer av elektroniska kommunikationstjanster. Enligt kommissionens forslag ska lagring
och anvédndning av personuppgifter i terminalutrustning i fortsattningen regleras i den allménna
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dataskyddsforordningen. Kommissionens forslag inbegriper en liknande undantagsmojlighet
som i artikel 15 i direktivet om integritet och elektronisk kommunikation. I den fortsatta
beredningen behover det goras en ndrmare beddmning av om andringen till exempel paverkar
vad som kan foreskrivas om rittsvardande myndigheters rétt till information.

EU-gemensam anmélningsordning for incidenter

Genomforande av en EU-gemensam kontaktpunkt i den form som foreslds av kommissionen
skulle medfora datasystemkostnader for myndigheter som tar emot och behandlar anmélningar
via den. Sadana myndigheter 4r i1 varje fall Transport- och kommunikationsverket,
Energimyndigheten, Siakerhets- och kemikalieverket, Tillstinds- och tillsynsverket.
Livskraftscentralen i Syddstra Finland, Livsmedelsverket. Sdkerhets- och utvecklingscentret for
lakemedelsomrédet, Finansinspektionen och Dataombudsmannen. Nimnda myndigheter har pa
senare tid fatt datasystemkostnader nér bland annat NIS 2-direktivet, CER-direktivet och den
allménna dataskyddsforordningen genomforts.

I Finland upprétthaller Transport- och kommunikationsverket Traficoms Cybersikerhetscenter
ett system for anmélningar enligt NIS 2-direktivet och cybersékerhetslagen (124/2025). Om en
EU-gemensam anmélningsordning genomfors enligt kommissions forslag skulle det medfora
andringar i systemets funktion. I detta skede kan &ndringarnas omfattning eller kostnader inte
faststidllas 1 detalj eftersom det saknas tekniska detaljer om genomforandet av
anmélningsordningen. Myndighetskonsekvenserna av genomforandet av NIS 2- och CER-
direktiven har beddmts i regeringens propositioner om genomforandet av direktiven (RP
57/2024 rd och RP 205/2024 rd).

Enligt kommissionens konsekvensbedomning skulle inrdttandet av en EU-gemensam
anmaélningsordning kosta 6 miljoner euro pa EU-niva. For att uppratthéalla EU-systemet skulle
det krévas cirka 8 &rsverken vid Enisa, och framtida rapportering via systemet i enlighet med
de nya rittsakterna berdknas kosta 500 000 euro per rittsakt. Enligt kommissionens
konsekvensbeddmning varierar uppbyggnadskostnaden for ett motsvarande gemensamt system
mellan 150 000 och 1 500 000 euro beroende pad medlemsstat och uppgar i snitt till 550 000
euro.

Enligt kommissionens konsekvensbedomning skulle den ekonomiska nyttan av rapportering via
det EU-gemensamma systemet uppgé till 0,29-41,5 miljoner euro for de berérda pa EU-niva.
Bakom det stora variationsintervallet ligger en osédkerhet om antalet anmélningar. Berdkningen
utgdr frdn kommissionens uppskattning att rapporteringen kostar i snitt 440 euro per
regleringsobjekt, vilket skulle halveras med ett EU-gemensamt system.

Kommissionen har inte bedomt vilka konsekvenser forslaget har for medlemsstaterna eller
befintliga nationella system. Enligt statsradets initiala beddmning kommer de nationellt
anvisade kostnaderna for utveckling av kontaktpunkter i enlighet med NIS 2- och CER-
direktiven och den allménna dataskyddsforordningen att 6ka eftersom ett genomfdrande av
forslaget krdver dndringar i bdde kontaktpunkterna och de behandlingsrelaterade datasystemen.
Ett genomforande av forslaget skulle innebédra nya datasystemkostnader for myndigheterna
sdsom beskrivits ovan.

Enligt statsradets initiala beddmning kommer en EU-gemensam kontaktpunkt att minska
rapporteringskostnaderna for regleringsobjekten jamfort med nuldget i Finland ndr samma
hindelse ska rapporteras pa basis av fler &n en réttsakt eller till myndigheter i fler &n en EU-
medlemsstat. Den EU-gemensamma kontaktpunkten skulle dock enligt statsrddets beddmning
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dven kunna Oka rapporteringskostnaderna jamfort med nuldget i Finland nér en handelse ska
rapporteras pa basis av bara en rittsakt eller till en enda myndighet i en EU-medlemsstat.

Europeiska kommissionen uppskattar antalet anmélningar via den EU-gemensamma
kontaktpunkten till 1340-188 000 per ar. Trots det stora variationsintervallet kan
uppskattningen enligt statsradets initiala beddmning anses mattfull. Ar 2024 fick till exempel
Dataombudsmannen i Finland totalt 7 152 anmélningar om personuppgiftsincidenter.

Upphévande av vissa rattsakter

Kommissionen konstaterar att det regelverket som tillimpas pa onlineplattformar och
foretagsanvéndare forenklas nédr P2B-forordningen upphdvs och Overlappande regler i
forhallande till férordningarna om digitala tjanster (DSA) och digitala marknader (DMA) tas
bort. Kommissionen anser att upphévande av P2B-forordningen minskar risken for réttslig
osdkerhet och onddiga kostnader for onlinebaserade tjinster forknippade med efterlevnaden av
bestimmelserna, vilket 6kar foretagens tillit till den réttsliga ramen och uppmuntrar nya aktorer
att trdda in pd EU-marknaden. Enligt kommissionen skulle upphidvandet av P2B-forordningen
framja ett mer effektivt och riktat genomforande av regelverket eftersom medlemsstaternas
ansvar for tillsyn dver genomforandet dr noga avgréinsat i de géllande reglerna. Medlemsstaterna
kan faststélla egna liknande regler efter att P2B-forordningen har upphévts, men enligt
kommissionen finns det liten risk for att regleringen splittras eftersom DSA och DMA innebér
full harmonisering och lamnar darmed bara lite utrymme at nationella atgérder.

Enligt kommissionen har vissa medlemsstater under samrddet hénvisat till nuvarande
overlappningar mellan P2B-férordningen och annan lagstiftning sdsom DSA eller DMA. Likasa
uppgav flera fOretag att de upplevt rittslig osdkerhet och Overlappning beroende pa
overlappningar mellan P2B-f6rordningen och andra EU-regler. Vissa europeiska forum har till
exempel pekat pd specifika 6verlappningar i kravet pa att inritta ett internt system for hantering
av klagomal. Overlappande transparenskrav uppticktes ocksd i bestdmmelserna om
rangordning, villkor och medling.

Statsradet anser att kommissionen i sitt arbetsdokument granskar upphédvandet av P2B-
forordningen framst genom de onlineplattformsforetag som den tillimpas pa. P2B-
forordningens mal &r att trygga transparensen i avtalsforhéllanden mellan onlinebaserade
formedlingstjénster av alla storlekar och deras foretagsanvindare. Flera av DSA- och DMA-
kraven giller bara onlineplattformstjénster i grindvaktsstdllning. Risken &r att foretag som
anvinder onlineplattformstjénster far en svagare stillning i avtal med leverantorer av dessa
tjidnster om P2B-forordningen upphivs. Enligt P2B-forordningen har foretagsanvéndare till
exempel ritt att fa besked 30 dagar innan en tjanst begrénsas eller tillfélligt avbryts och rétt att
overklaga beslutet (artikel 4). DSA och DMA ger foretagsanvidndare bara mojligheten att
overklaga i efterhand om deras applikationer tas bort.

Al-omnibus

Enligt kommissionen syftar forslaget till en betydande minskning av den administrativa bérdan.
Enligt de inledande berdkningarna uppskattas de mojliga besparingarna kunna uppga till
ungefdr 300430 miljoner euro per ér, och dndringarna skulle dven ha icke-kvantifierbara
positiva effekter.

Enligt statsrddets initiala beddmning kommer den administrativa bordan for ekonomiska aktorer
att minska nigot genom #dndringarna i Al-forordningen, men skillnaden kan inte anses
betydande.
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Sarskilt relevanta ar dock fordndringarna for midcapforetag eftersom kommissionen uppskattar
deras antal i EU till cirka 38 000. Utdver effekterna kan det ses som en lattbegriplig och juridiskt
enklare atgérd att utdka de i vissa delar ldttare kraven pa sméa och medelstora foretag till sma
midcapforetag. Léattnader for smé& midcapforetag ingar 1 kommissionens allméinna
forenklingslinje 4ven inom andra sektorer.

Om kommissionen far befogenhet for tillsyn dver Al-system som bygger pd samma leverantors
Al-modell for allminna &ndaméil eller som &r inbyggda i mycket stora plattformar och
sokmotorer skulle det stirka kommissionens potential {or tillsyn 6ver dessa system, som har en
stor och alltjamt vaxande roll sérskilt hos konsumentanvéndare och som inte beaktas tillrackligt
i den ursprungliga forordningen. Kommissionens tillsyn 6ver dessa kan forvéntas vara
effektivare &n om varje medlemsstat svarar for tillsynen pé sitt hall. Kommissionen uppskattas
dock behova 38 nya arsverken for tillsynen. I Finland har det inte avsatts nya resurser for tillsyn
over Al-system utan den ska ske inom nuvarande anslag. Darfor skulle forslaget inte ge direkta
kostnadsbesparingar for nationella myndigheter i Finland till skillnad frén bedomningarna i
forslaget.

Enligt en samlad beddmning kommer den offentliga férvaltningens administrativa borda eller
kostnader inte att minska i ndgon betydande grad med de foreslagna &ndringarna i Al-
forordningen. A andra sidan kommer de inte heller att o©ka ndmnvirt. Om
registreringsskyldigheten tas bort for system som anvinds i den offentliga forvaltningen men
som inte anses utgora hogrisksystem skulle den administrativa bordan minska nagot. Langre
tidsfrister for tillimpning av forordningens krav skulle ge nationella tillsynsmyndigheter mer
tid att forbereda sig pé tillsynsuppdraget sdsom att ordna det administrativa och utveckla
kompetensen. Kravet pd nationella myndigheter att frimja Al-kunnighet har en &ppen
utformning och kan potentiellt uppfyllas genom datgérder som redan planerats och inom
nuvarande anslag. Andringen skulle i1 varje fall klargdra nuldget, dir d&ven smé offentliga aktorer
och foretag méaste overvidga behovet av atgarder som fraimjar Al-kunnighet.

Kravet pé att frimja Al-kunnighet (artikel 4) har 6verlag beaktats i réitt stor omfattning av olika
aktdrer sdsom utbildningsanstalter, tredje sektorn, myndigheter och niringslivets
intresseorganisationer. Atgirder for att frimja Al-kunnigheten har vidtagits med anledning av
artikeln. Sddan verksamhet beh6vs och vilkomnas, men kravet dr av allmén karaktdr och utan
sanktion och skiljer sig darfor fran det 6vriga innehéllet i forordningen.

I den offentliga debatten fore omnibusforslaget och flera medlemsstaters forslag
utkristalliserades sérskilt forslagen om att senareldgga tillimpningen av férordningens krav. Det
handlade sérskilt om forseningen av harmoniserade standarder och om Al-system med hog risk.
Foretagens verksamhet skulle underldttas av en senareldggning, som troligen dven minskar de
framtida kostnaderna och hgjer kvaliteten pd genomforandet av kraven ndr harmoniserade
standarder kan anvéndas for efterlevnad av kraven. En senareldggning skulle samtidigt minska
lagstiftningens forutsdgbarhet pa sikt. Foretagen har i viss man forberett sig pé att kraven infors
och en senareldggning skulle paverka den tidsplanen.

Konsekvenserna av att dndra artikel 4 a om behandling av sérskilda kategorier av

personuppgifter och att ta bort registreringsskyldigheten for andra d4n Al-system med hog risk
behover granskas nédrmare.
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6 Forslagets forhdllande till grundlagen och till de grundliggande fri-
och rittigheterna och de méanskliga rittigheterna

Enligt statsradets bedomning kommer forslagen att ha inverkan pa skyddet for personuppgifter,
kommunikationens fortrolighet, offentlighetsprincipen, vetenskapens frihet och niringsfriheten,
vilka granskas nérmare nedan.

6.1 Skyddet for personuppgifter och kommunikationens fortrolighet
Digital omnibus

Andringarna i den allménna dataskyddsforordningen, dataskyddsforordningen for institutioner
och direktivet om integritet och elektronisk kommunikation beddéms ha konsekvenser for
skyddet av personuppgifter enligt 10 § 1 mom. i grundlagen. Andringarna i direktivet om 6ppna
data och 1 dataforvaltningsakten liksom att den materiella regleringen flyttas till
dataforordningen kan ocksa ha konsekvenser for skyddet av personuppgifter. Andringarna i
direktivet om integritet och elektronisk kommunikation kan paverka den fortroliga
kommunikation som tryggas i 10 § 2 mom. i grundlagen. Personuppgifter skyddas av unions-
och internationella instrument sésom Europeiska unionens stadga om de grundldggande
rattigheterna och den europeiska konventionen om de mainskliga réttigheterna. Artikel 8 i
Europeiska unionens stadga garanterar alla en rétt till skydd for personuppgifter och artikel 7
har bestdmmelser om respekt for privat- och familjelivet. Artikel 8 i den europeiska
konventionen om de ménskliga réttigheterna innehaller likasa bestimmelser om var och ens ratt
till respekt for sitt privatliv.

Genom digital omnibus-forslaget foreslas @ndringar som ska skapa klarhet i de osékra
tolkningar av personuppgiftsdefinitionen som bland annat berér anonymisering och
pseudonymisering.  Enligt  kommissionens  bedomning  syftar  dndringen  av
personuppgiftsdefnitionen enbart till att kodifiera EU-domstolens rattspraxis for
pseudonymisering. I malet C-413/23 P ansdg EU-domstolen att pseudonymiserade uppgifter
inte ska anses utgora personuppgifter under alla omsténdigheter och for alla personer eftersom
pseudonymisering, beroende pd omstindigheterna i det enskilda fallet, faktiskt kan hindra andra
personer dn den personuppgiftsansvarige fran att identifiera den registrerade, sé att de inte
ldngre kan identifiera den registrerade. Om definitionen av personuppgifter &ndras kan det ha
vittgdende konsekvenser for nivan pa skyddet av personuppgifter i EU. Andringen kan ocksa
ha konsekvenser for fullgérandet av Finlands och andra EU-ldanders bindande internationella
ataganden sdsom Europarddets konvention om skydd for enskilda vid automatisk behandling av
personuppgifter (FordrS 35—36/1992, nedan dataskyddskonvention 108).

Kommissionen foreslar att utveckling och drift av Al-system i fortsdttningen far grundas framst
pa berittigat intresse, om annan unionsritt eller nationell rdtt inte uttryckligen kriver
registrerades samtycke. Utveckling och drift av Al-system kan inbegripa hog risk for
registrerade med tanke pé skyddet av personuppgifter, sérskilt i friga om Al-system med hog
risk och sérskilda kategorier av personuppgifter. Skyddsnivan for personuppgifter.kan
forsamras sérskilt i hogrisksituationer ifall behandlingen grundas pa berittigat intresse i stéllet
for registrerades samtycke.

Grundlagsutskottet (GrUU 14/2018 rd) har fast avseende vid de hot och risker som
behandlingen av personuppgifter medfor. Denna omsténdighet &r av sérskild betydelse nér det
géller behandling av sérskilda kategorier av personuppgifter. Enligt utskottet kan behandlingen
1 frdga innebéra allvarliga risker med avseende pa informationssékerhet och missbruk av
uppgifter, som i sista hand kan utgora ett hot mot personens identitet (GrUU 13/2016 rd, s. 4,
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GrUU 14/2009 rd, s. 3/I) och sérskilt papekat att det bor finnas exakta och noga avgriansade
bestammelser om att det &r tilltet att behandla kénsliga uppgifter bara om det &r absolut
nodvandigt (se t.ex. GrUU 3/2017 rd, s. 5). Att begrdnsa behandlingen till det nédvéndiga stods
ocksé av artikel 52.1 i EU:s stadga om de grundldaggande réttigheterna. Unionens domstol har
harvid ansett att begrdnsningarna inte far ga utdover vad som édr strikt nédvéndigt, och den
lagstiftning som innebér ett ingrepp maste innehélla tydliga och precisa bestimmelser som
reglerar rdckvidden och tillimpningen av den aktuella atgédrden (se mél 740/22, 52 punkten, mal
C-439/19, 105 punkten, mal 172—176 punkten, mal C-13/16, 30 punkten, de forenade mélen C-
92/09 och C-93/09, 86 punkten, mal C-473/12, 39 punkten och méal C-212/13, 28 punkten). Nar
unionens domstol bedomt nddvandigheten av begrinsningarna har den ansett att
nddviandighetskravet inte uppfylls ifall mélet rimligen kan uppnas lika effektivt pa sétt som inte
begrénsar registrerades grundldggande rittigheter lika mycket (se t.ex. mal C-548/21, 87 och 88
punkten med hinvisningar till réittspraxis).

Avseende utveckling och drift av Al-system foreslas ocksa en ny grund for undantag som géller
biometriska uppgifter vid behandling av sérskilda kategorier av personuppgifter. Enligt
kommissionens bedomning medfér behandling av biometriska uppgifter for att bekrédfta en
persons identitet (kontroll) sannolikt inte nigra betydande risker for hans eller hennes
grundldggande rittigheter och friheter. Den personuppgiftsansvarige kommer inte, eller endast
under en mycket begrinsad tid, att fi kdnnedom om de biometriska uppgifterna under
behandlingen for kontroll och den registrerade har ensam kontroll Gver autentiseringsprocessen.
Med hénsyn till unionsritten och grundlagsutskottets utladtandepraxis bor behandling av
sérskilda kategorier av personuppgifter begrinsas till det nddvandiga och regleringen innehélla
andamalsenliga och adekvata skyddsatgérder for att skydda registrerades réttigheter.

Digital omnibus innebér ldttnader i personuppgiftsansvarigas skyldighet att informera
registrerade om rapporteringsskyldigheten. Foreslagna &ndringar som minskar den
administrativa bordan och forenklar regleringen skulle enligt kommissionens beddmning inte
ha negativa konsekvenser for skyddsnivan for personuppgifter utan en tydligare reglering kan
till viss del rent av anses forbattra skyddsnivan. I friga om den foreslagna regleringen finns
dock skél att sdkerstélla att den foreslagna regleringen inte adr for oversiktlig sa att den ger
mojlighet till mer omfattande avsteg fran skyddsnivan for personuppgifter (se GrUU 14/2018
rd och EU-domstolens mal 740/22 (52 punkten) och C-439/19 (105 punkten och 172-176
punkten). Allménna och omfattande undantag fran bestdmmelserna om information till
registrerade kan de facto begridnsa deras ritt att fi information om behandlingen av sina
personuppgifter, en rétt som garanteras i dataskyddsférordningen. Om anmaélningstroskeln for
uppgiftsincidenter hojs till hdg risk och anmilningsfristen samtidigt forlangs kan det ocksa
forsamra dagens skyddsniva for personuppgifter eftersom syftet med anmaélan kan dventyras ju
langre tiden gar mellan uppgiftsincidenten och anmaélan till dataskyddsmyndigheten. Forslaget
kan indirekt Aven paverka hur den registrerade far information om en uppgiftsincident.

Kommissionen bedomer att forslaget med inriktning pé att minska antalet forfragningar om
kakor forbéattrar skyddsnivdn for anvidndarna. Genom forslaget skulle anvdndarna fa &kta
valmojligheter och fordelar av regleringens skydd. Att sdkerstdlla tillrdcklig information &r
vésentligt bdde for samtycket och den registrerades ratt att invanda sé att registrerade har
mojlighet att paverka behandlingen av sina personuppgifter. Overensstimmelsen med reglerna
for samtycke och ritten att invénda i dataskyddsforordningen och dataskyddsforordningen for
institutioner samt med direktivet om integritet och elektronisk kommunikation ska ocksé
sdkerstéllas.
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Al-omnibus

Med hénsyn till artikel 52.1 i stadgan om de grundliggande réttigheterna och relevant EU-
domstolspraxis samt grundlagsutskottets praxis i utldtanden om behandling av kénsliga
personuppgifter ska begransningar av skyddet for personuppgifter genomforas inom granserna
for det som &r absolut nodvéndigt, och regelverk som innebdr ingrepp i skyddet av
personuppgifter ska ha tydliga och exakta bestimmelser om atgdrdens omfattning och
tillampning. Vad géller forslagen om artikel 4 a i Al-forordningen och Al-system med hog risk
bor det Overvdgas ifall ndodviandighetskravet ska behallas for att sdkerstdlla att sdrskilda
kategorier av personuppgifter behandlas inom nodvéndighetens grénser och att dagens hoga
skyddsniva for personuppgifter bibehalls.

6.2 Offentlighetsprincipen, vetenskapens frihet och néringsfrihet

Med dndringarna i dataférordningen och kapitel Il och IV i dataforvaltningsakten (som foreslés
bli flyttade till forordningen), efterstrivas framst lattnader i den administrativa bérdan for
aktdrerna och forslaget innehaller inte vasentliga nya krav for foretagen. Forslaget utokar vissa
littnader for sma och medelstora foretag till att omfatta sma midcapforetag. Atskillnaden kan
anses ske pa objektiva och godtagbara grunder och vara proportionerlig. Forslaget ar saledes
inte problematiskt med tanke pa naringsfriheten eller likabehandlingen av foretag.

Andringarna i direktivet om dppna data och kapitel I i dataférvaltningsakten och att reglering
flyttas till dataférordningen kan ha inverkan péa offentlighetsprincipen enligt 12 § 2 mom. i
grundlagen i delar som berdr utlimning av handlingar som innehas av myndigheter samt
inverkan pa vetenskapens frihet enligt 16 § 2 mom. i grundlagen i delar som ber6r framldggande
av forskningsdata genererade med offentliga medel.

Andringarna och att reglering flyttas kan ocksa ha inverkan pa néringsfriheten enligt 18 § 1
mom. i grundlagen i delar som tillimpas pa forskningsdata genererade med offentliga medel
och handlingar som innehas av vissa foretag under offentlig kontroll samt i delar dér avvikande
villkor och avgifter kan tillimpas pa vidareutnyttjande av handlingar och data om fGretagen
uppfyller vissa kriterier.

Forslagen om incidentrapportering och en EU-gemensam kontaktpunkt innebér inte dndringar i
nu géllande bestimmelser om datainnehdll som omfattas av anméilnings- och
rapporteringsskyldighet eller om anmaélnings- eller rapporteringsfragor. I denna del paverkar
forslaget séledes inte naringsfriheten enligt 18 § i grundlagen.

7 Alands behérighet

18, 27 och 29 § i sjilvstyrelselagen for Aland (1144/1991, nedan idven sjilvstyrelselagen)
reglerar fordelningen av lagstiftningsbehorighet mellan landskapet Aland och riket. Ansvaret
for att genomfora unionslagstiftning fordelas enligt den foreskrivna behorighetsfordelningen i
sjalvstyrelselagen. Landskapet ansvarar for genomforandet av unionsakter till den del som
drendet omfattas av dess behdrighet enligt sjalvstyrelselagen.

Vad giller datadtkomst och -delning samt relaterad myndighetstillsyn har riket ansetts ha
lagstiftningsbehorighet till storsta del. Riket har lagstiftningsbehorighet 1 frdga om
statsmyndigheternas organisation och verksamhet (27 § 3 punkten i sjidlvstyrelselagen) Flera av
bestdammelserna i dataférordningen kan anses berdra den privata sektorns verksamhet, som hor
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till rikets behdrighet (27 § 8, 10 och 41 punkten i sjdlvstyrelselagen). Enligt 18 § 1 punkten i
sjdlvstyrelselagen for Aland har landskapet lagstiftningsbehdrighet i friga om
landskapsregeringen och under denna lydande myndigheter och inréttningar. Dessutom har
landskapet enligt 4 punkten lagstiftningsbehdrighet i friga om kommunernas forvaltning. |
lagstiftningskontrollen har det ansetts att offentligheten for handlingar som myndigheterna
forfogar dver hor till landskapet Alands lagstiftningsbehorighet. Vad giller direktivet om dppna
data och kapitel II i dataforvaltningsakten ir det sdledes Aland som har lagstiftningsbehorighet
enligt 18 § 2 och 4 punkten i sjélvstyrelselagen.

I friga om den allmidnna dataskyddsforordningen har det i lagstiftningskontrollen av de
landskapslagar som avses i 19 § i sjdlvstyrelselagen ansetts att skyddet for personuppgifter som
innehas av ilands landskap och kommuner ingér i landskapets lagstiftningsbehorighet enligt
18 § 1 och 4 punkten i sjalvstyrelselagen. Forslaget till forordning paverkar angeldgenheter
inom landskapet Alands lagstiftningsbehdrighet nér sidan behandling av personuppgifter som
avses 1 forslaget berdr angeldgenheter eller verksamheter som tas upp i 18 § 1 och 4 punkten i
sjélvstyrelselagen.

Dataskyddsforordningen for institutioner tillimpas pd behandlingen av personuppgifter i
unionens institutioner, organ och byrder och i denna del forefaller kommissionens forslag inte
beréra de frigor om skydd for personuppgifter som ingér i landskapet Alands
lagstiftningsbehorighet.

Al-forordningen ingér delvis i Alands och delvis i rikets lagstiftningsbehdrighet. Enligt 18 § 22
punkten i sjilvstyrelselagen for Aland har landskapet lagstiftningsbehorighet i friga om
niringsverksamhet med beaktande av vad som stadgas i 27 § 1 mom. 2, 10, 12, 40 och 41
punkten. Riket har lagstiftningsbehorighet 1 frdga om utévande av yttrande-, férenings- och
forsamlingsfriheten och brev-, telegraf- och telefonhemligheten enligt 27 § 1 mom. 2 punkten i
sjélvstyrelselagen samt i fraiga om konsumentskydd enligt 10 punkten, utrikeshandel enligt 12
punkten och televdsendet enligt 40 punkten. Vid tolkning av 27 § 1 mom. 40 punkten i
sjdlvstyrelselagen ska det noteras att informationsndt som internet inte kunde beaktas nir
sjdlvstyrelselagen stiftades (se GrUU 22/2001 rd). Vad giller dataskydd anses landskapet ha
lagstiftningsbehorighet enligt 18 § 1 och 4 punkten i sjélvstyrelselagen. 1 fraga om
marknadstillsyn 6ver Al-system med hog risk har landskapet lagstiftningsbehorighet 1 vissa
delar (sjo- och végtrafik, undervisning och utbildning, frimjande av sysselsittningen, hélso-
och sjukvard, socialvard, allmin ordning och sidkerhet, brand- och ridddningsvisendet,
nddcentralsverksambhet, kritisk infrastruktur) och riket i vissa delar (bank- och kreditvdsendet,
forsakringsavtal, arbetspensionsskydd, arbetsritt, televdsendet, medicinsk utrustning,
tryckbérande anordningar, linbaneanldggningar och radioutrustning).

8 Behandling av forslaget i Europeiska unionens institutioner och de
ovriga medlemsstaternas stindpunkter

Behandlingen av forslaget inleddes den 21 november 2025 i radets forenklingsunderarbetsgrupp
Antici. Europaparlamentet har &nnu inte valt det utskott som ska ansvara for huvudbehandlingen
av forslagen. Foredragande har dnnu inte valts for betdnkandet.

Majoriteten av medlemsstaterna har initialt forhallit sig skeptiska till forslaget om en EU-
gemensam kontaktpunkt. Medlemsstaternas fragor géller sérskilt hénsynen till nationella
system, nationell sékerhet, kontaktpunktens sidkerhet och praktiskt genomforande. Dértill har
det stéllts preciserande fragor, sérskilt om dndringsforslagen avseende dataskyddsregleringen
och Al-forordningen.
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9 Nationell behandling av forslaget

U-skrivelsen har beretts som ett tjdnsteuppdrag vid kommunikationsministeriet.
Beredningssamarbete har skett med arbets- och niringsministeriet, finansministeriet,
justitieministeriet och inrikesministeriet.

Kommunikationsministeriet ordnade ett samrad for intressenter och myndigheter den 26
november 2025.

Ett utkast till U-skrivelse behandlades pa ett gemensamt mote for sektionerna konkurrenskraft
(EU-8) och kommunikation (EU-19) den 19 december 2025 samt i skriftligt forfarande
19.12.2025-7.1.2026. 1 samband med detta behandlades é&ven E-skrivelsen om
dataunionstrategin.

Utkastet till U-skrivelse har behandlats i EU-ministerutskottet den 23 januari 2026.
10 Statsradets stindpunkt
10.1  Allmén stindpunkt

Statsradet stoder kommissionens mal att forenkla regleringen. Atgirderna ska vara modiga,
malinriktade och pé riktigt minska foretagens administrativa borda. Statsradet anser det viktigt
att EU:s digital- och cyberlagstiftning utgor en tydlig och integrerad helhet sa att kraven &r
tydliga och proportionerliga. Statsrddets mal ar béttre och mindre EU-reglering. Statsradet
understryker att atgarderna ska konkret frimja en smidigare vardag samt konkurrenskraft och
rittssikerhet.

Enligt statsrddets uppfattning dr kommissionens forslag i huvudsak sddana att de kan
harmonisera regleringen, frimja digitaliseringen och litta den administrativa bérda som foljer
av EU-regleringen, sirskilt for foretagen. Statsradet anser det nddvindigt att man i foljande
skeden ambitiost genomfor viktiga atgirder for att minska den administrativa bordan av
regleringen inom ramen for en bredare granskning av regelverket pa det digitala omradet
(Digital Fitness Check).

Statsradet anser att man i de fortsatta forhandlingarna bor se till att delegeringen av befogenheter
till kommissionen for genomforandet och for att anta akter dr andamélsenlig samt tillrackligt
noga avgransad och exakt. Statsradet anser det ocksa viktigt att tiden for genomférandet och
overgangsperioden ar tillrdcklig och forutsebar.

Statsraddet instimmer i hur kommissionen ser pa betydelsen av Al som drivkraft for
digitalisering och innovation. Statsradet framhaller ocksa betydelsen av andra nya teknologier
under utveckling.

10.2 Kommissionens forslag: digital omnibus

Dataforordningen

Statsradet stéller sig bakom en unionsomfattande horisontal datareglering som harmoniserar
kraven i olika medlemslénder och sektorer.
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Statsradet stoder forslaget att atkomst till data som innehéller foretagshemligheter dven kan
forhindras pd grund av otillrdcklig skyddsniva i jurisdiktioner utanfér EU. Samtidigt ser
statsradet det som viktigt att framja digital handel och ett internationellt regelbaserat system
som sdkerstéller internationella datafloden samt en hog nivd av dataskydd och -sdkerhet
internationellt.

Statsradet stoder  precisering av dataférmedlingstjinstdefinitionen, frivilligt
anmalningsforfarande och lattnader i kraven.

Statsradet anser det viktigt att dataregleringen ldmnar ett tillrdckligt nationellt
handlingsutrymme, sérskilt i reglering som hittills varit av minimikaraktir och avser utlimning
av myndighetshandlingar. Da blir det mojligt att beakta till exempel den nationella
offentlighetslagstiftningen samt nationella atgérder som framjar interoperabilitet och hantering
av data.

Statsradet betonar att den nationella lagstiftningen och offentliga sektorn har en varierande roll
i olika medlemsstater och regelverket bor mojliggora olika sitt att organisera tjdnsterna och
modellerna for dataférmedling. Regelverket bor ocksd mojliggéra omorganisering av
verksamheter sé att kraven pa myndigheterna och tillsynen kan ordnas vid behov. Nar det géller
administrativa strukturer och forfaranden ska sektorsspecifika behov och samarbetet mellan
behdriga organ uppmérksammas.

Statsradet anser att dndringarna i vidareutnyttjandet av data fran den offentliga sektorn gor
helheten otydlig, och dérfor bor konsekvenserna av dessa beddmas nirmare i den fortsatta
beredningen. Statsradet forhéller sig skeptiskt till forslaget att de allménna bestimmelserna i
kapitel IX 1 dataférordningen ska tillimpas pa det nya kapitlet VIlc. De allmidnna
bestammelserna skulle innebdra materiellt ny reglering av den offentliga férvaltningen och
utgivarna av forskningsdata, och sddan finns inte i de upphévda réttsakterna.

I den fortsatta beredningen bor det géras en ndrmare beddmning av de foreslagna dndringarna i
forhallande till den nationella offentlighetslagstiftningen, sirskilt om dndringen kan ha inverkan
pa grundlagens offentlighetsprincip och vetenskapens frihet genom att begransa myndigheters
utlimning av handlingar samt tillgdngen till forskningsdata som har genererats med offentliga
medel.

Statsradet anser att dndringsforslagen om Europeiska datainnovationsstyrelsen krdaver ndrmare
bedomning i den fortsatta beredningen. Det bor dgnas uppmérksamhet & dndamélsenlig
organisering av samarbetet mellan behoriga myndigheter och kommissionen.

Den allménna dataskyddsforordningen, dataskyddsforordningen for institutioner och
direktivet om integritet och elektronisk kommunikation

Statsradet forhaller sig i princip positivt till kommissionens mél att fortydliga och férenkla den
allminna dataskyddsforordningen och dataskyddsforordningen for institutioner i syfte att
minska den administrativa bordan, stirka EU:s konkurrenskraft och stodja inférandet av ny
teknik. Statsradet ser det som viktigt att forslagen stottar framforallt sma och medelstora foretag
och andra mindre aktdrer och dven tar hdnsyn till den offentliga sektorn.

Statsradet forhéller sig i princip positivt till forslagets mal att reda ut oklarheterna kring
anonymisering och pseudonymisering, vetenskaplig forskning samt utveckling och drift av Al-
system for att forbittra rittssdkerheten, frimja innovation och sékerstilla en enhetlig tolkning i
EU. Statsradet anser det dock viktigt att man under férhandlingarna sikerstéller att forslagen de
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facto inte forsdmrar dagens dataskyddsniva och registrerades rittigheter, 4ven med hénsyn till
den dataskyddsniva som foreskrivs i Europaradets dndrade dataskyddskonvention 108. Hér ska
man framforallt  uppmérksamma  kommissionens forslag att  komplettera
personuppgiftsdefinitionen och under forhandlingarna sékerstélla att foreslagna dndringar som
ror anonymisering och pseudonymisering dr tillrickligt tydliga och noga avgrinsade. I
forhandlingarna ska det dven sdkerstillas att definitionen av vetenskaplig forskning &r
tillrackligt tydlig och exakt s& att den inte forsdmrar dagens dataskyddsnivd utan framjar
vetenskaplig forskning och innovation. For att garantera réttssdkerheten och ldtta den
administrativa bordan ska man Overlag under férhandlingarna dgna uppmaéarksamhet at den
foreslagna regleringens tydlighet och exakthet.

Statsradet anser det viktigt att man under forhandlingarna sékerstéller att den foreslagna
regleringen i alla delar &r proportionerlig och att delegeringen av befogenheter till
kommissionen for genomforandet och for att anta akter &r dndamalsenlig samt tillrdckligt noga
avgrinsad och exakt. Statsraddet anser att man i den fortsatta beredningen dven ska klargora
nivan for eventuella administrativa sanktionsavgifter i den foreslagna regleringen som ror
behandling av personuppgifter i bland annat kakor och Al-system.

Nér det géller behandling av sérskilda kategorier av personuppgifter anser statsradet det viktigt
att man under forhandlingarna sékerstiller &ndamalsenliga och adekvata skyddsatgérder samt
begriansar avsaknaden av skydd till det som ar nodvandigt. Statsradet forhéller sig positivt till
att hoja troskeln for anmélan av personuppgiftsincidenter till dataskyddsmyndigheterna. Men
eftersom det ror sig om behandling som inbegriper hog risk for skyddet av registrerade &r
statsradet skeptiskt till att tidsfristerna for anmélan forldngs jamfort med i dag.

Statsradet vidlkomnar i princip att regleringen av kakor fornyas. Regleringen ska frémja sévil
elektroniska tjénsters tillforlitlighet som utvecklingen av ansvarsfull digital affarsverksamhet
och tjanster. P4 vissa omraden sdsom medierna och den offentliga sektorn kan ett adekvat
handlingsutrymme behdva tryggas inom ramen for ett balanserat regelverk. Statsradet stiller sig
bakom atgirder som Okar tjdnsternas tillgdnglighet. Regleringen ska dock sdkerstilla
registrerades mojligheter att paverka vilka egna personuppgifter som samlas in och behandlas
och f3 tillrdcklig information om behandlingen.

Statsradet betonar att man i den fortsatta beredningen bor sékerstélla att forslagen till reglering
i den allménna dataskyddsforordningen och dataskyddsforordningen for institutioner i alla delar
Overensstimmer med och dr tydliga i forhéllande till direktivet om integritet och elektronisk
kommunikation. Enligt statsrddets initiala uppfattning 4r det inte nddvindigtvis en
dandamélsenligt 16sning att en del av uppgifterna i terminaler (sdsom kakor) fortsatt skulle
omfattas av direktivet om integritet och elektronisk kommunikation medan behandlingen av
personuppgifter fors till den allmidnna dataskyddsforordningen ifall detta leder till att andra
uppgifter far ett starkare skydd dn personuppgifter. Statsradet faster uppmérksamhet vid att
uppgifter som lagras i terminalutrustning inte &r begransade till kakor utan omfattar 4ven andra
data sdsom foton, kontaktuppgifter och dokument. Darfor ska andra &n samtyckesbaserade
grunder for behandlingen vara noga avgransade och proportionella.

EU-gemensam kontaktpunkt for incidentrapportering

Statsradet stoder atgdrder som minskar den administrativa bordan av och kostnaderna for
incidentrapportering enligt olika réttsakter.  Statsrddet anser det viktigt att
incidentrapporteringen ordnas pé ett dndamalsenligt sétt. Statsradet stdder harmonisering av
medlemsstaternas rapportering, med beaktande av befintliga nationella 16sningar avseende
handlingsutrymme och organisering av myndigheternas ansvarsuppgifter. Statsradet forhaller
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sig positivt till att medlemsstaterna aldggs ta emot anmélningar enligt olika réttsakter antingen
via den EU-gemensamma kontaktpunkten eller ndgon annan gemensam kanal for olika
anmaélningar.

Statsradet noterar att en centralisering av incidentrapporteringen till ett enda system pa EU-niva
inbegriper risker avseende anhopning av data och systemets funktion. Statsrddets ambition &r
att under forhandlingarna fa ndrmare uppgifter av kommissionen om systemets datasidkerhet och
dess inverkan pé befintliga system. Statsradet ser det som viktigt att man sékerstéller den EU-
gemensamma kontaktpunktens datasdkerhet, tillforlitlighet och tillrdckliga funktionaliteter.
Innan Europeiska unionens cybersdkerhetsbyra Enisa anvisas nya uppgifter ska dess formaga
att skota dessa bedomas.

Vad giller kommissionens forslag att foremélen for regleringen i alla situationer ska anmila
och rapportera incidenter via en EU-gemensam kontaktpunkt ar det enligt statsradets
uppfattning osdkert om detta bidrar till regelforenkling, malet att minska den administrativa
bordan eller till kostnadsbesparingar. Niar anmélningspliktiga uppgifter har att géra med den
nationella sikerheten eller forsvaret bor anmélningskravet kunna uppfyllas genom nationella
arrangemang. Statsradet forhaller sig positivt till att foremélen for regleringen ges
handlingsutrymme for genomforandet av rapporteringen till den del det frimjar regleringens
mal. Statsrddet forhiller sig kritiskt till att foremalen for regleringen ska vara skyldiga att
rapportera via den EU-gemensamma kontaktpunkten i alla situationer.

Statsradet stoder atgiarder som framjar informationsutbytet mellan medlemsstaterna avseende
cybersédkerhetsincidenter utan att det Gverlappar nuvarande funktioner. Statsradet understryker
att overgangen till en EU-gemensam kontaktpunkt inte far forsdmra tillsynsmyndigheternas
rattigheter och faktiska mojligheter att tillrdckligt snabbt erhalla uppgifter som de behover for
att skota sitt uppdrag. EU-regleringen fér inte heller bli ett hinder for att information vid behov
overfors till en annan myndighet, exempelvis for uppdrag inom krishantering. Vidare anser
statsradet att man ska undvika overlappningar i Enisa uppdrag samt pd EU-niva fokusera pa
atgdrder med sérskilt mervérde.

Statsradet anser det viktigt att man under vidarebehandlingen av forslaget pa ovan beskrivet satt
bedomer det i forhallande till subsidiaritetsprincipen samt den nationella sdkerheten och
forsvaret.

Upphiivande av vissa rittsakter

Statsradet anser att man under forhandlingarnas gang bor f4 mer information om hur
kommissions forslag att upphdva P2B-forordningen paverkar de europeiska fOretagens
konkurrenskraft. 1 forhandlingarna bor det specificeras hur man framover garanterar
rattssdkerheten for foretag som anvinder onlineplattformar och ingétt avtal med
plattformsforetag.

10.3 Kommissionens forslag: AI-omnibus

Statsradet vidlkomnar Overlag forslagen om att forenkla Al-férordningen och minska den
administrativa bordan av denna. Statsradet anser det dock viktigt att sékerstdlla att den
foreslagna regleringen i alla delar &r proportionerlig och forordar att artikel 16 i EUF-fordraget
provas som ytterligare rittslig grund under forhandlingarna eftersom dndringarna i Al-
forordningen delvis dven berdr skyddet for personuppgifter.

27



Statsradet forhaller sig i princip positivt till forslaget att mojliggora mer omfattande behandling
av sérskilda kategorier av personuppgifter for att sdkerstélla att bias kan upptéickas och
korrigeras 1 alla Al-system. Under forhandlingarna bor dock dndamalsenliga och adekvata
skyddsatgirder sdkerstillas for Al-system med hog risk, och avsaknaden av skydd for
personuppgifter ska begréinsas till det som dr nodviandigt, sdrskilt med hansyn till hogriskfaktorn
1 Al-system med hog risk.

Statsradet vialkomnar att tillimpningen av kraven pa hogrisksystem senareldggs for att ge mer
tid at beredning av harmoniserade standarder och forberedelse infor forordningens krav.
Foretagen och ovriga aktorer, daribland den offentliga sektorn, ska fad besked om kravens
ikrafttradande i tillrdckligt god tid fore augusti 2026, d& Al-forordningens krav pa Al-system
med hog risk i bilaga III senast ska borja iakttas. Statsradet understryker darfor vikten av att
andringarna i Al-férordningen behandlas skyndsamt. Statsradet kan &dven tinka sig att &ndringar
gillande senareldggning av tillimpningen bryts ut till en egen helhet som prioriteras tidsméssigt
mot 6vriga Al-omnibus i den fortsatta behandlingen.

Det dr viktigt att en tydlig bortre grins for kravens ikrafttradande faststills pa ett sdtt som klargor
det rattsliga ldget och minskar kostnaderna och den administrativa borda som oforutsdgbarheten
orsakar foretagen. Statsrddet stiller sig Aven bakom forslaget att senareldgga transparenskravet
for artificiellt innehall.

Statsradet anser att forslagen om Al-férordningen endast innebér en liten minskning av den
administrativa bordan och kostnaderna for foretag och offentliga aktorer som anvinder Al och
att man i forhandlingarna bor strédva efter att hitta ytterligare sitt att minska dessa nér det ar
mojligt. Enligt statsradet dr det dock viktigt att foreslagna éndringar i Al-férordningen sdsom
lattnader i registreringsskyldigheten inte forsdmrar dagens nivé av skydd for personuppgifter.
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