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1 Tausta

Euroopan komissio antoi 19.11.2025 ehdotukset Euroopan parlamentin ja neuvoston asetuksiksi
digitaalisen sddntokokonaisuuden yksinkertaistamisesta (Digital Omnibus Regulation Proposal
COM(2025) 837 final, jaljemp#and digiomnibus) ja tekodlysddntdjen tdytdntodnpanon
yksinkertaistamisesta (Digital Omnibus on Al Regulation Proposal COM(2025) 836 final,
jéljempéni tekodlyomnibus).

Komissio julkisti ehdotukset osana digipakettia (Digital Package), joka sisélsi myos
dataunionistrategian (COM/2025/835 final) ja ehdotuksen eurooppalaisia yrityslompakoita
koske-vaksi asetukseksi (COM(2025) 838 final). Niistd digipaketin muista ehdotuksista
eduskuntaa tiedotetaan erillisilld E-selvityksilld ja U-kirjelmilld. Lisdksi komissio kdynnisti
julkisen kuulemisen digitaalialan laajemmasta toimivuustarkastuksesta (Digital Fitness Check),
jossa tarkastellaan laajemmin yritysten toimintaa sédntelevdn EU:n digitaalialan sd&dnnoston
johdonmukaisuutta ja kumulatiivisia vaikutuksia. Julkinen kuuleminen asiasta on avoinna
11.3.2026 saakka.

Komissio jirjesti kevadlld 2025 useita kuulemisia, joissa kisiteltiin digitaalialan sééntelyyn
tdytantodnpanoon ja yksinkertaistamiseen liittyvid kysymyksid (tekodlyn soveltamisstrategia,
kyberturvallisuusasetuksen uudelleentarkastelu, Euroopan dataunionistrategia). Komissio avasi
julkisen kuulemisen digiomnibus- ehdotuksesta syyskuussa 2025. Liséksi komissio on kdynyt
useita temaattisia keskusteluja yritysten ja kansalaisyhteiskunnan edustajien kanssa sdéntdjen
taytdntoonpanoon liittyvistd haasteista ja kustannuksista.

Ehdotuksien kaésittely neuvoston sdéntelyn yksinkertaistamisen Antici-alatyoryhmédssd on
kdynnistynyt Tanskan puheenjohtajuudella. Kypros on ilmaissut priorisoivansa erityisesti
tekodlyomnibusin késittelyd neuvoston puheenjohtajakautensa aikana.

2 Ehdotuksen tavoite

Digiomnibus- ja tekodlyomnibusehdotukset ovat ensimmdiinen askel kohti EU:n digitaalialan
sddntelyn yksinkertaistamista datan, tietosuojan, kyberturvallisuuden ja tekodlyn osalta.
Ehdotukset ovat osa komission laajempaa EU-sdantelyn tarkastelua, jolla se pyrkii vihentdméain
yrityksille EU-sééntelystd koituvaa hallinnollista taakkaa vahintddn 25 % ja 35 % pienille ja
keskisuurille yrityksille.



Asetusehdotuksissa keskitytddn komission mukaan vilittomiin mukautuksiin aloilla, joilla
sdantelytavoitteet voidaan selvésti saavuttaa niin, etté yrityksille, viranomaisille ja kansalaisille
koituu vihemmén kustannuksia, vaarantamatta kuitenkaan perusoikeuksien suojan tasoa.
Ehdotetut muutokset heijastelevat komission kuulemisissa nousseita karkia.

3 Ehdotuksen piddasiallinen sisilto

Digiomnibus esittdd kohdennettuja muutoksia viiteen EU-asetukseen:

Euroopan parlamentin ja neuvoston asetus (EU) 2023/2854 (data-asetus)

Euroopan parlamentin ja neuvoston asetus (EU) 2018/1724 (asetus yhteisen digitaalisen
palveluvéylin perustamisesta)

Euroopan parlamentin ja neuvoston asetus (EU) 2016/679 (yleinen tietosuoja-asetus)

Euroopan parlamentin ja neuvoston asetus (EU) 2018/1725 (EU-toimielinten tietosuo-
ja-asetus)

Euroopan parlamentin ja neuvoston asetus (EU) 910/2014 (eIDAS-asetus)

Euroopan parlamentin ja neuvoston asetus (EU) 2022/2554 (asetus finanssialan
digitaalisesta hdirionsietokyvysti)

Liséksi digiomnibus muuttaisi kolmea direktiivii:

Euroopan parlamentin ja neuvoston direktiivi 2002/58/EY (sédhkdisen viestinnin
tietosuojadirektiivi)

Euroopan parlamentin ja neuvoston direktiivi (EU) 2022/2555 (NIS 2-direktiivi)

Euroopan parlamentin ja neuvoston direktiivi (EU) 2022/2557 (CER-direktiivi)

Lisdksi digiomnibus kumoaisi seuraavat sdddokset:

Euroopan parlamentin ja neuvoston asetus (EU) 2022/868 (datanhallinta-asetus)

Euroopan parlamentin ja neuvoston asetus (EU) 2018/1807 (asetus muiden tietojen kuin
henkildtietojen vapaasta liikkuvuudesta)

Euroopan  parlamentin ja neuvoston asetus (EU) 2019/1150 (asetus
oikeudenmukaisuuden ja  avoimuuden edistimisestd  verkossa  toimivien
vilityspalvelujen yrityskayttdjid varten, P2B-asetus)

Euroopan parlamentin ja neuvoston direktiivi (EU) 2019/1024 (avoimen datan
direktiivi)

Tekodlyomnibus koskee puolestaan:

Euroopan parlamentin ja neuvoston asetus (EU) 2024/1689 (tekoélyasetus)

Euroopan parlamentin ja neuvoston asetus (EU) 2018/1139 (EASA-asetus)
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3.1 Digiomnibus
Data-asetus

Komissio ehdottaa data-asetukseen yhdistettaviksi kolme kumottavaa sdddosti: asetus muiden
tietojen kuin henkilStietojen vapaasta liikkuvuudesta, datanhallinta-asetus ja avoimen datan
direktiivi. Liséksi data-asetukseen ja siihen siirrettdviin sddnndksiin tehtdisiin kohdennettuja
muutoksia, jotta kokonaisuus olisi yhdenmukainen.

Lisdyksilld data-asetuksen II luvun artikloihin 4 ja 5 datanhaltijoille tulisi laajempi oikeus
kieltdytya jakamasta liikesalaisuuksia sisdltévii tietoja [oT-laitteiden kéyttéjille tai kolmansille
osapuolille, jos datanhaltija pystyy osoittamaan suojatoimenpiteistd huolimatta merkittdvén
riskin liikesalaisuuksien siirtymisestd EU:n ulkopuolelle kolmansiin maihin tai niiden
madrdysvallassa oleville yrityksille, joissa suojamekanismit ovat EU-séédntelyd heikompia.
Datanhaltijan on ilmoitettava kieltdytymisestd perusteluineen asianomaiselle kéyttdjélle tai
kolmannelle osapuolelle sekd nimetylle toimivaltaiselle kansalliselle viranomaiselle.

Data-asetuksen V luvun mukaista julkisen sektorin elinten oikeutta saada pédsy yksityisen
sektorin hallussa olevaan dataan rajoitettaisiin siten, ettd perusteltu pyyntd voidaan esittdd vain,
jos julkisen sektorin elin voi osoittaa tarpeen kaytti4 tiettyjé yksityisen sektorin tietoja julkiseen
hatatilanteeseen vastaamiseksi, sen lieventdmiseksi tai siitd palautumiseksi. Tietoja saisi pyytda
vain siind tapauksessa, ettd tietoja ei ole muutoin mahdollista saada tehokkaalla tavalla
vastaavin ehdoin.

Data-asetuksen VI luvun datankésittelypalvelujen vaihtamisen sddnnoksiin liséttéisiin
poikkeuksia. Asiakkaalle rddtiloityihin datankisittelypalveluihin sekd pienten ja keskisuurten
yritysten tarjoamiin datankésittelypalveluihin sovellettaisiin kevennettyjd saédnndksid, jos
sopimukset on tehty ennen 12.9.2025. Lisdksi selvennettdisiin, ettd nailla
datankésittelypalvelujentarjoajilla olisi oikeus sisdllyttid maidraaikaisiin sopimuksiinsa
oikeasuhteisia sopimuksen ennenaikaiseen pééttdmiseen liittyvid sopimussakkoja, kunhan ne
eivit muodosta estettd palveluntarjoajan vaihtamiselle. Muutokset eivéit vaikuttaisi
velvoitteisiin vaihtomaksujen asteittaisesta poistamisesta.

Data-asetuksen VII luvun soveltamisala laajenisi siten, ettd laittoman kolmansien maiden
viranomaisten pédsyn estdmistdi muuhun kuin henkildtietoihin ja téllaisten tietojen
kansainvélisen siirron rajoittamista koskevat siddnndt ulottuisivat datankésittelypalvelujen
liséksi myos julkisen sektorin elimiin, jotka tekevét suojattuja tietoja saataville uuden Vllc
luvun 3 jakson mukaisesti, luonnollisiin ja oikeushenkildihin, joille on annettu oikeus kayttia
nditd tietoja uudelleen saman jakson perusteella, sekd datanvélityspalveluihin ja tunnustettuihin
data-altruismiorganisaatioihin.

Datanhallinta-asetuksen luvut III ja IV siséllytettéisiin data-asetukseen uudeksi luvuksi Vlla.
Datanvilityspalvelun maéritelmaé selkeytettdisiin, ja datanvilityspalvelujéarjestelmd muuttuisi
vapaaehtoisuuteen perustuvaksi. Velvoite pitdd datanvilityspalvelut juridisesti erillisend muista
yhtion palveluista korvattaisiin velvoitteella pitd4d ne toiminnallisesti erillisind. Datan-
vilityspalveluihin ~ kohdistuvia  velvoitteita  vdhennettdisiin ~ merkittdviasti.  Data-
altruismiorganisaatioiden osalta raportointi- ja ldpindkyvyysvelvoitteet kumottaisiin ja
suunnitelmista luoda yksityiskohtaisempi data-altruismisééntokirja luovuttaisiin. Komissio
ylldpitéisi julkisia rekistereja ndihin palveluihin liittyen, ja jdsenvaltioiden tulisi nimeti
toimivaltainen viranomainen soveltamaan ja valvomaan lukua VIla omalle alueelleen
sijoittautuneiden organisaatioiden osalta. Suomessa datanhallinta-asetuksen tarkoittama



toimivaltainen viranomainen on Liikenne- ja viestintdvirasto, joka valvoo padasiallisesti myos
data-asetusta.

Kielto asettaa kansallisesti datan lokalisointivaatimuksia ylldpidettdisiin lisddmalld data-
asetukseen uusi luku VII b, samoin velvoite ilmoittaa komissiolle lokalisointivelvoitteista
turvallisuussyisté sdilytettéisiin. Velvoite ylldpitdd kansallisesti keskitettyd infopistettd data-
lokalisointivaatimuksista poistettaisiin.

Keskeiset sddnnokset avoimen datan direktiivistd ja datanhallinta-asetuksen suojattua dataa
koskevasta II luvusta liséttéisiin data-asetuksen uuteen VIIc lukuun. Julkisen sektorin elinten
hallussa olevan suojatun datan uudelleenkdyton sdintely siilyy sisdllollisesti ja
soveltamisalaltaan samana. Anonymisoidun tiedon uudelleenkayttod kuitenkin selkeytettiisiin.
Ehdotukseen sisiltyisi uusi sdédnnds, jonka mukaan julkisen sektorin elinten hallussa olevan
suojatun datan uudelleenkdytOstd voitaisiin perid marginaalikustannusten lisdksi myds
kohtuullinen tuotto. Tama koskisi tilanteita, joissa dataa kéayttdd uudelleen erittiin suuri yritys,
erityisesti sellainen, joka kéyttdd suurta taloudellista vaikutusvaltaa, kuten digimarkkina-
asetuksessa (DMA) tarkoitettu portinvartija. Julkisen sektorin elimilld olisi my&s mahdollisuus
asettaa tdllaisille erittdin suurille yrityksille niiden kéyttdessdén uudelleen julkisen sektorin
dataa erityisid kayttoehtoja, joiden on kuitenkin oltava perusteltuja ja oikeasuhtaisia.
Kansallisten, suojatun datan uudelleenkéyttod tukevien viranomaisten nimeémiseen
sovellettaisiin jatkossa data-asetuksen 37 artiklaa.

Avoimen datan direktiivi, joka koskee julkisen sektorin elinten ja erdiden yleishyodyllisid
palveluita tuottavien yritysten hallussa olevaa avointa dataa seké julkisin varoin tuotettua
tutkimusdataa, tuotaisiin myos osaksi data-asetuksen uutta VIIc lukua ja muuttuisi siséllollisesti
vastaamaan data-asetuksessa ja datanhallinta-asetuksessa kéytettyd datan maéaritelmaa.
Asiakirjan maéadritelmd sdilyisi samana eikd soveltamisalan ole tarkoitus muuttua. Maksut
asiakirjojen uudelleenkédytdstd olisi voitava maksaa verkossa rajat ylittdvin maksupalvelun
vélitykselld.  Lisdksi  asiakirjojen  uudelleenkédytostd  olisi  mahdollista  perid
marginaalikustannusten lisdksi my6s kohtuullinen tuotto, jos dataa kéyttdd uudelleen erittdin
suuri yritys. Julkisen sektorin elinten olisi myds mahdollista asettaa tillaisille erittdin suurille
yrityksille erityisid, mutta perusteltuja ja oikeasuhtaisia, kéyttoehtoja dataa uudelleen
kaytettdessa.

Data-asetuksen yhteentoimivuutta koskevasta VIII luvusta kumottaisiin artikla 36 eli velvoite
noudattaa  tiettyjd  vaatimuksia  datan  jakamista  koskevien  dlysopimusten
taytdntoonpanosopimuksissa. Velvoite korvattaisiin komission toimivallalla ottaa kayttoon
standardeja.

Data-asetuksen IX luvun tdytdntdonpano- ja valvontamekanismeja sovellettaisiin jatkossa myos
asetukseen liséttdviin uusiin sddnnoksiin. Nykyinen 38 artikla, joka koskee oikeutta tehda
valitus toimivaltaiselle viranomaiselle, korvattaisiin uudella sddnnokselld, joka huomioisi sen,
ettd datanvilityspalvelujen tai data-altruismiorganisaatioiden rekisterdintimaan viranomainen
olisi toimivaltainen késittelemédn niiti toimijoita koskevat valitukset.

Uusi Vlic luku rajattaisiin kokonaan data-asetuksen seuraamuksia koskevan 40 artiklan
soveltamisalan ulkopuolelle. Julkisen sektorin toimijoille asetettaisiin kuitenkin velvollisuus
ilmoittaa VIIc luvun perusteella tietoja uudelleenkéyttod pyytaville, mitd oikeussuojakeinoja
heilld on kiytettdvissddn kyseisiin paédtoksiin tai menettelyihin liittyen.

Data-asetukseen lisdttdisiin my0s uusi [Xa luku, joka kokoaisi yhteen datanhallinta asetuksen
ja muutettujen sddnndsten keskeiset madrdykset Euroopan datainnovaatiolautakunnasta (EDIB)
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ja sen tehtdvistd. Komissio pééttéisi jatkossa EDIB:in kokoonpanosta ja sen alaryhmistd, kun
taas nykyinen sdéntely edellyttdd vahintddn kolmea lakisditeistd alaryhmdi. Muutosten myoté
komissio voisi laajentaa EDIB:in jidsenyyttd toimivaltaisten viranomaisten edustajien lisdksi
my0s kansallisen datatalouspolitiikan vastuuelinten, kuten ministerididen, edustajiin. EDIB:in
tehtévid yksinkertaistettaisiin merkittdvasti, minkd myotd sen roolina olisi toimia strategisen
tason keskustelufoorumina data-asioissa, tukea komissiota data-asetuksen tdyténtoOnpanon
kehittdmisessd, edistdd jasenvaltioiden toimivaltaisten viranomaisten vélistd yhteistyotd sekd
jakaa parhaita kaytént6jé julkisen datan uudelleenkdytostd. Muutosehdotus ei sisélld korvaavia
yksityiskohtaisia méérdyksid esimerkiksi EDIB:in tydjérjestyksesta.

Pienten ja keskisuurten yritysten velvoitteisiin liittyvid helpotuksia laajennettaisiin myds pie-
nempiin mid-cap-yrityksiin (SMC). SMC-luokka mééritelldén yrityksiksi, joiden tydntekijdi-
den méérd on yli 250, mutta alle 750, ja joiden liikevaihto on enintdén 150 miljoonaa euroa tai
taseen loppusumma enintdin 129 miljoonaa euroa.

Yleinen tietosuoja-asetus, toimielinten tietosuoja-asetus ja sihkoisen viestinnin
tietosuojadirektiivi

Yleinen tietosuoja-asetus

Komission ehdotuksessa yleiseen tietosuoja-asetukseen ehdotetaan kohdennettuja muutoksia,
joiden tarkoituksena on muun muassa yhdenmukaistaa ja yksinkertaistaa asetuksen tulkintaa
sekd keventdd rekisterinpitdjien velvollisuuksia liittyen védhériskiseen henkildtietojen
kasittelyyn. Komission tavoitteena on ehdotuksen mukaan varmistaa samalla kuitenkin
nykyinen henkilGtietojen suojan taso.

Komissio ehdottaa muutoksia maéritelmid koskevaan 4 artiklaan. Muutosten tarkoituksena on
ennen muuta selventdd anonymisointiin ja pseudonymisointiin seké tieteelliseen tutkimukseen
liittyvid epévarmuuksia. Anonymisoinnin ja pseudonymisoinnin osalta henkilGtiedon
madritelméin ehdotetaan lisdttdviksi sddnnos, jossa selvennettiisiin, ettei henkilotiedosta olisi
kyse pelkastdin siksi, ettd joku toinen taho voi tietojen avulla tunnistaa rekisterdidyn, vaan
ratkaisevaa on, miten rekisterinpitdjd voi itse tunnistaa rekisterdidyn kohtuullisella
todennikodisyydelld. Muutos vastaisi unionin tuomioistuimen oikeuskédytdntod. Asetukseen
ehdotetaan lisdttdvdksi myos tieteellisen tutkimuksen mééritelmd sekd ehdotetaan
selvennettidviksi  kéyttotarkoitussidonnaisuuden periaatetta yleisen edun mukaisia
arkistointitarkoituksia, tieteellisid tai historiallisia tutkimustarkoituksia ja tilastollisia
tarkoituksia varten.

Anonymisoinnin ja pseudonymisoinnin osalta komissio ehdottaa lisdksi sédéntelyd, jolla
tuettaisiin rekisterinpitdjid anonymisointiin ja pseudonymisointiin liittyvien kriteerien ja
keinojen maédrittdmisessd. Taltd osin ehdotettavassa uudessa 41 a artiklassa annettaisiin
komissiolle valta tdytintdonpanosdédosten antamiseen. Komissio voisi artiklan mukaan
arvioida kéytettidvissd olevan tekniikan viimeisintd tasoa ja kehittdd kriteeristdjd, joita
rekisterinpitéjit voisivat hyodyntda osoittamaan, etteivit tiedot voi endd johtaa rekisterdidyn
uudelleentunnistamiseen.

Erityisiin henkil6tietoryhmiin kuuluvien tietojen Kkésittelyn osalta ehdotettaisiin uutta
poikkeusperustetta (uusi 9 artiklan 2 kohdan I alakohta) liittyen biometristen tietojen késittelyyn
silloin, kun se on tarpeen rekisterdidyn henkil6llisyyden todentamiseksi (verification).
Esityksessa edellytettdisiin tiltd osin, ettid biometriset tiedot tai todentamiseen tarvittavat keinot
olisivat rekisterdidyn yksinomaisessa hallinnassa.



My®s tietosuoja-asetuksen 12 ja 13 artikloihin ehdotetaan muutoksia, joiden tarkoituksena on
keventid rekisterinpitdjien velvollisuutta informoida rekisterdityd henkilotietojensa kasittelysti
erityisesti vahériskisessd kisittelyssd ja rekisterdidyn oikeuksien véarinkdytostilanteissa.
Automatisoituja yksittdispadtoksid (mukaan lukien profilointi) koskevaa 22 artiklaa
selvennettiisiin siten, ettd artiklasta kavisi selkedsti ilmi, ettd automaattista padtoksentekoa olisi
mahdollista tehdé ainoastaan artiklassa sdddetyin reunachdoin.

Rekisterinpitdjien velvollisuuksia kevennettdisiin myds henkilStietojen késittelyyn liittyvien
tietoturvaloukkausilmoitusten osalta nostamalla ilmoituskynnystd korkeaan riskiin sekd
pidentdmalla loukkausilmoitusten tekemistd koskevaa méardaikaa nykyisestd 72 tunnista 96
tuntiin (33 artikla). Ehdotuksen mukaan tietoturvaloukkausilmoitukset tehtiisiin jatkossa uuden
keskitetyn ilmoituskanavan (single-entry point) kautta.

Komissio ehdottaa péitelaitteen yksityisyyttd koskevan eli niin kutsutun evistesddntelyn
(henkilétietojen tallentaminen ja kéytto rekisterdidyn paitelaitteella) siirtdmisté henkilGtietojen
kasittelyn osalta sdhkdisen viestinndn tietosuojadirektiivistd yleiseen tietosuoja-asetukseen.
Taltd osin yleisen tietosuoja-asetuksen 4 artiklaan liséttdisiin uusia maédritelmid. Lisdksi
ehdotettavassa uudessa 88a artiklassa sdddettdisiin henkilGtietojen osalta edellytyksistd
paitelaitteiden tietoihin, kuten evésteisiin, liittyville késittelylle. Ehdotuksen mukaan
henkilotietojen tallentaminen ja kayttd edellyttdisi rekisterdidyn suostumusta, vastaavasti kuin
sdhkdisen viestinnén tietosuojadirektiivissd. Komissio ehdottaa, ettd rekisterdidyn suostumusta
ei kuitenkaan tarvitsisi jo voimassa olevien sdhkdisen viestinndn tietosuojadirektiivin
poikkeusten lisdksi pyytdd myoskdén tietyt ehdot tiyttdvan yleisomittauksen suorittamiseksi
rekisterinpitdjin omaan kéyttoon tai jos se on vélttdimédtontd rekisterinpitéjén tarjoaman ja
rekisterdidyn pyytimén palvelun tai sellaisen palvelun tarjoamiseksi kdytetyn péételaitteen
turvallisuuden ylldpitimiseksi tai palauttamiseksi. Lisdksi wuudessa 88b artiklassa
rekisterinpitdjille sdéddettdisiin velvollisuus noudattaa rekisterdidyn automaattisesti ja
koneluettavassa muodossa antamaa suostumusta esimerkiksi verkkoselainten kautta erikseen
laadittavien standardien mukaisesti.

Tekodlyjérjestelmien kehittimisen ja operoinnin osalta ehdotuksessa selvennettiisiin ennen
muuta késittelyn oikeusperusteita ja erityisiin henkil6tietoryhmiin liittyvaa kasittelyd (9 artikla
ja uusi 88 c artikla). Ehdotuksen mukaan tekodlyjirjestelmien kehittdmiseksi ja operoimiseksi
olisi mahdollista késitelld henkilGtietoja rekisterinpitdjan tai kolmannen osapuolen oikeutettujen
etujen toteuttamiseksi. Kaésittely ei olisi kuitenkaan sallittua, mikili henkilGtietojen suojaa
edellyttdvit rekisterdidyn edut tai perusoikeudet ja -vapaudet syrjdyttidvit tdllaiset edut,
erityisesti, jos rekisteroity on lapsi. Henkilotietojen kasittelyltd vaadittaisiin kuitenkin
rekisterdidyn suostumus, mikali téllaisesta vaatimuksesta sdddetddn unionin oikeudessa tai
jasenvaltion lainsdddédnndssd. Komissio ehdottaa tekodlyjdrjestelmien kehittdmiseen ja
operointiin liittyen myds uutta poikkeusperustetta erityisiin henkildtietoryhmiin kuuluvien
tietojen kasittelykieltoon (uusi 9 artiklan 2 kohdan k alakohta) seka kasittelya koskevia erityisia
suojatoimia (uusi 9 artiklan 5 kohta).

Toimielinten tietosuoja-asetus

Komissio ehdottaa toimielinten tietosuoja-asetukseen vastaavia muutoksia kuin yleiseen
tietosuoja-asetukseen. Ehdotusten tarkoituksena on yhdenmukaistaa ja yksinkertaistaa
toimielinten tietosuoja-asetuksen sdédntelyd, sdilyttdmélld samanaikaisesti nykyinen
henkilotietojen suojan taso. Muutosehdotukset liittyvdat ennen muuta anonymisointiin,
pseudonymisointiin, tieteelliseen tutkimukseen, tekoélyjirjestelmien kehittimiseen ja
operointiin sekd rekisterinpitdjien velvollisuuksien keventdmiseen ja selventdmiseen.
Muutoksia ehdotetaan toimielinten tietosuoja-asetuksen 3 artiklaan (mééritelmit), 4 artiklaan
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(késittelyd koskevat periaatteet), 10 artiklaan (erityisid henkilotietoryhmié koskeva kasittely),
14 ja 15 artiklaan (rekisterdidyn informointi), 24 artiklaan (automaattinen paatoksenteko), 34
artiklaan  (tietoturvaloukkausilmoitukset), 37 artikla (evéstesdédntely), 39 artikla
(vaikutustenarviointi) ja uusi 45 a artikla (pseudonymisointia koskevat kriteerit). Erotuksena
yleiseen tietosuoja-asetukseen ehdotettavista muutoksista, henkildtietojen késittelyd valvoo
Euroopan tietosuojavaltuutettu (EDPS), jolle unionin toimielinten, elinten ja laitosten tulee
muun muassa ilmoittaa tietoturvaloukkauksista. Taltd osin esimerkiksi 34 artiklassa sdddetyt
tietoturvaloukkausilmoitukset tehddan EDPS:lle. Toimielinten tietosuoja-asetuksen osalta ei
ehdoteta keskitetyn ilmoituskanavan kayttdmista.

Sdhkoisen viestinndn tietosuojadirektiivi

Komissio ehdottaa, ettd jatkossa nykyiseen sdhkdisen viestinndn tietosuojadirektiiviin
siséltyvéa kayttdjin padtelaitteen tietojen sédéntelyé uudistettaisiin siten, ettd yleiseen tietosuoja-
asetukseen lisattéisiin uudet 88a ja 88b artiklat.

Ehdotuksen 5 artiklassa sdddettéisiin sahkoisen viestinnén tietosuojadirektiiviin kohdistuvista
muutoksista. Sdhkoisen viestinndn tietosuojadirektiivin 4 artikla (késittelyn turvallisuus)
kumottaisiin. Sdhkoisen viestinnén tietosuojadirektiivin 5 artiklan 3 alakohtaan liséittiisiin uusi
lause, jonka mukaan luonnollisen henkilon péételaitteen henkilStietojen tallentamiseen tai
kayttdimiseen sovellettaisiin yleistd tietosuoja-asetusta. Jatkossa pédtelaitteen henkil6tietojen
tallentamisesta ja kayttdmisestd sdddettdisiin yleisen tietosuoja-asetuksen uudessa 88a
artiklassa.

Keskitetty EU-ilmoituskanava poikkeamille

Komissio ehdottaa erilaisia héiridtilanne- ja poikkeamailmoituksia varten keskitetyn EU-
ilmoituskanavan perustamista (Single-Entry Point for Incident Reporting). Lisdksi erdisiin
sdaadoksiin perustuvia poikkeamaraportointivelvoitteita uudistettaisiin siten, ettd ilmoittamista
koskevien velvollisuuksien téyttdmiseksi niiden mukaiset ilmoitukset olisi jatkossa tehtévé
keskitetyn EU-ilmoituskanavan kautta.

Komission ehdotuksen mukaan keskitettyd EU-ilmoituskanavaa sovellettaisiin NIS 2-
direktiivin, yleisen tietosuoja-asetuksen, DORA-asetuksen, eIDAS-asetuksen ja CER-
direktiivin nojalla annettaviin ilmoituksiin. Ehdotuksella muutettaisiin nditd sdddoksid siten,
ettd niissé tarkoitetut ilmoitukset olisi jatkossa annettava keskitetyn EU-ilmoituskanavan kautta.
Ehdotukseen ei sisdlly muita muutoksia ndiden sdéddoksien mukaiseen ilmoittamiseen, kuten
ilmoituskynnyksiin tai ilmoitettaviin tietoihin. Keskitettyd EU-ilmoituskanavaa olisi
mahdollista laajentaa my6s muiden sdddosten mukaisiin ilmoituksiin tulevaisuudessa.

Keskitetystd EU-ilmoituskanavasta sdddettdisiin NIS 2-direktiiviin ehdotettavassa uudessa 23a
artiklassa.  Ilmoituskanavan  perustaisi ja  sitd  ylldpitdisi Euroopan  unionin
kyberturvallisuusvirasto ENISA. Velvollisuudesta kayttdd keskitettyd EU-ilmoituskanavaa
saadettdisiin erikseen ilmoitusvelvollisuuden perustavien sddnnoksien yhteydessa.

Ehdotuksen mukaan ENISA:n tulisi ilmoituskanavaa kehittiessdédn ja yllapitdessddn huolehtia
tarpeellisista teknisistd, operatiivisista ja organisatorisista toimenpiteistd, jotka liittyvét
ilmoituskanavan turvallisuuteen ja luotettavuuteen (riskienhallinta). ENISA:n tulisi huolehtia
siitd, ettd toimivaltaisilla viranomaisilla on tarvittava pddsy ja mahdollisuus késitelld
ilmoituskanavassa olevaa tietoa, sekd huomioida késiteltdvien tietojen arkaluonteisuus.
Keskitetyn ilmoituskanavan toimeenpanoa ja kehittdmisté tulisi tehdd yhteistydssd ENISA:n,
komission, CSIRT-verkoston ja jdsenvaltioiden toimivaltaisten viranomaisten kanssa.
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ENISA:lIla ei olisi padsya keskitetyn ilmoituskanavan kautta tehtyihin ilmoituksiin, ellei toisin
ole sdadetty EU-oikeudessa. Keskitetyn ilmoituskanavan tulisi tiyttda ehdotetun 23a(3) artiklan
osa-alueet.

Ehdotuksen mukaan ENISA:n tulisi pilotoida ja testata keskitettyd ilmoituskanavaa 18
kuukauden kuluttua sdddoksen voimaantulosta. Tamén perusteella komissio arvioisi
ilmoituskanavan toimivuutta, luotettavuutta, eheyttd sekéd luottamuksellisuutta yhteistydssd
ENISA:n kanssa. Komission tulisi lisdksi konsultoida CSIRT-verkostoa ja kansallisia
toimivaltaisia viranomaisia. Jos komissio toteaisi ilmoituskanavan tiyttdvdn tarvittavat
vaatimukset, se julkaisisi ilmoituksen Euroopan unionin virallisessa lehdessd, minkd nojalla
ENISA voisi kidynnistdd ilmoituksien vastaanottamisen keskitetyn EU-ilmoituskanavan kautta.
Jos ilmoituskanavan ollessa kédytdssé komissio toteaisi, ettd ilmoituskanava ei tiyta tarvittavia
vaatimuksia, ENISA:n tulisi tehdé yhteistydssd komission kanssa kaikki tarvittavat korjaavat
toimenpiteet ilmoituskanavan toimivuuden, luotettavuuden, eheyden ja luottamuksellisuuden
turvaamiseksi. Tarvittaessa komission tulisi uudelleenarvioida ilmoituskanavan toimintaa ja
paivittda tai julkaista ilmoitus, jonka perusteella ENISA pitd4 ilmoituskanavaa kdynnissa.

Ehdotuksen myd&ta NIS 2 -direktiivin 23 artiklan 1 kohtaan liséttdisiin, ettd poikkeamailmoitus
olisi tehtiva 23a artiklan mukaisen keskitetyn ilmoituskanavan kautta. Lisdksi NIS 2 -direktiivin
23 artiklaan lisdttdisiin 12 kohta, jonka mukaan asetuksen (EU) 2024/2847
(kyberkestiavyyssdaddos) 14 artiklan 3 kohdan mukainen ilmoitus digitaalisia elementtejé
siséltdvén tuotteen tietoturvaan vaikuttavista vakavista poikkeamista katsottaisiin myds NIS 2 -
direktiivin mukaiseksi poikkeamailmoitukseksi. Lisdksi NIS 2 -direktiivin 30 artiklaa
muutettaisiin siten, ettd jdsenvaltioiden tulisi varmistaa, ettd niille voidaan tehdéd artiklassa
tarkoitettuja vapaaehtoisia ilmoituksia keskitetyn EU-ilmoituskanavan kautta.

Ehdotuksella muutettaisiin eIDAS-asetuksen 19a, 4 ja 45a artikloita lisidmaélla niihin kohdat
siitd, ettd artikloissa tarkoitetut ilmoitukset olisi tehtdva keskitetyn EU-ilmoituskanavan kautta.

Ehdotuksella muutettaisiin DORA-asetuksen 19 artiklaa siten, etti siind tarkoitetut ilmoitukset
olisi tehtdvéd keskitetyn EU-ilmoituskanavan kautta. Liséksi keskitetyn EU-ilmoituskanavan
kautta olisi mahdollisuus tehdi vapaachtoisia ilmoituksia.

Ehdotuksella muutettaisiin CER-direktiivin 15 artiklaa siten, ettd siind tarkoitetut ilmoitukset
olisi tehtdvéd keskitetyn EU-ilmoituskanavan kautta. Liséksi keskitetyn EU-ilmoituskanavan
kautta olisi mahdollisuus tehdé vapaaehtoisia ilmoituksia.

Yleisen tietosuoja-asetuksen 33 artiklaan lisdttdisiin viittaus siité, ettd henkilGtietojen kasittelya
koskevat tietoturvaloukkausilmoitukset olisi tehtdva keskitetyn EU-ilmoituskanavan kautta.

Ennen keskitetyn EU-ilmoituskanavan kiyttoonottoa sddddksien mukaiset ilmoitukset olisi
tehtédvd sdddoksien nykyiseen toimeenpanoon perustuvien toimintamallien mukaisesti
kansallisille toimivaltaisille viranomaisille.

Eriiden sdidosten kumoaminen

Komissio ehdottaa kumottavaksi asetuksen oikeudenmukaisuuden ja avoimuuden edistdmisesta
verkossa toimivien vilityspalvelujen yrityskdyttéjid varten (P2B-asetus). Komission mukaan
asetuksen keskeiset velvoitteet (lapindkyvyys, reilu kohtelu, riidanratkaisu) siséltyvét vuonna
2022 voimaan tulleisiin digipalveluasetukseen (DSA) ja digimarkkina-asteukseen (DMA), jotka
tarjoavat laajemmat ja sitovammat sdanndt alustataloudelle. Tietyt P2B-asetuksen artiklat
jdisivat voimaan siirtymékauden ajaksi vuoteen 2032 saakka, jotta varmistetaan oikeusvarmuus
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sdddoksille, jotka viittaavat P2B-asetukseen. Naiitd artikloita olisivat osa 2 artiklan
madritelmisté (‘yrityskayttdjd', 'verkossa toimivaa vélityspalvelu', verkossa toimiva hakukone'),
4 artikla palvelujen rajoittamisesta, keskeyttdmisestd ja lopettamisesta, 11 artikla sisdisestd
valitustenkasittelyjarjestelmasta ja 15 artikla tdytdntoonpanon valvonnasta.

3.2 Tekoédlyomnibus

Tekodlyasetukseen  ehdotetaan  muutoksia, joiden tarkoituksena on  keventda
tekodlyjérjestelmien tarjoajien sekd vaatimustenmukaisuuden arviointilaitosten hallinnollista
taakkaa. Lisdksi komissiolle annettaisiin toimivalta valvoa sellaisia yleiskdyttdisia
tekodlyjarjestelmid, jotka perustuvat saman tarjoajan yleiskéyttdiseen tekodlymalliin, seké
tekodlyjarjestelmid, jotka sisdltyvdt erittdin suuriin verkkoalustoihin tai erittdin suuriin
hakukoneisiin.

Komissio ehdottaa, ettd pienid ja keskisuuria yrityksid koskeva erityiskohtelu ulotettaisiin
koskemaan my6s SMC-yrityksid: tietyt suuririskisiin tekodlyjarjestelmiin liittyvid velvoitteita
koskevat poikkeukset, yritysten tarpeita huomioon ottavien tukitoimenpiteiden osoittaminen ja
alemmat hallinnollisten seuraamusmaksujen enimmaismaérét.

Nykyinen tekodlyjarjestelmien tarjoajille ja kéyttoonottajille osoitettu tehtivd edistdd
tekodlylukutaitoa siirrettdisiin jdsenvaltioiden ja toimivaltaisten viranomaisten tehtavéksi.

Komissio ehdottaa nykysdantelyyn verrattuna, etti suuririskisten tekoélyjarjestelmien tarjoajien
lisadksi my0s  suuririskisten  tekodlyjirjestelmien  kdyttoonottajat sekd  muiden
tekodlyjirjestelmien tarjoajat ja kayttdonottajat voisivat tietyin edellytyksin késitelld erityisid
henkilotietoryhmid, jos se on tarpeellista vinoutumien havaitsemiseksi ja korjaamiseksi.
Nykyisen ehdottoman vélttiméattdmyyden vaatimuksen sijaan késittely olisi perustuisi
tarpeellisuuteen. Komission mukaan vinoumien havaitseminen ja korjaaminen on yleisen edun
mukaista, silld se suojaa ihmisid tekodlyn haitallisilta vaikutuksilta, kuten syrjinnalti.
Kyseisessd késittelyssé tulee noudattaa erityisid suojatoimia.

Suuririskiseen kayttdtapaukseen tarkoitettuja tekodlyjérjestelmid, jotka eivit kuitenkaan olisi
suuririskisid tekodlyjarjestelmid, ei olisi endéd tarpeen rekisterdidd komission ylldpitimééan
tietokantaan.

Ehdotuksen tarkoituksena olisi my0s helpottaa vaatimustenmukaisuuden arviointia seké
arviointilaitosten ~ ilmoittamista ~ koskevaa  menettelyé. Vaatimustenmukaisuuden
arviointilaitoksia koskevaa sdintelyd muutettaisiin niin, ettd laitoksen olisi mahdollista hakea
samalla hakemuksella ilmoittamista sekéd tekodlyasetuksen ettd muun sektorilainsddddnnon
mukaisuutta  arvioivaksi  laitokseksi.  Lisdksi  vaatimustenmukaisuuden arviointia
selkeytettdisiin.

Komissiolta poistettaisiin valtuutus antaa tdytintdonpanosdddoksid, jotka koskisivat
yleiskayttoisten tekoédlyjirjestelmien kéytinnesdént6jd ja tiettyjen tekoélyjirjestelmien
avoimuutta. Tarkoitus on, ettd yhdenmukaistettuja sddnt6ji toimeenpanolle annetaan vain,
mikali timé on ehdottoman valttimétonta.

Séantelyn testiympérist6jé koskevaa sdéintelyd laajennettaisiin niin, ettd tosieldmén olosuhteissa
tehtdvéa testaaminen olisi mahdollista toteuttaa tiiviimmin testiympéristjen yhteydessa ja myos
niiden ulkopuolella. Testaaminen sallittaisiin aiempaa laajemmin myds liitteen I mukaisilla
jarjestelmilld, ei vain liitteen III mukaisilla jdrjestelmilld. Liitteen I osan B mukaisten
jarjestelmien osalta komission ja jdsenvaltioiden olisi mahdollista tehdd keskenéddn
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vapaaehtoisia sopimuksia testaamisen kéytdnnon toteuttamiseksi. Liséksi komissiolle
annettaisiin toimivalta perustaa testiympéristdjd yleiskdyttoisille tekodlyjarjestelmille, jotka
perustuvat saman tarjoajan yleiskayttoiseen tekodlymalliin. Ndissd tapauksissa komissiolla olisi
kansallisia markkinavalvontaviranomaisia vastaavat toimivaltuudet. Komissiolle annettaisiin
toimivalta valvoa tekodlyjarjestelmid, jotka kuuluvat digipalveluasetuksen piiriin erittdin
suurina verkkoalustoina tai hakukoneina, tai jotka ovat niiden osia.

Mikroyrityksid koskeva poikkeus suuririskisen tekoélyjirjestelmén laadunvalvontajérjestelmaé
koskevista vaatimuksista ulotettaisiin myds pk-yrityksiin.

Tiedelautakuntaa koskevaa sddntelyd tarkennettaisiin siten, ettd asiantuntijoille maksettavat
palkkiot maédriteltdisiin selkedmmin silloin, kun ne tukevat jdsenvaltioita asetuksen
tdytdntoonpanossa.  Liséksi  jdsenvaltioille  annettaisiin = mahdollisuus  konsultoida
tiedelautakunnan asiantuntijoita suoraan ilman komission osallistumista.

Jalkimarkkinaseurantaa joustavoitettaisiin  poistamalla  komissiolta valtuutus antaa
tdytdntoonpanosdddos, jossa vahvistetaan yksityiskohtaiset sddnnokset markkinoille
saattamisen jélkeistd seurantaa koskevan suunnitelman mallista ja suunnitelmaan
siséllytettavisti tiedoista.

Perusoikeuksien toteutumista valvovien viranomaista oikeutta saada tietoja toimivaltaisilta
markkinavalvontaviranomaisilta selkeytettdisiin ja samalla korostettaisiin
markkinavalvontaviranomaisten velvollisuutta vastata perusoikeuksia valvovien viranomaisten
pyyntoihin.

Yhdenmukaistetut standardit, jotka tukevat tekodlyasetuksen noudattamista, eivdt mitd
todennikoisimmin valmistu 2.8.2026 mennessd, jolloin asetusta aletaan soveltaa
tdysimddrdisesti. Tima koskee myds liitteen 11 suuririskisié jérjestelmid, kuten koulutukseen,
tyollistymiseen ja kriittiseen infrastruktuuriin liittyvid vaatimuksia. Tdémén vuoksi ehdotukseen
siséltyy useita muutoksia siirtymé- ja voimaantuloaikoihin, jotta standardien valmistelulle ja
talouden toimijoiden sopeutumiselle jad enemmén aikaa:

o Keinotekoista siséltéd, kuten kuvia ja 44nié, tuottavia jarjestelmié ja niiden avoimuutta
koskevaa sddntelyd sovellettaisiin jarjestelmiin, jotka on otettu kdyttoon ennen
2.8.2026, vasta kuuden kuukauden siirtyméajan jalkeen eli 2.2.2027 alkaen. Tadma4 olisi
kuusi kuukautta mydhemmin kuin nykyinen soveltamispdiva 2.8.2026.

e Suuririskisid tekodlyjédrjestelmid koskevien vaatimusten soveltaminen sidottaisiin
sithen, ettd tukevat vilineet, kuten yhdenmukaistetut standardit, yhteiset eritelmat tai
komission ohjeet, ovat olemassa komission padtokselld. Komission paatoksen julkaisun
jéilkeen talouden toimijoilla olisi aikaa tehdd vaaditut muutokset kuusi kuukautta (liite
1) tai 12 kuukautta (liite I). Asetukseen siséltyisi varauma, ettd vaatimuksia
sovelletaan viimeistddn 2.12.2027 liitteen III jirjestelmiin ja viimeistddn 2.8.2028
liitteen I jarjestelmiin, vaikka standardit eivit olisi valmistuneet.

e Jo markkinoille saatettujen tai kdyttoon otettujen tekodlyjirjestelmien vaatimusten
soveltaminen vastaisi suuririskisten tekoélyjarjestelmien soveltamisaikataulua. Muutos
ei koskisi viranomaiskdyttoon tarkoitettuja jérjestelmid, joiden on edelleen tiytettdva
asetuksen vaatimukset 2.8.2030 mennessa.
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Lisdksi EU:n siviili-ilmailun turvallisuutta ja Euroopan unionin lentoturvallisuusvirasto
EASA:a koskevaa perusasetusta muutettaisiin siten, ettd tekoélyasetuksen suuririskisié
tekodlyjérjestelmid koskevat vaatimukset voidaan yhdistdd kyseiseen asetukseen.

4 Ehdotuksen oikeusperusta ja suhde suhteellisuus- ja
toissijaisuusperiaatteisiin

4.1 Oikeusperusta

Niin digiomnibus- kuin tekodlyomnibus-asetusehdotuksen oikeusperustana on Euroopan
unionin toiminnasta tehdyn sopimuksen (SEUT) 114 artikla, joka koskee sisémarkkinoiden
toteuttamista ja toimintaa koskevia toimenpiteitd ja sen tavoitteena on ldhentéé jasenvaltioiden
lainsdddantdd ja varmistaa lainsdddédnnon yhtendinen ja syrjiméton soveltaminen Euroopan
unionissa. Sen nojalla noudatetaan tavallista lainsdatamisjirjestysté ja neuvosto tekee padtokset
madrdenemmistolla.

EU-tuomioistuin on vakiintuneesti katsonut, ettd sdddos voidaan hyvéksyd SEUT 114 artiklan
perusteella ainoastaan, mikéli siitd ilmenee objektiivisesti ja tosiasiallisesti, ettd sen
tarkoituksena on sisdmarkkinoiden toteuttamista ja toimintaa koskevien edellytysten
parantaminen. Mikili tdma edellytys tdyttyy, antaa SEUT 114 artikla unionin lainsditéijalle
laajan harkintavallan kulloinkin tarvittavien ldhentdmis- ja yhdenmukaistamistoimenpiteiden
valinnassa.

Digiomnibus-ehdotuksen toisena oikeusperustana olisi lisdksi SEUT 16 artikla niiltd osin kuin
kyseiselld ehdotuksella muutettaisiin yleistd tietosuoja-asetusta ja toimielinten tietosuoja-
asetusta. SEUT 16 artikla koskee henkilétietojen suojaa ja muodostaa oikeusperustan EU:n
tietosuojalainsdddannolle. Artiklassa vahvistetaan, ettd henkilGtietojen suoja on perusoikeus
EU:ssa. EU:lla on toimivalta sddtdd lakeja, jotka koskevat henkilGtietojen késittelyd. Myos
SEUT 16 artiklan nojalla noudatetaan tavallista lainsddtdmisjarjestystd ja neuvosto tekee
paétokset madradenemmistolla.

Saadoksen oikeusperusta on miériteltdva sen tarkoituksen ja pédasiallisen sisdllon perusteella.
EU-tuomioistuin on vakiintuneesti katsonut, ettd unionin lainsdétéjén olisi mahdollisuuksien
mukaan pyrittdvd aina kayttimddn vain yhtd oikeusperustaa. Kahden tai useamman
rinnakkaisen oikeusperustan kéyttdminen on poikkeuksellinen ratkaisu. Se on EU-
tuomioistuimen mukaan mahdollista silloin, kun on kyse toimesta, jolla on useampi
samanaikainen tarkoitus tai silld on useita osatekijoitd, joita ei voida erottaa toisistaan ja joista
mik&én ei ole toiseen ndhden toisarvoinen ja vilillinen.

Valtioneuvoston arvion mukaan useamman oikeusperustan kéyttiminen vaikuttaisi
digiomnibus-ehdotuksen yhteydessi perustellulta. Ehdotettujen oikeusperustojen yhdistdminen
on ongelmatonta myos késittely- ja padtoksentekomenettelyiden ndkokulmista, silld molempien
osalta noudatetaan tavallista lainsddtdmisjirjestystd ja neuvosto tekee ratkaisunsa noudattaen
samaa ddnestysmenettelya.

Valtioneuvosto katsoo yhteenvetona, ettd ehdotusten oikeusperustat ovat péddosin
asianmukaiset. Tekodlyasetusta koskevien muutosten osalta tulisi kuitenkin vield arvioida
SEUT 16 artiklan lisddmisté oikeusperustaksi, silld ehdotetut muutokset koskevat tietyiltd osin
myds henkilGtietojen suojaa.

4.2 Toissijaisuus- ja suhteellisuusperiaatteet
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Digiomnibus

Valtioneuvoston alustavan nidkemyksen mukaan ehdotus on data-asetuksen, mukaan lukien
datanhallinta-asetuksen, avoimen datan direktiivin ja muita kuin henkildtietoja koskevan datan
vapaata liikkuvuutta koskevaan asetuksen, osalta toissijaisuus- ja suhteellisuusperiaatteiden
mukainen.

Valtioneuvoston alustavan ndkemyksen mukaan ehdotus on yleisen tietosuoja-asetuksen ja
toimielinten tietosuoja-asetuksen osalta toissijaisuus- ja suhteellisuusperiaatteiden mukainen,
mutta neuvotteluissa on vield arvioitava, onko ehdotettu sddntely kaikilta osin oikeasuhteista
vaarantamatta nykyistd korkeaa tietosuojan tasoa. Komission ehdotukseen ei ole esimerkiksi
siséllytetty uuden ehdotettavan sééntelyn (muun muassa anonymisointia ja pseudonymisointia,
tekodlyjarjestelmien kehittdmistd ja operointia sekd evisteitd koskeva sdintely) osalta
ehdotuksia hallinnollisten seuraamusmaksujen tasosta (yleisen tietosuoja-asetuksen 83 artikla).
My®oskddn toimielinten tietosuoja-asetuksen osalta ehdotuksessa ei ole arvioitu uuden
ehdotettavan sddntelyn hallinnollisten seuraamusmaksujen tasoa (toimielinten tietosuoja-
asetuksen 66 artikla). Seuraamukset ovat tirked osa sdédntelyn tehokkuutta, ja sdéntelyn
oikeasuhteisuuden varmistamiseksi olisi térkedd varmistaa, ettei ehdotettava sdéntely jéta
epéselviksi, voidaanko hallinnollisia seuraamusmaksuja maarétd uuden séédntelyn osalta ja miké
olisi méadrittivien seuraamusmaksujen taso. Edelleen on syytd varmistaa, ettd sdddds- ja
taytantoonpanovallan delegointi komissiolle on kaikilta osin tarkoituksenmukaista seka
riittdvin tarkkarajaista ja tdsméllistd (ehdotettu uusi 41 a artikla sekéd ehdotetut muutokset 35
artiklaan).

Sahkoisen viestinnén tietosuojadirektiivin osalta komissio ei ole tehnyt arviointia toissijaisuus-
ja suhteellisuusperiaatteiden osalta. Téltd osin neuvotteluissa on arvioitava, onko ehdotettu
sdantely kaikilta osin kyseisten periaatteiden mukaista.

Valtioneuvoston ndkemyksen mukaan ehdotus on keskitetyn EU-ilmoitusjérjestelmén
perustamisen osalta toissijaisuus- ja suhteellisuusperiaatteiden mukainen. Komissio ei
kuitenkaan ole arvioinut, onko toissijaisuus- ja suhteellisuusperiaatteiden mukaista se, ettd
sdantelyn kohteet velvoitetaan kaikissa tilanteissa ilmoittamaan ja raportoimaan keskitetyn EU-
ilmoitusjarjestelmén kautta. Téltd osin neuvotteluissa on selvennettdvd ja arvioitava, onko
ehdotus sen velvoittavuutta koskevilta osin toissijaisuus- ja suhteellisuusperiaatteiden
mukainen, esimerkiksi tilanteissa, joissa raportoitavat tiedot sisiltévit kansallista turvallisuutta
koskevia tietoja, tai kyse on vain yhden sdddoksen nojalla yhdessé jésenvaltiossa tapahtuvasta
raportoinnista.

Valtioneuvoston ndkemyksen mukaan ehdotus on P2B-asetuksen kumoamisen osalta
toissijaisuus- ja suhteellisuusperiaatteiden mukainen. Sadntelyn yksinkertaistamisen ja
hallinnollisen taakan véhentdminen puoltavat P2B-asetuksen, digipalveluasetuksen ja
digimarkkina-asetuksen péaillekkdisyyksien tarkastelua. Kumoamista harkittaessa on
huomioitava sédddosten erilaiset kohteet ja soveltamisalat: P2B-asetus turvaa sopimussuhteiden
lapindkyvyyden kaikenkokoisten verkossa toimivien vilityspalveluiden ja niiden
yrityskdyttédjien vililld, kun taas digimarkkina-asetus koskee vain suuria portinvartijayrityksia
ja digipalveluasetus vilityspalveluiden vastuuta niiden alustoilla julkaistusta sisdllosta.
Keskeistd on varmistaa, miten yritysten oikeusturva sopimussuhteissa alustoihin toteutuisi P2B-
asetuksen kumoamisen jélkeen.

Tekoilyomnibus
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Valtioneuvoston nikemyksen mukaan ehdotus on tekoidlyasetuksen osalta pddasiallisesti
toissijaisuus- ja suhteellisuusperiaatteiden mukainen. HenkilGtietojen suojan nikokulmasta
neuvotteluissa on kuitenkin vield arvioitava, onko ehdotettu sdéntely kaikilta osin
oikeasuhteista, vaarantamatta nykyistd korkeaa tietosuojan tasoa. Téltd osin tulisi huomioida
ennen muuta erityisten henkildtietoryhmien késittely suuririskisissd tekodlyjarjestelmissi ja
kisittelystd aiheutuvat korkeat riskit.

5 Ehdotuksen vaikutukset
Data-asetus

Komission arvion mukaan datasddntelyn keskittiminen data-asetukseen edistéa
yhdenmukaisuutta ja selkeyttd. Ehdotukset edellyttdisivét kuitenkin 1.1.2026 voimaan tulevaan
kansallisessa tdytdntdonpanolaissa sdddettyihin viranomaistehtiviin ja toimivaltuuksiin
vahintddn teknisluonteisia muutoksia, mistd aiheutuu jonkin verran hallinnollista taakkaa
viranomaisille. Vaikutuksia voi tulla kansalliseen viranomaisten tehtdvéjakoon suojatun datan
uudelleenkéytossd, silld epdselvd sddntely voi aiheuttaa julkiselle hallinnolle merkittavia
kustannuksia, jos suojattua dataa tulee asettaa saataville nykyistd laajemmin tai nykyistd
jarjestelmaa olisi muutettava.

Sallimalla datanhaltijoiden kieltdytyd liikesalaisuuksien luovuttamisesta kolmansien maiden
toimijoille, joilla on heikko suoja, komissio arvioi keventévénsd dataan ja liikesalaisuuksien
valmisteluun, jakamiseen ja suojaamiseen liittyvid taakkoja yrityksille. Merkittdvimmaét sddstot
voisivat syntyéd tiedonhallintasopimuksista, sovellusohjelmointirajapintojen perustamisesta,
oikeudellisten riskien vidhenemisestd erityisesti rajat ylittdvdssd tilanteissa sekd
vaatimustenmukaisuuden osoittamisesta arvioitaessa liikesalaisuuksien suojaamiskehyksid
EU:n ulkopuolella. Muutokset eivdt todenndkoisesti kuitenkaan poista kéytdnndn
soveltamistydssa tarvittavan lisdohjeistuksen tarvetta.

Uusi julkisen sektorin datanjakokehys véhentdd komission arvioiden mukaan yritysten
hallinnollista ja oikeudellista taakkaa. Vaikka kustannukset julkisten hététilainteiden pyyntdjen
késittelyssd pysyvéit merkittdvind (esimerkiksi vaadittavat ohjelmistoratkaisut, tiedonhallinta-
ja henkilostokustannukset), yksinomaan julkisiin hététilanteisiin keskittyminen vahentda
monimutkaisuutta, kun yritysten ei tarvitse endd radtdloidd datainfrastruktuuria ja kayda
sopimusneuvotteluja laajemman tilannekirjon varalta. Toimivaltaisten viranomaisten
kustannukset my0s vidhenevit, kun tiedonjakovaltuuksien hallinta jésenvaltioiden vililla
yksinkertaistuu ja koordinointi helpottuu erityisesti rajat ylittdvissa tilanteissa.

Suomessa on jo ennestddn sdddetty kansallisesti tiedonsaantioikeuksista poikkeusoloissa
datanhaltijalta. Data-asetus on ollut tdssd suhteessa vain tdydentdvdd. Aiemmin sdédntely
mahdollisti sen, ettd myds muiden jisenvaltioiden viranomaiset saattoivat pyytdd Suomessa
olevilta datanhaltijoilta tietoa kdyttoonsd muun poikkeuksellisen tarpeen perusteella. Tdmén
mahdollisuuden poistuminen voi keventdd hieman suomalaisten yritysten hallinnollista taakkaa.

Komissio arvioi, ettd ehdotetun kevyemmin sdintelyn piiriin kuuluisi ainakin 100 000
sopimusta raatdloidyistd PaaS- ja SaaS-palveluista. Mahdollisuus olla neuvottelematta
sopimuksia  uusiksi mahdollistaisi noin miljardin euron sdéstét. Sopimusten
uudelleenneuvottelua koskeva lievennys koskee ennen asetuksen voimaantuloa tehtyjé
sopimuksia, joten sddstdt kohdistuisivat niihin toimijoihin, jotka eivét ole ehtineet muuttaa
sopimuksiaan. Lievennysten kohdistuminen ennen voimaantuloa tehtyihin sopimuksiin luo
haasteita asetuksen tdytdntoonpanoon sekd palveluntarjoajien ettd viranomaisten kannalta.
Ehdotuksen voi myo0s tulkita tarkoittavan, ettd komissio ei oleta asetusta tdltd osin
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noudatettavan. Lievennyksill4 ei oleteta olevan merkittdvid markkinavaikutuksia, koska uudet
sopimukset tulisi laatia asetuksen mukaisiksi.

Komissio ei ole arvioinut kustannuksia tai sddstoja dlysopimuksia koskevasta sddntelystd, mutta
arvioi sen poistamisen vdhentdvin hallinnollista taakkaa. Kehittdjien ei tarvitsisi enid
suunnitella alykkditd sopimuksia uudelleen tiyttidkseen data-asetuksen vaatimukset tai
suorittaa vaatimustenmukaisuusarviointeja. My0s viranomaisten taakan on arvioitu kevenevin,
kun kehittyvin markkinan ja teknologian vaatimustenmukaisuutta ei tarvitse valvoa.
Joustavampi ympéristo voi edistdd uusien dlysopimusratkaisujen kehittdmisen, mikéd puolestaan
voi edistdd taloudellista toimintaa ja teknologista kehitysta.

Komissio arvioi, ettd vapaachtoinen ja yksinkertaisempi datanvilityspalvelujirjestelma liséa
luottamusta, vihentdd kustannuksia ja kannustaa liiketoimintamallien kehitystd. Keskeisten
madritelmien selkeyttiminen ja sdéntdjen tarkentaminen vihentdd hallinnollista taakkaa.
Vaatimuksen poisto palvelun tarjoamisesta erillisen oikeushenkilon kautta luo sddstdjd niin
perustamis- kuin hallinnollisissa kuluissa. Kansallisia data-altruismijérjestelyji koskevan
velvoitteen poistaminen sdéstii jasenvaltioilta raportointikustannuksia.

EU-tasolla muutokset voivat sdéstéd jopa 318 750 euroa kertaluonteisia kustannuksia ja noin 6
miljoonaa euroa vuosittaisia hallinnollisia kuluja. Ne alentavat markkinoille pdédsyn esteitd ja
voivat houkutella uusia toimijoita datanvilittdjédpalvelujen tarjoajiksi, lisdten markkinoiden
kilpailua ja kasvua.

Vapaachtoisen datan jakamisen odotetaan lisddntyvdn, kun useammat yritykset 10ytévét
palveluja tarpeisiinsa, minkd komissio odottaa johtavan edistykseen yleistd mielenkiintoa tai
yhteiskunnallisia tavoitteita koskevassa tutkimuksessa (tutkimus harvinaisemmista sairauksista,
ympdristonsuojelu, biologinen monimuotoisuus).

Rekisterditymisvaatimuksen poistaminen datanvilityspalvelujen tarjoajilta voi johtaa
markkinoiden lépindkyvyyden ja vastuullisuuden heikkenemiseen, silld toimivaltaiset
viranomaiset valvovat vain rekisterdityneitd toimijoita. Erityisesti kuluttajien voi olla vaikea
hahmottaa rekisterdityneiden ja puhtaasti sopimusperusteisesti toimivien
datanvilityspalvelujen eroa, minkd vuoksi rekisterditymiseen ja yhteiseen tunnukseen tulisi
kiinnittdd huomiota esimerkiksi EU:n data-avaruuksien ja julkisen sektorin kdyttdmien
palvelujen yhteydessa.

Suomessa data-asetusta ja datanhallinta-asetusta tdsmentévit sddnnokset on jo padsdantoisesti
yhdistetty samaan lakiin. Liikenne- ja viestintdviraston mukaan aiempi datan vilityspalvelun
madritelmd on sulkenut pois toimijoita asetuksen ulkopuolelle. Ehdotuksen
madritelmadmuutokset selkeyttavét tulkintaa ja laajentavat potentiaalisten
vélityspalveluntarjoajien joukkoa.

Ehdotus siilyttdd yritysten mahdollisuuden sijoittaa ei-henkilGtietoja tehokkaimpaan EU-
sijaintiin, miké vahentda paillekkéistd oikeudellista tyotd ja pienentdd kustannuksia. Komissio
arvioi, ettd julkiset viranomaiset vapautuisivat raskaista seurantatehtdvistd, kun velvoite
keskitetystd datalokalisointivaatimuksia koskevasta infopisteestd poistettaisiin, miké johtaisi
arviolta noin 31 000 euron vuotuisiin sddstoihin per jasenvaltio (noin 847 000 euroa EU-tasolla).
Lisdksi sdéntdjen yksinkertaistaminen helpottaa yritystoiminnan harjoittamista ja edistdd ei-
henkil6tietoihin perustuvien palveluiden vapaata liikkuvuutta.

Komissio arvioi, ettd kokoamalla julkisen sektorin tietojen uudelleenkdyttod koskevat sdannot
data-asetukseen yhdenmukaistaa mairitelmid ja menettelyjd sekd poistaa paillekkaisyyksia

15



tinkimdttd sddntelyn tasosta. Ehdotus helpottaa datan I0ytimistd ja kayttod, vidhentdd
noudattamiskustannuksia ja nopeuttaa padsyé julkisen sektorin tietoihin selkedmpien, suoraan
sovellettavien ja EU-tasolla yhdenmukaisten sédént6jen ansiosta.

Suomessa direktiivid implementoivan kansallisen lainsdddénnon tarvetta on arvioitava.
Ehdotuksella ei ndytd olevan mainittavia vaikutuksia julkisen sektorin elimiin tai niihin, jotka
haluavat kayttdd julkisen sektorin hallussa olevaa avointa dataa uudelleen. Vaikutuksia on
mahdollisesti tietosuojan, tieteen vapauden, julkisuusperiaatteen ja julkisen hallinnon
tiedonhallinnan ndkokulmasta, mitd on vield tarkasteltava erikseen. Lisdksi on arvioitava
vaikutukset viranomaisten laillisuusvalvontaan, tutkimustoimintaan ja julkisuuslain mukaisten
paitosten muutoksenhakuun, mikidli data-asetuksen IX Iuvun yleiset sddnndkset tulisivat
sovellettaviksi uuteen VIlc lukuun.

Ehdotus julkisen sektorin elinten mahdollisuudesta perié tietyilté yrityksiltd suurempia maksuja
asiakirjojen ja datan luovuttamisesta uudelleenkdytettiviksi sekd asettaa kéyttdehtoja on
muotoiltu epidselvésti, koska se antaisi toimivallan asettaa korkeampia maksuja itse
viranomaisille, siind missd viranomaisten maksujen perusteista sdddetdin Suomessa
lahtokohtaisesti laeissa ja niiden nojalla annettavissa asetuksissa. On myds epéselvid, kuinka
paljon hallinnollista taakkaa syntyisi siitd, ettd julkisen sektorin elimen olisi datan tai asiakirjan
uudelleenkdyttopyynnoén yhteydessd selvitettivd, onko pyytdjd sellainen yritys, johon
poikkeuksellisia ehtoja tai korkeampia maksuja voitaisiin soveltaa. Liséksi ehdotuksen suhdetta
syrjiméttomyyden ja kilpailuneutraliteetin periaatteisiin olisi vield tarkasteltava.

Komissio arvioi SMC-mééritelmén kattavan 38 000 yritystd unionissa. Suojattujen julkisen
sektorin tietokantojen alennetun hinnan paisyn laajentaminen SMC-yrityksisti kaikkiin pieniin
ja keskisuuriin yrityksiin voisi tuottaa yhteensd 5—19 miljoonan euron vuosittaiset sdastot koko
EU:ssa. Saannostdon laajentamisen SMC-yrityksiin odotetaan edelleen edistdvén tietojen
uudelleenkdyttod ja vauhdittavan innovaatiota tekemalld julkisen sektorin tiedoista helpommin
saatavilla laajemmalle joukolle taloudellisia toimijoita, milld pitdisi olla myonteinen
taloudellinen vaikutus.

Yleinen tietosuoja-asetus, toimielinten tietosuoja-asetus ja sihkoisen viestinnin
tietosuojadirektiivi

Yleinen tietosuoja-asetus

Komission mukaan yleisen tietosuoja-asetuksen osalta ehdotetuilla kohdennetuilla muutoksilla
yksinkertaistettaisiin vahdriskistd késittelyd koskevia vaatimuksia sekd yhdenmukaistettaisiin
ja selkeytettdisiin tiettyjd asetuksen keskeisid kisitteitd. Komission mukaan ehdotuksilla
tuettaisiin rekisterinpitdjid vaarantamatta kuitenkaan korkeaa henkilGtietojen suojan tasoa.
Muutokset tukisivat erityisesti niitd pk-yrityksid, jotka eivit harjoita dataintensiivisti tai
riskialtista toimintaa. Komission mukaan rekisterinpitdjit voisivat jatkossa kohdistaa
resurssinsa dataintensiivisempéén ja riskialttiimpaan toimintaan, jonka kannalta henkil6tietojen
suojaamistoimet ovat kaikkein kriittisimpid. Ehdotettujen muutosten odotetaan tuovan
toimijoille suoria sdéntelyhydtyjd parantamalla toiminnan tehokkuutta ja riskien vahentdmisté
sekd parantamalla innovointi- ja kehitysymparistod. Nama hyodyt sédéstiisivat kustannuksia
muun muassa vihentdmalld tietosuoja-asetuksen mukaisen tietojenkésittelyn varmistamiseksi
tarvittavia aikaa ja resursseja. Komission ei ole esittényt tarkempia lukuméériisid arvioita
sddstoista.

Toimielinten tietosuoja-asetus
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Komissio ei ole esittinyt erillisid arvioita toimielinten tietosuoja-asetuksen osalta.
Muutosehdotukset kuitenkin vastaavat pitkélti, mitd komissio ehdottaa tietosuoja-asetukseen.

Sdhkdisen viestinndn tietosuojadirektiivi

Komission mukaan esityksen tarkoituksena on véhentdd evéstekyselyitd vdhentdmalld niitd
tilanteita, jolloin kayttdjéltd tulisi pyytdd suostumus. Komissio arvioi, ettd evistesddntdjen
paivittimisen seurauksena vdhenevid evéstekyselyiden kayttd vdhentdd yrityksille aiheutuvia
kustannuksia. Nykyisin yrityksille evistesddntelyn noudattamisesta aiheutuviksi kustannuksiksi
arvioidaan noin 400 euroa vuodessa, ja kuluja voitaisiin ehdotuksen mukaan laskea.
Evistekyselyiden méairdn vihentymisestd yrityksille aiheutuvien kulujen lisdksi ehdotus myds
yksinkertaistaisi ja parantaisi kansalaisten kokemuksia verkkosivuilla siilyttden edelleen
henkilotietojen korkean tason. Komission mukaan ehdotus vahvistaisi kéyttdjien oikeuksia
harjoittaa tietosuojaoikeuksiaan ja ilmaista valintansa verkossa.

Komission ehdotus tarkoittaisi, ettd jatkossa paitelaitteen henkilGtietojen tallentamisen ja
kiyton osalta Suomessa toimivaltainen viranomainen olisi tietosuojavaltuutettu, joka toimii
yleisessd tietosuoja-asetuksessa tarkoitettuna kansallisena valvontaviranomaisena. Evésteiden
ja muiden paitelaitteen tietojen kuin myos luonnollisten ja oikeushenkildiden osalta valvonta
jakautuisi tietosuojavaltuutetun ja Liikenne- ja viestintdviraston vilille riippuen siitd, olisiko
paitelaitteen tieto henkildtietoa vai muuta kuin henkil6tietoa vai olisiko paitelaite luonnollisen
vai oikeushenkilon. Komission ehdotuksen mukaan voimassa oleva sidhkdisen viestinnidn
tietosuojadirektiivin 5 artiklan 3 alakohta koskisi jatkossakin oikeushenkildiden paitelaitteiden
tietoja. Ehdotetulla muutoksella olisi ndin ollen muutoksia nykyiseen toimivallanjakoon
tietosuojavaltuutetun ja Liikenne- ja viestintidviraston vililld. Ehdotuksen taloudellisia
vaikutuksia ja vaikutuksia kansalliseen lainsddddntoon, kuten tietosuojalakiin (1050/2018) ja
sdhkdisen viestinndn palveluista annettuun lakiin (917/2014), tulee vield arvioida tarkemmin.

Séhkoisen viestinnédn tietosuojadirektiivin 15 artiklan mukaan jésenvaltiot voivat toteuttaa
lainsdddannollisid toimenpiteitd, joilla rajoitetaan mm. kyseisen direktiivin 5 artiklassa
sdddettyjen oikeuksien ja velvollisuuksien soveltamisalaa. Esimerkiksi
lainvalvontaviranomaisten péédsystd sdhkdisten viestintdpalveluiden tarjoajien tallentamaan
tietoon on mahdollista sd&dtda sdhkoisen viestinnin tietosuojadirektiivin 15 artiklan mukaisesti.
Komission ehdotuksen mukaan péitelaitteen henkilGtietojen tallentamisesta ja kaytostd
sdddettdisiin jatkossa yleisessd tietosuoja-asetuksessa. Komission ehdotukseen siséltyy
sdhkoisen viestinnén tietosuojadirektiivin 15 artiklan kaltainen poikkeamismahdollisuus.
Jatkovalmistelussa on vield arvioitava tarkemmin, voiko muutoksella olla vaikutuksia siithen,
miten esimerkiksi lainvalvontaviranomaisten tiedonsaantioikeuksista voidaan saataa.

Keskitetty EU-ilmoitusjiirjestelmii poikkeamille

Keskitetyn EU-ilmoituskanavan toimeenpano komission ehdottamassa muodossa aiheuttaisi
tietojarjestelmékustannuksia viranomaisille, jotka vastaanottavat ja késittelevét sen vélitykselld
tehtdvid ilmoituksia. N4&itd viranomaisia ovat ainakin Liikenne- ja viestintdvirasto,
Energiavirasto, Turvallisuus- ja kemikaalivirasto, Lupa- ja valvontavirasto, Kaakkois-Suomen
elinvoimakeskus, Ruokavirasto, Ladkealan turvallisuus- ja kehittdmiskeskus, Finanssivalvonta
ja  Tietosuojavaltuutettu. Mainituille viranomaisille on aiheutunut viimeaikaisia
tietojérjestelmdkustannuksia muun ohella NIS 2 -direktiivin, CER-direktiivin sekd yleisen
tietosuoja-asetuksen toimeenpanosta.

Liikenne- ja viestintdvirasto Traficomin Kyberturvallisuuskeskus yllépitdd Suomessa
jarjestelmad NIS 2 -direktiivin ja kyberturvallisuuslain (124/2025) mukaisia ilmoituksia varten.
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Keskitetyn EU-ilmoituskanavan toimeenpano komission ehdotuksen mukaisesti aiheuttaisi
muutoksia tdimén jarjestelmdn toimintaan. Muutoksien laajuus tai siitd aiheutuvat kustannukset
eivit ole tisséd vaiheessa midritettdvissd yksityiskohtaisesti jarjestelmén toteutukseen liittyvien
teknisten yksityiskohtien puuttumisen vuoksi. NIS 2- ja CER-direktiivin tdytdntdonpanosta
aiheutuvia viranomaisvaikutuksia on arvioitu direktiivien tidytdntdonpanoa koskevissa
hallituksen esityksissd (HE 57/2024 vp ja HE 205/2024 vp).

Komission vaikutusarvioinnin mukaan keskitetyn EU-ilmoitusjédrjestelmin perustamisen
kustannus EU-tasolla on 6 miljoonaa euroa. Jarjestelmén ylldpitdminen edellyttéisi noin 8 htv:n
tyopanoksen ENISA:ssa ja tulevaisuudessa uusien sdddoksien mukaisen raportoinnin
lisdadminen osaksi jirjestelméd kustantaisi arviolta 500 000 euroa kutakin sdédostd kohden.
Komission vaikutusarvioinnin mukaan vastaavien keskitettyjen jérjestelmien rakentamisen
kustannus  vaihtelisi  jdsenvaltiokohtaisesti  vélilldi 150 000—1 500 000 euroa ollen
keskimééaraisesti 550 000 euroa.

Komission vaikutusarvioinnin mukaan keskitetyn EU-ilmoitusjirjestelmdn mukaisesta
raportoinnista aiheutuva taloudellinen hy&ty sééntelyn kohteille on koko Euroopan unionin
tasolla vaihteluvililld 0,29—41,5 miljoonaa euroa. Suuren vaihteluvélin taustalla on epadvarmuus
ilmoituksien méairisti. Laskelma perustuu komission arvioon siité, ettd ilmoittamisesta aiheutuu
sdantelyn kohteelle keskimaérin 440 euron kustannus, minka keskitetty EU-ilmoitusjarjestelméa
puolittaisi.

Komissio ei ole arvioinut ehdotuksesta aiheutuvia vaikutuksia jdsenvaltioille tai olemassa
olevien kansallisten ilmoitusjérjestelmien kannalta. Valtioneuvoston alustavan arvion mukaan
kansalliset NIS 2- ja CER-direktiivien sekd yleisen tietosuoja-asetuksen mukaisten
ilmoituskanavien kehittdmiseen osoitetut kustannukset kasvaisivat, silldi ehdotuksen
toimeenpano edellyttidisi muutoksia sekd ilmoituskanaviin ettd tietojen késittelyyn liittyviin
tietojarjestelmiin.  Ehdotuksen  toteuttaminen aiheuttaisi edelld  kuvatusti  uusia
tietojérjestelmakustannuksia viranomaisille.

Valtioneuvoston alustavan arvion mukaan keskitetty EU-ilmoituskanava véhentdéd siéntelyn
kohteelle ilmoittamisesta aiheutuvia kustannuksia suhteessa nykytilaan Suomessa silloin, kun
samasta tapahtumasta olisi ilmoitettava useamman kuin yhden sdddoksen nojalla taikka
useamman kuin yhden EU-jasenvaltion viranomaiselle. Valtioneuvoston arvion mukaan
keskitetty EU-ilmoituskanava voi kuitenkin myds lisdtd ilmoittamisesta aiheutuvia
kustannuksia suhteessa nykytilaan Suomessa silloin, kun tapahtumasta olisi ilmoitettava vain
yhden sédéddksen nojalla tai yhden EU-jdsenvaltion viranomaiselle.

Euroopan komissio arvioi keskitetyn EU-ilmoituskanavan vilitykselld tehtdvdksi vuosittain
yhteensé 1 340—188 000 ilmoitusta. Huomattavasta vaihteluvélistd huolimatta valtioneuvoston
alustavan arvion mukaan arviota voidaan pitdd maltillisena. Esimerkiksi Suomessa
Tietosuojavaltuutetulle saapui vuonna 2024 tietoturvaloukkausilmoituksia yhteensd 7 152
kappaletta.

Eriiden sdidosten kumoaminen

Komissio toteaa, etti kumoamalla P2B-asetus yksinkertaistettaisiin verkkoalustoihin ja
yrityskéyttdjiin sovellettavaa sdéntelykehystd poistamalla paéllekkdistd sddntelyd suhteessa
digipalveluasetukseen (DSA) ja digimarkkina-asetukseen (DMA). Komissio katsoo P2B-
asetuksen kumoamisen véhentdvin oikeudellista epdvarmuutta ja tarpeettomia sddntdjen
noudattamisesta aiheutuvia kustannuksia verkkoalustapalveluille, mikd lisdd yritysten
luottamusta oikeudelliseen kehykseen ja kannustaa uusia tulokkaita EU:n markkinoille.
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Komission mukaan P2B-asetuksen kumoaminen edistiisi myds voimassa olevien sddntdjen
tehokkaampaa ja kohdennetumpaa tdytintdonpanoa, silld niissd jdsenvaltioiden vastuu
tdytantdonpanon valvonnasta on rajattu tarkasti. P2B-asetuksen kumoamisen jilkeen
jasenvaltioilla olisi mahdollisuus sdédtda omia vastaavia sdéntdja, mutta komission mukaan riski
sadntelyn hajautumiselle olisi pieni, koska DSA ja DMA tuovat sédédntelyyn tdysharmonisoinnin
ja jéttévat siten véhin tilaa kansallisille toimille.

Komission mukaan sen toteuttamassa kuulemisessa jotkin jdsenvaltiot viittasivat P2B-
asetuksen nykyisiin paillekkdisyyksiin muun lainsdddéannén, kuten DSA:n tai DMA:n, kanssa.
Samoin useat yritykset ilmoittivat kokeneensa oikeudellista epdvarmuutta ja paéllekkdisyyksié,
jotka johtuvat P2B-asetuksen ja muiden EU:n sdéntdjen péaéllekkdisyyksistd. Eréét
eurooppalaiset foorumit ovat esimerkiksi viitanneet erityisiin padllekk&isyyksiin, jotka koskevat
velvoitteita perustaa sisdinen valitustenkésittelyjarjestelma. Muita pédllekkdisyyksid havaittiin
lapindkyvyysvelvoitteissa jérjestykseen, ehtoihin tai sovittelua koskevissa sddannoissa.

Valtioneuvosto katsoo, ettd komissio on tarkastellut tyoasiakirjassaan P2B-asetuksen
kumoamisen vaikutuksia péadasiassa soveltamisen kohteena olevien verkkoalustayritysten
kautta. P2B-asetuksen tavoitteena on turvata sopimussuhteiden ldpindkyvyys kaikenkokoisten
verkossa toimivien vilityspalveluiden sekd niitd hyddyntévien yrityskdyttdjien vélilld. Useat
DSA:n  ja DMA:m velvoitteet koskevat vain  portinvartija-asemassa  olevia
verkkoalustapalveluita. Riskind on, ettd P2B-asetuksen kumoaminen heikentéisi
verkkoalustapalveluita kayttiavien yrityskayttdjien asemaa sopimussuhteissa
verkkoalustapalveluita tarjoavien yritysten kanssa. Esimerkiksi P2B-asetuksessa sdddetddn
yrityskéyttédjille oikeudesta saada tieto 30 pédivdd ennen jakelun rajoittamisesta tai
keskeyttimisestd ja tilaisuus valittaa péadtoksestd (4 artikla). DSA ja DMA tarjoavat
yrityskayttéjille mahdollisuuden valittaa sovellustensa poistamisesta vain jélkikéteen.

Tekodilyomnibus

Komission mukaan ehdotuksen tavoitteena on merkittdvd hallinnollisen taakan védhennys.
Alustavien arvioiden mukaan sdisto téstd olisi noin 300—430 miljoonaa euroa vuodessa, minka
lisdksi muutoksilla olisi ei-méaéarillisid positiivisia vaikutuksia.

Valtioneuvoston alustavan arvion mukaan tekodlyasetukseen ehdotetut muutokset vahentdisivat
ainakin jonkin verran talouden toimijoihin kohdistuvaa hallinnollista taakkaa, mutta muutosta
ei voisi pitdd merkittdvana.

Erityisesti merkityksellisia olisivat kuitenkin SMC-yrityksid koskevat muutokset, koska SMC-
yrityksid on komission arvion mukaan EU:ssa noin 38 000. Vaikutustensa lisdksi pk-yritysten
tietyissd kohdin helpompien vaatimusten ulottaminen SMC-yrityksiin olisi myds helposti
ymmaérrettdvé ja juridisesti yksinkertainen toimi. SMC-yrityksié koskevat helpotukset ovat osa
komission yleistd yksinkertaistamisen linjaa my6s muilla sektoreilla.

Komissiolle ehdotetut toimivaltuudet valvoa yleiskéyttoisid tekodlyjarjestelmid, jotka
perustuvat saman tarjoajan yleiskdyttoiseen tekodlymalliin, sekd erittdin suuriin alustoihin ja
hakukoneisiin integroituja tekoélyjarjestelmié vahvistaisivat komission mahdollisuuksia valvoa
téllaisia jarjestelmid, joiden rooli on suuri ja edelleen kasvava varsinkin kuluttajakidytossa, ja
joita alkuperdisessd asetuksessa ei ole otettu riittAvasti huomioon. Komission tekeméni
valvonnan voi odottaa nididen kohdalla olevan tehokkaampaa kuin yksittdisten jasenvaltioiden
tahoillaan tekemé valvonta. Komissio tarvitsisi valvonnan jérjestdmiseen kuitenkin arviolta 38
uutta henkilotyovuotta. Koska Suomessa tekodlyjarjestelmien valvontaan ei ole kohdistettu
uusia resursseja, vaan valvonta on miird tehdd nykyisten méédrdrahojen puitteissa, ei tistd
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ehdotuksesta syntyisi suoraa kustannussddstdd kansallisille valvontaviranomaisille Suomen
osalta toisin kuin ehdotuksessa arvioidaan.

Kokonaisuutena arvioiden tekoadlyasetuksen muutosehdotukset eivat merkittavésti vahentéisi
julkisen hallinnon hallinnollista taakkaa tai kustannuksia. Toisaalta ne eivdt mainittavasti
lisdisikddn niitd. Rekisterdintivelvollisuuden poistaminen jirjestelmiltd, joita julkisessa
hallinnossa kiytetddn mutta joita ei katsota suuririskisiksi, helpottaisi hallinnollista taakkaa
hieman. Asetuksen vaatimusten soveltamista koskevat pidemméit maérdajat antaisivat
kansallisille valvontaviranomaisille enemmaén aikaa valmistautua valvontatehtdvaansd, kuten
tehdd hallinnollisia jarjestelyjd ja kehittdd osaamista. Kansallisten viranomaisten
tekodlylukutaidon edistdmistd koskeva velvoite on muotoiltu avoimesti ja se voitaisiin
mahdollisesti toteuttaa jo suunnitelluin toimenpitein ja nykyisten méériarahojen puitteissa. Joka
tapauksessa muutos selkeyttdisi nykytilaa, jossa pienetkin julkisen hallinnon toimijat ja
yritykset ovat joutuneet pohtimaan tarvetta ryhtyd tekodlylukutaitoa edistiviin toimenpiteisiin.

Ylipaataan tekodlylukutaidon edistimisen velvoite (4 artikla) on huomioitu melko laajalti
erilaisten toimijoiden kuten koulutuslaitosten, kolmannen sektorin, viranomaisten ja
elinkeinoeldmén etujirjestdjen toimesta. Artiklan takia on aloitettu toimenpiteitd
tekodlylukutaidon edistimiseksi. Téllainen toiminta on tarpeellista ja kannatettavaa, mutta
velvoite on kuitenkin yleisluontoinen ja sanktioimaton, minka vuoksi se poikkeaa asetuksen
muusta sisallosta.

Omnibus-ehdotusta edeltdneessd julkisessa keskustelussa ja useamman jédsenvaltion
ehdotuksissa nousi esille erityisesti ehdotukset lykétd asetuksen vaatimusten soveltamisen
madrdaikoja. Vaatimukset liittyivét erityisesti yhdenmukaistettujen standardien viivastymiseen
ja korkeariskisiin tekoélyjarjestelmiin. Lykkays helpottaisi yritysten toimintaa lisdajan myo6té ja
todenndkdisesti alentaisi tulevia kustannuksia ja nostaisi vaatimusten toimeenpanon laatua, kun
vaatimusten noudattamisessa voisi hyddyntdd yhdenmukaistettuja standardeja. Samalla lykkays
heikentiisi ylipddtdén lainsddddnnon ennakoitavuutta vastaisuudessa. Yritykset ovat myds
jossain méérin valmistautuneet vaatimusten voimaanastumiseen, ja lykkdys vaikuttaisi tdhédn
aikatauluun.

Erityisid henkil6tietoryhmid koskevien henkil6tietojen kisittelyd koskeva muutos 4 a artiklaan
ja rekisterdintivelvoitteen poistaminen muilta kuin suuririskisiltd tekodlyjarjestelmilta
edellyttavat vaikutustensa osalta vield tarkempaa tarkastelua.

6 Ehdotuksen suhde perustuslakiin seki perus- ja ihmisoikeuksiin

Valtioneuvoston arvion mukaan asetusehdotuksilla on vaikutuksia henkilGtietojen suojaan,
viestinndn  luottamuksellisuuteen,  julkisuusperiaatteeseen, tieteen  vapauteen ja
elinkeinovapauteen, joita tarkastellaan seuraavaksi 1dhemmin.

6.1 Henkilotietojen suoja ja viestinniin luottamuksellisuus
Digiomnibus

Yleistd tietosuoja-asetusta, toimielinten tietosuoja-asetusta ja sdhkdisen viestinndn
tietosuojadirektiivid koskevilla muutoksilla arvioidaan olevan vaikutusta perustuslain 10 §:n 1
momentissa turvatun henkiltietojen suojan kannalta. My0s avoimen datan direktiivin ja
datanhallinta-asetuksen muutoksilla ja aineellisen sdéntelyn siirtdmiselld data-asetukseen voi
olla vaikutusta henkilStietojen suojan kannalta. S&hkdisen viestinndn tietosuojadirektiivin
muutoksilla voi olla vaikutusta perustuslain 10 §:n 2 momentissa turvatun viestinnidn
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luottamuksellisuuden kannalta. HenkilGtietojen suojaa koskevia unionin- ja kansainvélisid
instrumentteja ovat Euroopan unionin perusoikeuskirja ja Euroopan ihmisoikeussopimus.
Euroopan unionin perusoikeuskirjan 8 artiklassa turvataan jokaisen oikeus henkil6tietojen
suojaan ja 7 artiklassa sdddetddn yksityis- ja perhe-eldmin kunnioittamisesta. Vastaavasti
Euroopan ihmisoikeussopimuksen 8 artikla siséltdd midrdyksid jokaisen oikeudesta nauttia
yksityiseldméénsa kohdistuvaa kunnioitusta.

Digiomnibus-ehdotuksella ehdotetaan muutoksia liittyvit muun muassa anonymisointia ja
pseudonymisointia  koskevien  henkildtiedon = mééritelmédn  tulkintaepdvarmuuksien
selventdmiseen. Komission arvion mukaan henkildtiedon méiritelméd koskevan muutoksen
tarkoituksena on ainoastaan kodifioida unionin tuomioistuimen pseudonymisointia koskeva
oikeuskéytinto. Unionin tuomioistuin on asiassa C-413/23 P katsonut, ettei pseudonymisoitujen
tietojen voida katsoa olevan kaikissa tilanteissa ja kaikkien henkildiden osalta henkil6tietoja,
koska pseudonymisointi voi késiteltdvan asian olosuhteiden mukaan tosiasiallisesti estdd muita
henkil6itd kuin rekisterinpitdjdd tunnistamasta rekisterdityd siten, ettei tdmé ole endéd nididen
henkildiden tunnistettavissa. HenkilGtietojen maédritelmdn muuttamisella voi olla laajoja
vaikutuksia henkilGtietojen suojan tasoon EU:ssa. Muutoksella voi olla vaikutusta myds
Suomea ja muita EU-jdsenmaita sitovien kansainvilisten velvoitteiden, kuten Euroopan
neuvoston muutetun yksildiden suojelua henkilGtietojen automaattisessa tietojenkésittelyssd
koskeva yleissopimuksen (SopS 35—36/1992, jdljempdnd tietosuojayleissopimus 108),
tayttdmisessa.

Komissio ehdottaa, ettd tekodlyjarjestelmien kehittdminen ja operointi voisi jatkossa perustua
padasiallisesti oikeutettuun etuun, ellei jdsenvaltion tai unionin oikeudessa nimenomaisesti
vaadittaisi rekisterdidyn suostumusta. Tekoélyjirjestelmien kehittdmiseen ja operointiin voi
kuitenkin liittyd henkildtietojen suojan ndkdkulmasta korkeita riskejé rekisterdidyille, erityisesti
suuririskisten tekodlyjirjestelmien ja erityisiin henkil6tietoryhmiin kuuluvien tietojen osalta.
Erityisesti korkean riskin tilanteissa henkilGtietojen suojan taso voisi heikentyd, mikéali
henkil6tietojen kisittely perustuisi rekisterdidyn suostumuksen sijaan oikeutettuun etuun.

Perustuslakivaliokunta (PeVL 14/2018 vp) on kiinnittdnyt huomiota henkildtietojen késittelyn
aiheuttamiin uhkiin ja riskeihin. Téalld seikalla on erityistdi merkitystd erityisiin
henkil6tietoryhmiin kuuluvien tietojen késittelyn kohdalla. Valiokunnan mielestd kyseiseen
kasittelyyn liittyy tietoturvaan ja tietojen vadrinkayttoon liittyvid vakavia riskejé, jotka voivat
viime kddessd muodostaa uhan henkilon identiteetille (PeVL 13/2016 vp, s. 4, PeVL 14/2009
vp, s. 3/) ja kiinnittényt erityistd huomiota siihen, etté arkaluonteisten tietojen késittely on syyté
rajata tdsmallisill4 ja tarkkarajaisilla sadnnoksilld vain vélttimattomaén (ks. esim. PeVL 3/2017
vp, s. 5). Késittelyn rajaamista vilttiméttomééan tukee osaltaan myos EU:n perusoikeuskirjan
52 artiklan 1 kohta. Unionin tuomioistuin on téltd osin katsonut, ettd rajoitukset on toteutettava
tdysin valttdmattoman rajoissa ja sddnnostossd, joka merkitsee puuttumista henkilGtietojen
suojaan, on sdddettdvd selvistd ja tdsmallisistd asianomaisen toimenpiteen laajuutta ja
soveltamista koskevista sddannoistd (ks. asia 740/22, 52 kohta, asia C-439/19, 105 kohta, asia
172—176 kohta, asia C-13/16, 30 kohta, yhdistetyt asiat C-92/09 ja C-93/09, 86 kohta, asia C-
473/12, 39 kohta ja asia C-212/13, 28 kohta). Rajoitusten vélttdmittomyyttd arvioitaessa
unionin tuomioistuin on katsonut, ettd vélttimittomyyttd koskeva vaatimus ei tiyty, mikali
tavoite voidaan kohtuudella saavuttaa yhtd tehokkaasti muilla rekisterdityjen perusoikeuksia
vihemmin rajoittavilla keinoilla (ks. esim. asia C-548/21, 87 ja 88 kohta
oikeuskaytintoviittauksineen).

Tekodlyjérjestelmien kehittdmisen ja operoinnin osalta sdddettéisiin lisidksi poikkeusperusteesta
erityisiin henkildtietoryhmiin kuuluvien tietojen késittelylle koskien biometrisid tietoja.
Komission arvion mukaan biometristen tietojen késittelyyn henkil6llisyyden todentamiseksi

21



(verification) ei todennékoisesti aiheuta merkittdvia riskejé rekisterdidyn perusoikeuksille ja -
vapauksille, silld rekisterinpitéjd ei saa biometrisisti tiedoista tietoa tai vain hyvin rajoitetun
ajan varmennusprosessin aikana ja todentamisprosessi olisi rekisterdidyn yksinomaisessa
hallinnassa. Unionin oikeus ja perustuslakivaliokunnan lausuntokéytintd huomioiden erityisiin
henkil6tietoryhmiin kuuluvien tietojen késittely tulisi rajoittaa valttimattoméadn ja siéntelyn
tulisi sisdltdd asianmukaiset ja riittdvét suojatoimet rekisteréidyn oikeuksien suojelemiseksi.

Digiomnibus keventdd rekisterinpitdjin velvollisuuksia rekisterdidyn informoinnin seké
raportointivelvollisuuksien suhteen. Komission arvion mukaan ehdotetuilla hallinnollista
taakkaa vahentdvilld ja sddntelyd yksinkertaistavilla muutoksilla ei olisi kielteisid vaikutuksia
henkilGtietojen suojan tasoon, vaan selkeimmén sdédntelyn voidaan joiltain osin katsoa jopa
parantavan suojan tasoa. Ehdotetun sééntelyn suhteen on kuitenkin syyté varmistua siité, etté se
ei ole liian yleistasoista ja aiheuta niin mahdollisuutta laajempiin poikkeamiin henkil6tietojen
suojan tasosta (ks. PeVL 14/2018 vp ja EUT asiat 740/22 (52 kohta) ja C-439/19 (105 kohta ja
172-176 kohta). Yleisluonteiset ja laajat poikkeukset rekisterdidyn informointia koskeviin
saannoksiin voivat tosiasiallisesti rajoittaa tietosuoja-asetuksessa turvattua oikeutta saada tictoa
omien henkil6tietojen  kisittelystd. ~Vastaavasti tietoturvaloukkausilmoitusten osalta
ilmoituskynnyksen nostaminen korkeaan riskiin ja ilmoitusten tekemisen maédrdajan
pidentdminen voisivat samanaikaisesti tehtynd heikentdé nykyistd henkilétietojen suojan tasoa,
silli ajan kuluminen tapahtuneen tietoturvaloukkauksen ja tletosuOJawranomalselle
ilmoittamisen vélilld saattaa vaarantaa ilmoittamisen tarkoituksen. Ehdotus voisi vélillisesti
vaikuttaa myds siihen, miten rekisterdity saa tietoa tapahtuneesta tietoturvaloukkauksesta.

Komissio arvioi, ettd evéstekyselyiden vdhentdmiseen pyrkivd ehdotus parantaisi kéyttédjien
suojan tasoa. Ehdotuksen perusteella kayttijét voisivat tehd4 aitoja valintoja ja hydtya sddntelyn
asettamasta suojasta. Riittdvan tiedonsaannin varmistaminen on olennaista sekd suostumuksen
etté rekisterdidyn vastustamisoikeuden kannalta, jotta rekisterdidylld on mahdollisuus vaikuttaa
henkil6tietojensa késittelyyn. Yhteentoimivuus tietosuoja-asetuksen ja toimielinten tietosuoja-
asetuksen nykyisen suostumusta ja vastustamisoikeutta koskevan sddntelyn kanssa seka
sdhkdisen viestinnén tietosuojadirektiivin kanssa tulee myds varmistaa.

Tekodlyomnibus

Huomioiden perusoikeuskirjan 52 artiklan 1 kohta ja siti koskeva unionin tuomioistuinkéytintd
sekd  perustuslakivaliokunnan  arkaluonteisten  henkilStietojen ~ késittelyd ~ koskeva
lausuntokéytdntd, rajoitukset henkiltietojen suojaan on toteutettava tdysin vélttdméttoman
rajoissa ja sdannostossd, joka merkitsee puuttumista henkilotietojen suojaan, on saadettévi
selvistd ja tasmallisistd asianomaisen toimenpiteen laajuutta ja soveltamista koskevista
sdannoistd. Taltd osin tekodlyasetukseen ehdotetun 4 a artiklan ja suuririskisten
tekodlyjéarjestelmien osalta tulisi arvioida vélttimattomyyden vaatimuksen sdilyttdmistd, jotta
voidaan varmistaa, ettd erityisiin henkilStietoryhmiin kuuluvien tietojen kisittely toteutetaan
vilttimattdmén rajoissa ja ettd nykyinen korkea henkildtietojen suojan taso sdilyy.

6.2 Julkisuusperiaate, tieteen vapaus ja elinkeinovapaus

Data-asetuksen ja siihen siirrettdvéksi ehdotettujen datanhallinta-asetuksen III ja IV lukujen
muutoksilla pyritdédn pédosin helpottamaan toimijoiden hallinnollista taakkaa eikd ehdotus
sisélld olennaisia uusia vaatimuksia yrityksille. Ehdotuksessa laajennetaan tiettyjéd pienille ja
keskisuurille yrityksille annettuja lievennyksid SMC-yrityksiin. Erottelun voidaan katsoa
perustuvan objektiivisiin ja hyviksyttdviin perusteisiin ja olevan oikeasuhtaista. Ehdotus ei
siten ole ongelmallinen elinkeinovapauden tai yritysten yhdenvertaisuuden kannalta.
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Avoimen datan direktiivin ja datanhallinta-asetuksen II luvun muutoksilla ja sééntelyn
siirtdmiselld data-asetukseen voi olla vaikutuksia perustuslain 12 §:n 2 momentissa turvatun
julkisuusperiaatteen kannalta siltd osin kuin sdéntely vaikuttaa viranomaisten hallussa olevien
asiakirjojen luovuttamiseen seké perustuslain 16 §:n 2 momentissa turvatun tieteen vapauden
kannalta siltd osin kuin séédntely vaikuttaa julkisin varoin tuotetun tutkimusdatan saataville
asettamiseen.

Muutoksilla ja sdéntelyn siirtdmiselld voi myds olla vaikutuksia perustuslain 18 §mn 1
momentissa turvatun elinkeinovapauden kannalta siltd osin kuin sddntelyd sovelletaan julkisin
varoin tuotettuun tutkimusdataan ja erdiden julkisessa midrdysvallassa olevien yritysten
hallussa oleviin asiakirjoihin, seké siltd osin kuin asiakirjojen ja datan uudelleenkdytt6on
voidaan kohdistaa tietyt kriteerit tiyttédvien yritysten osalta muista poikkeavia ehtoja ja maksuja.

Ehdotuksilla koskien poikkeamaraportointia ja keskitettyd EU-ilmoituskanavaa ei ehdoteta
muutettavaksi nykyisin voimassa olevia sddnndksid ilmoitus- tai raportointivelvollisuuksien
alaisista tietosisdlloisté taikka ilmoitus- tai raportointikynnyksistd. Ehdotuksella ei ndin ollen
ole taltd osin vaikutuksia perustuslain 18 §:ssé turvattuun elinkeinovapauteen.

7 Ahvenanmaan toimivalta

Ahvenanmaan itsehallintolain (1144/1991, jdljempénd my0s itsehallintolaki) 18, 27 ja 29 §:ssd
sdddetddn Ahvenanmaan maakunnan ja valtakunnan vilisestd toimivallan jaosta. Vastuu
Euroopan unionin lainsddddnnén tdytintdonpanossa jakautuu itsehallintolaissa sdddetyn
toimivallanjaon mukaisesti. Maakunta vastaa Euroopan unionin séddddsten tdytdntdonpanosta
siltd osin kuin asia itsehallintolain mukaan kuuluu sen toimivaltaan.

Dataan pédsyn ja datan jakamisen sekd niihin liittyvdd viranomaisvalvonnan osalta
lainsdddantovallan on katsottu olevan valtaosin valtakunnalla. Valtakunnalla on
lainsdddantovalta asioissa, jotka koskevat valtion viranomaisten toimintaa (itsehallintolain 27
§:n 3 kohta). Useiden data-asetuksen sisdltimien sddnndsten voidaan katsoa koskevan
yksityisen sektorin toimintaa, joka kuuluu valtakunnan toimivaltaan (itsehallintolain 27 §:n 8,
10 ja 41 kohta). Ahvenanmaan itsehallintolain 18 §:n 1 kohdan mukaan maakunnalla on
lainsdddantdvalta asioissa, jotka koskevat maakunnan hallitusta seké sen alaisia viranomaisia ja
laitoksia sekd 4 kohdan mukaan asioissa, jotka koskevat kuntien hallintoa.
Lainsdddantovalvonnassa on katsottu, ettd viranomaisten hallussa olevien asiakirjojen julkisuus
kuuluu Ahvenanmaan maakunnan toimivaltaan. Avoimen datan direktiivin ja datanhallinta-
asetuksen II luvun osalta Ahvenanmaalla onkin lainsdddéntovalta itsehallintolain 18 §:n 2 ja 4
kohdan nojalla.

Yleisen tietosuoja-asetuksen osalta Ahvenanmaan maakunnan ja kuntien viranomaisten
hallussa olevien henkil6tietojen suoja on itsehallintolain 19 §:ssé tarkoitetussa maakuntalakien
lainsdddéntovalvonnassa katsottu itsehallintolain 18 §mn 1 ja 4 kohdan nojalla kuuluvan
maakunnan lainsdddidntovaltaan. Asetusehdotus vaikuttaa koskevan Ahvenanmaan maakunnan
lainsdddantdvaltaan kuuluvia asioita siltd osin kuin ehdotuksessa tarkoitettu henkil6tietojen
késittely liittyisi itsehallintolain 18 §:n 1 ja 4 kohdassa mainittuihin asioihin tai toimialoihin.

Toimielinten tietosuoja-asetusta sovelletaan unionin toimielinten, elinten ja laitosten
suorittamaan henkildtietojen késittelyyn, eikd komission ehdotus vaikuta téltd osin koskevan
Ahvenanmaan maakunnan lainsdddédntdvaltaan kuuluvia asioita henkil6tietojen suojan osalta.

Tekodlyasetus jakautuu osin Ahvenanmaan ja osin valtakunnan lainsdddidntovaltaan.
Ahvenanmaan itsehallintolain 18 §:n 22 kohdan mukaan maakunnalla on lainsdddéntdvalta
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asioissa, jotka koskevat elinkeinotoimintaa ottaen huomioon mitd on sdddetty 27 §:n 1
momentin 2, 10, 12, 40 ja 41 kohdassa. Itsehallintolain mukaan valtakunnan
lainsdddantdvaltaan kuuluvat 27 §:n 1 momentin 2 kohdan nojalla sanan-, yhdistys- ja
kokoontumisvapauden kéyttdiminen sekd kirje-, lenndtin- ja puhelinsalaisuudet, 10 kohdan
nojalla kuluttajansuoja, 12 kohdan nojalla ulkomaankauppa ja 40 kohdan nojalla teletoiminta.
Itsehallintolain 27 §:n 1 momentin 40 kohdan tulkinnassa on huomattava, ettei internetin
kaltaisia tietoverkkoja ole voitu ottaa huomioon itsehallintolakia sdidettdessd (ks. PeVL
22/2001 wvp). Tietosuojan osalta lainsdddidntovallan katsotaan kuuluvan maakunnalle
itsehallintolain 18 §:n 1 ja 4 kohdan nojalla. Suuririskisten tekoédlyjarjestelmien
markkinavalvonnan osalta lainsdddéantovalta kuuluu osin maakunnalle (tie- ja vesiliikenne,
opetus ja koulutus, tyollisyyden edistdminen, terveyden- ja sairaanhoito, sosiaalihuolto, yleinen
jérjestys ja turvallisuus, palo- ja pelastustoimi, hitdkeskustoiminta, kriittinen infrastruktuuri) ja
osin valtakunnalle (pankki- ja luottolaitokset, vakuutussopimukset, tydeldketurva, tydoikeus,
teletoiminta, lddkinnélliset laitteet, painelaitteet, kdysiratalaitteistot ja radiolaitteet).

8 Ehdotuksen kiisittely Euroopan unionin toimielimissi ja muiden
jisenvaltioiden kannat

Ehdotuksen kisittely on aloitettu 21.11.2025 neuvoston sddntelyn yksinkertaistamisen Antici-
alatydryhmaéssd. Euroopan parlamentissa ehdotusten péékasittelystd vastaavaa valiokuntaa ei
ole vield valittu. Mietinnon esittelijoitd ei ole vield valittu.

Jasenvaltioiden enemmistd on suhtautunut alustavan varauksellisesti ehdotukseen keskitetysta
EU-ilmoituskanavasta. Jasenvaltioiden kysymykset liittyvét erityisesti kansallisten
jarjestelmien  huomioimiseen, kansalliseen turvallisuuteen liittyviin  kysymyksiin,
ilmoituskanavan turvallisuuteen sekd kéytdnnon toteutusta koskeviin kysymyksiin. Lisdksi
erityisesti tietosuojasdéntelyyn ja tekodlyasetukseen kohdistuvista muutosehdotuksista on
esitetty tarkentavia kysymyksia.

9 Ehdotuksen kansallinen késittely
U-kirjelma on valmisteltu virkatyona liikenne- ja viestintiministeriossd. Valmistelussa on tehty
yhteisty6td tyd- ja elinkeinoministerion, valtiovarainministerion, oikeusministerién ja

sisdministerion kanssa.

Liikenne- ja viestintdministerid jarjesti kuulemistilaisuuden sidosryhmille ja viranomaisille
26.11.2025.

Luonnos U-kirjelméksi on kisitelty kilpailukykyjaoston (EU-8) ja viestintdjaoston (EU-19)
yhteiskokouksessa 19.12.2025 seki kirjallisessa menettelyssd 19.12.2025-7.1.2026. Samassa
yhteydessi kisiteltiin E-kirje dataunionistrategiasta.

Luonnos U-kirjelméksi on késitelty EU-ministerivaliokunnassa 23.1.2026.

10 Valtioneuvoston kanta
10.1  Yleinen kanta

Valtioneuvosto kannattaa komission tavoitetta yksinkertaistaa sddntelyd. Toimien tulee olla
rohkeita, tavoitteellisia ja aidosti yritysten hallinnollista taakkaa keventdvid. Valtioneuvosto
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pitéé tirkednd, ettd EU:n digi- ja kyberlainsddddntd muodostaa selkeén ja ehedn kokonaisuuden,
jossa velvoitteet ovat selkeitd ja oikeasuhtaisia. Valtioneuvoston tavoitteena on parempi ja
vahdisempi EU-sdédntely. Valtioneuvosto korostaa, ettd toimien tulee konkreettisesti edistda
sujuvampaa arkea, kilpailukyky4 ja oikeusvarmuutta.

Valtioneuvoston nikemyksen mukaan komission ehdotukset pédosin voivat yhdenmukaistaa
sddntelyd, edistdd digitalisaatiota ja keventdd hallinnollista EU-sdéntelystd koituvaa taakkaa
erityisesti yrityksille. Valtioneuvosto pitdé valttimattoméan, ettd seuraavissa vaiheissa edetddn
kunnianhimoisesti ja toteutetaan merkittdvid saintelystd koituvaa hallinnollista taakkaa
vihentivid toimia osana laajempaa digitaalialan sddntelyn tarkastelua (Digital Fitness Check).

Valtioneuvosto katsoo, ettd jatkoneuvotteluissa olisi huolehdittava siitd, ettd sddados- ja
tdytintoonpanovallan delegointi komissiolle on tarkoituksenmukaista sekd riittdvin
tarkkarajaista ja tdsmdillistd. Valtioneuvosto pitdéd tidrkednd myds riittdvdd ja ennakoitavaa
tdytantdonpano- ja siirtymiaikaa.

Valtioneuvosto yhtyy komission nidkemykseen tekodlyn merkityksestd digitalisaation ja
innovaatioiden ajurina. Valtioneuvosto korostaa my0s muiden uusien ja kehittyvien
teknologioiden merkitysta.

10.2 Komission ehdotus: digiomnibus
Data-asetus

Valtioneuvosto kannattaa EU:n laajuista horisontaalia datasééntelyé, jolla yhdenmukaistetaan
velvoitteita eri jasenmaissa ja eri sektoreilla.

Valtioneuvosto tukee ehdotusta, ettid padsy liikesalaisuuksia sisdltdvddn dataan voidaan estdd
my0s EU:n ulkopuolisen oikeusjirjestelmén riittiméttdmén suojan tason vuoksi.
Samanaikaisesti valtioneuvosto pitdd tirkednd edistdéd digitaalista kauppaa ja kansainvilistd
sddntdpohjaista jarjestelmai, joilla varmistetaan kansainviliset tietovirrat sekd kansainvalisesti
korkea tietosuojan ja tietoturvan taso.

Valtioneuvosto tukee datan vilityspalvelujen méaéritelmén tarkentamista, vapaaehtoista
ilmoittautumismenettelyd ja velvollisuuksien keventdmisté.

Valtioneuvosto pitdé tirkeédna, ettd datasddntelyssé jétetddn riittdvasti kansallista liikkumavaraa,
erityisesti sellaisen sddntelyn osalta, joka on tdhin asti ollut vdhimmaiistason asettavaa
luonteeltaan ja joka koskee viranomaisten asiakirjojen luovuttamista. Tdméd mahdollistaa
esimerkiksi kansallisen julkisuuslainsdddédnnon huomioimisen sekd kansalliset toimenpiteet,
jotka edistdvit tiedon yhteentoimivuutta ja hallintaa.

Valtioneuvosto korostaa, etti kansallinen lainsdédanto ja julkisen sektorin rooli vaihtelevat eri
jasenvaltioissa, ja sdintelykehyksen tulisi mahdollistaa erilaiset tavat jérjestdd datan
vélittimiseen liittyvét palvelut ja toimintamallit. Sen tulisi my&s mahdollistaa toimintojen
uudelleenorganisointi, jotta viranomaisille asetetut velvoitteet ja valvonta voidaan jarjestda
tarvittaessa. Hallinnollisten rakenteiden ja menettelyiden osalta tulee kiinnittdd huomiota
toimialakohtaisiin tarpeisiin ja toimivaltaisten elinten véliseen yhteisty6hon.

Valtioneuvosto katsoo, ettd julkisen sektorin datan uudelleenkiyttdd koskevat muutokset
muodostavat epéselvdn kokonaisuuden, minkd vuoksi niiden vaikutuksia tulisi arvioida
jatkovalmistelussa tarkemmin. Valtioneuvosto suhtautuu varauksella ehdotukseen soveltaa
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data-asetuksen IX luvun yleisid sddnnoksid uuteen VIIc lukuun. Yleiset sdénnokset olisivat
aineellisesti uutta, julkiseen hallintoon seké tutkimusdatan julkaisijoihin kohdistuvaa sddntelya,
jollaista ei kumottavissa sdddoksissi ole.

Jatkovalmistelussa tulisi arvioida tarkemmin ehdotettujen muutosten suhdetta kansalliseen
julkisuuslainsédadéntoon, erityisesti siltd osin, kuin ehdotettu muutos voi vaikuttaa perustuslain
julkisuusperiaatteeseen ja tieteen vapauteen rajoittamalla viranomaisten asiakirjojen luovutusta
sekd julkisin varoin tuotetun tutkimusdatan saatavuutta.

Valtioneuvosto katsoo, ettd Euroopan datainnovaatiolautakuntaa koskevat muutosehdotukset
vaativat tarkempaa arviointia jatkovalmistelussa. Toimivaltaisten viranomaisten ja komission
yhteistyon tarkoituksenmukaiseen jarjestdmiseen tulisi kiinnittdd huomiota.

Yleinen tietosuoja-asetus, toimielinten tietosuoja-asetus ja sihkoisen viestinnin
tietosuojadirektiivi

Valtioneuvosto suhtautuu ldahtokohtaisesti myonteisesti komission tavoitteisiin selkeyttdd ja
yksinkertaistaa yleistd tietosuoja-asetusta ja toimielinten tietosuoja-asetusta hallinnollisen
taakan véhentdmiseksi, EUm kilpailukyvyn vahvistamiseksi ja uusien teknologioiden
kayttoonoton tukemiseksi. Valtioneuvosto pitda tirkednd, ettd ehdotukset tukevat erityisesti pk-
yrityksid ja muita pienid toimijoita sekd huomioi myos julkisen sektorin.

Valtioneuvosto suhtautuu ldhtokohtaisesti mydnteisesti ehdotuksen tavoitteeseen selventdd
anonymisointiin ja pseudonymisointiin, tieteelliseen tutkimukseen seké tekoélyjérjestelmien
kehittdmiseen ja operointiin liittyvid epéselvyyksid oikeusvarmuuden parantamiseksi,
innovaatioiden ja tiedon hyodyntimisen edistimiseksi sekd yhtendisen tulkinnan
varmistamiseksi EU:ssa. Valtioneuvosto pitdd kuitenkin tirkednd, ettd neuvotteluissa
varmistetaan, ettei ehdotuksilla tosiasiallisesti heikennetd nykyistd tietosuojan tasoa ja
rekisterdidyn  oikeuksia, = huomioiden @ my0s  Euroopan  neuvoston  muutetun
tietosuojayleissopimuksen 108 médrddma tietosuojan taso. Huomiota tulee téltd osin kiinnittié
ennen muuta komission ehdotukseen tdydentdd henkilGtietojen médritelméd ja varmistaa
neuvotteluissa, ettd ehdotettavat muutokset anonymisointiin ja pseudonymisointiin liittyen ovat
riittdvin selkeitd ja tarkkarajaisia. Neuvotteluissa tulee lisdksi varmistaa, ettd tieteellistd
tutkimusta koskeva méaédritelma on riittdvan selked ja tismaéllinen, jotta se ei heikennd nykyista
tietosuojan tasoa, mutta edistdéd tieteellistd tutkimusta ja innovointia. Oikeusvarmuuden
varmistamiseksi ja hallinnollisen taakan keventdmiseksi neuvotteluissa tulee kiinnittdd yleisesti
huomiota my6s ehdotetun siéntelyn selkeyteen ja tismaéllisyyteen.

Valtioneuvosto pitdd tirkednd varmistaa neuvotteluissa, ettd ehdotettava sddntely on kaikilta
osin oikeasuhteista ja ettd yleistd tietosuoja-asetusta koskeva sdddds- ja tdytdntdonpanovallan
delegointi komissiolle on tarkoituksenmukaista sekd riittdvdn tarkkarajaista ja tdsmaéllista.
Valtioneuvosto katsoo, ettd jatkovalmistelussa tulisi my0s selventdd ehdotettavan uuden
sddantelyn, kuten evésteisiin ja tekoélyjirjestelmiin liittyvdn henkilotietojen késittelyn, osalta
mahdollisten hallinnollisten seuraamusmaksujen taso.

Erityisten henkilGtietoryhmien Kkisittelyyn liittyen valtioneuvosto pitdd tdrkednd, ettd
neuvotteluissa varmistetaan asianmukaiset ja riittdvdt suojatoimenpiteet sekd rajataan
henkil6tietojen suojaan puuttuminen valttimattomain. Valtioneuvosto suhtautuu myonteisesti
ilmoituskynnyksen nostamiseen koskien henkilGtietojen tietoturvaloukkausilmoitusten
tekemisté tietosuojaviranomaisille. Koska kyse on kuitenkin kisittelysti, josta aiheutuu korkea
riski rekisterdidyn suojalle, valtioneuvosto suhtautuu varauksella ilmoitusten tekemisen
médrdaikojen pidentdmiseen nykyisesté.
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Valtioneuvosto pitdd lidhtokohtaisesti kannatettavana, ettd evisteitd koskevaa sddntelyd
uudistetaan. Sddntelyn tulee edistéd seké sdhkoisten palveluiden luotettavuutta ettd vastuullisen
digitaalisen liiketoiminnan ja palvelujen kehittymistd. Joidenkin alojen, kuten median ja
julkisen sektorin osalta voi olla tarpeen turvata riittdvd liikkkumavara osana tasapainoista
sddntelykokonaisuutta. Valtioneuvosto kannattaa sellaisia toimia, joilla lisétddn palvelun
kaytettdvyyttd. Sédntelyssd tulee kuitenkin varmistaa, ettd rekisterdidylld on mahdollisuus
vaikuttaa hénestd kerdttidviin ja késiteltdviin henkilotietoihin sekd saada riittivasti tietoa
kyseisestd kasittelysta.

Valtioneuvosto korostaa, ettd jatkovalmistelussa tulisi varmistaa, ettd yleiseen tietosuoja-
asetukseen ja toimielinten tietosuoja-asetukseen chdotettava sddntely on kaikilta osin
yhteensopivaa ja selkedé suhteessa sdhkdisen viestinnén tietosuojadirektiiviin. Valtioneuvoston
alustavan ndkemyksen mukaan ratkaisu, jossa osa pédtelaitteen tiedoista (kuten evésteet) jéisi
edelleen voimassa olevan séhkdisen viestinnén tietosuojadirektiivin piiriin ja henkil6tietojen
késittely siirtyisi yleiseen tietosuoja-asetukseen, ei vilttdmaittd ole tarkoituksenmukainen,
mikéli se johtaisi sithen, ettd muiden tietojen suoja olisi henkilGtietojen suojaa korkeampi.
Valtioneuvosto kiinnittdd huomiota siihen, ettd péételaitteelle tallennetut henkildtiedot eivét
rajoitu evésteisiin, vaan késittdvat muitakin laitteelle tallennettuja tietoja, kuten valokuvat,
yhteystiedot ja asiakirjat. Siksi muut kuin suostumukseen perustuvat kisittelyperusteet on
madriteltdva tarkkarajaisesti ja oikeasuhtaisesti.

Keskitetty EU-ilmoituskanava poikkeamille

Valtioneuvosto kannattaa toimia, joilla vdhennetddn eri sdddosten nojalla tapahtuvasta
poikkeamaraportoinnista aiheutuvaa hallinnollista taakkaa ja kustannuksia. Valtioneuvosto
pitdd tarkednd, ettd poikkeamaraportointi jérjestetdfin tarkoituksenmukaisella tavalla.
Valtioneuvosto tukee raportoinnin yhtendistimistd jésenvaltioiden vililld, ottaen huomioon
olemassa olevat kansalliset ratkaisut viranomaistehtdvien jarjestdmisestd ja kansallisesta
liikkkumavarasta. Valtioneuvosto suhtautuu myonteisesti  jdsenvaltioille osoitettavaan
velvollisuuteen ottaa vastaan eri sdfdoksien mukaisia ilmoituksia joko keskitetyn EU-
ilmoituskanavan tai muun eri ilmoituksia yhdistdvén kanavan vilityksell4.

Valtioneuvosto huomioi, ettd poikkeamien raportoinnin keskittiminen yhteen EU-tason
jarjestelmadn sisdltdd tietojen kasautumiseen ja jarjestelmdn toimivuuteen liittyvid riskeja.
Valtioneuvosto  pyrkii  selvittimédén komissiolta tarkempia tietoja  jérjestelmén
tietoturvallisuudesta sekd sen vaikutuksista nykyisiin jo olemassa oleviin jérjestelmiin
neuvotteluiden yhteydessd. Valtioneuvosto pitdd térkednd, ettd keskitetyn EU-ilmoituskanavan
tietoturvallisuus, luotettavuus ja toiminnallisuuksien riittdvyys varmistetaan. Ennen uusien
tehtdvien osoittamista Euroopan unionin kyberturvallisuusvirasto ENISA:lle tulee arvioida sen
kyky hoitaa sille osoitettavat tehtivit.

Valtioneuvosto pitdd epdvarmana tukisiko komission ehdotus, jonka mukaan sdéntelyn
kohteiden tulisi kéyttéd kaikissa tilanteissa ilmoittamiseen tai raportointiin keskitettyd EU-
ilmoituskanavaa, sdédntelyn yksinkertaistamisen tai hallinnollisen taakan ja kustannussédstdjen
vihentdmisen tavoitetta. Lisdksi tilanteissa, joissa ilmoitettavat tiedot liittyvit kansalliseen
turvallisuuteen tai puolustukseen, ilmoitusvelvollisuus olisi voitava tdyttdd kansallisin
jarjestelyin.  Valtioneuvosto suhtautuu myonteisesti sddntelyn kohteelle jatettdvadn
litkkumavaraan raportoinnin toteuttamisesta siltd osin kuin se edistdd sdéntelyn tavoitteita.
Valtioneuvosto suhtautuu kriittisesti sééntelyn kohteen velvollisuuteen raportoida kaikissa
tilanteissa keskitetyn EU-ilmoituskanavan kautta.
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Valtioneuvosto kannattaa toimia, jotka edistdvdt jidsenmaiden vélistd tietojenvaihtoa
kyberturvallisuuspoikkeamista luomatta kuitenkaan paillekkiisyyksid nykyisten toimintojen
kanssa. Valtioneuvosto korostaa, ettd keskitettyyn EU-ilmoituskanavaan siirtyminen ei saa
heikentdd valvontaviranomaisten oikeuksia ja tosiasiallisia mahdollisuuksia saada niiden
tehtdvien hoitamisen kannalta tarpeelliset tiedot riittdvdn nopeasti. EU-sddntelystd ei saa
aiheutua estettd tiedon siirtymiseen esimerkiksi tarvittaessa kriisinhallintaan liittyvié tehtdvia
varten toiselle viranomaiselle. Edelleen valtioneuvosto katsoo, ettd ENISA:n tehtdvissa tulisi
valttad padllekkdisyyksid sekd keskittyd EU-tasolla erityisté lisdarvoa tuottaviin toimenpiteisiin.

Valtioneuvosto pitda tirkedna, ettd ehdotuksen jatkokisittelyssd arvioidaan edelld kuvatusti sen
suhdetta toissijaisuusperiaatteeseen seké kansalliseen turvallisuuteen ja puolustukseen.

Eraiden siidosten kumoaminen

Valtioneuvosto katsoo, ettd neuvottelujen kuluessa tulisi saada lisdtietoja komission P2B-
asetuksen kumoamista koskevan ehdotuksen vaikutuksista eurooppalaisten yritysten
kilpailukykyyn. Neuvotteluissa olisi tdsmennettdvd, miten verkkoalustoja hyddyntdvien
yritysten oikeusturva sopimussuhteissa verkkoalustayritysten kanssa varmistettaisiin jatkossa.

10.3 Komission ehdotus: tekodlyomnibus

Valtioneuvosto pitdd yleisesti ehdotuksia tekodlyasetuksen yksinkertaistamiseksi ja siitd
aiheutuvan hallinnollisen taakan véhentdmiseksi kannatettavina. Valtioneuvosto pitié kuitenkin
tarkednd varmistaa, ettd ehdotettava séédntely on kaikilta osin oikeasuhteista ja katsoo, ettd
neuvotteluissa tulisi vield arvioida SEUT 16 artiklan lisddminen oikeusperustaksi, silld
ehdotetut muutokset tekoélyasetukseen koskevat tietyiltd osin myds henkildtietojen suojaa.

Valtioneuvosto suhtautuu ldhtokohtaisesti myonteisesti ehdotukseen, jolla mahdollistetaan
erityisten henkilGtietojen késittely nykyistd laajemmin kaikkien tekodlyjérjestelmien
vinoutumien havaitsemisen ja korjaamisen varmistamiseksi. Neuvotteluissa suuririskisten
tekodlyjirjestelmien osalta tulisi kuitenkin varmistaa asianmukaiset ja riittAvat
suojatoimenpiteet sekd rajata henkilotietojen suojaan puuttuminen vélttimattomain
huomioiden erityisesti suuririskisiin tekodlyjarjestelmiin liittyvét korkeat riskit.

Valtioneuvosto pitdd ehdotuksia korkeariskisten jérjestelmien vaatimusten soveltamisen
lykkadmisestd kannatettavina, jotta yhdenmukaistettujen standardien valmistelulle ja asetuksen
vaatimuksiin valmistautumiselle on enemmain aikaa. Yrityksilld ja muilla toimijoilla, mukaan
lukien julkisella sektorilla, tulee olla tieto vaatimusten voimaanastumisesta tarpeeksi paljon
ennen elokuuta 2026, jolloin tekoidlyasetuksen velvoitteet tulevat viimeistddn noudatettaviksi
liitteen III suuririskisten tekodlyjarjestelmien osalta. Tdémén vuoksi valtioneuvosto korostaa
tekodlyasetusta koskevien muutosten nopean késittelyn merkitystd. Valtioneuvosto on myds
valmis siihen, ettd soveltamisen lykkdystd koskevat muutokset eriytetdén erilliseksi
kokonaisuudeksi, jonka késittelyd priorisoidaan aikataulullisesti suhteessa muuhun
tekodlyomnibusiin.

On tirkedd, ettd vaatimusten voimaanastumiselle asetetaan selked takaraja tavalla, joka
selventéisi oikeustilaa ja véhentdisi ennakoimattomuudesta yrityksille aiheutuvaa hallinnollista
taakkaa ja kustannuksia. Liséksi valtioneuvosto kannattaa ehdotettua lykkaystd keinotekoista
siséltod koskeville avoimuusvelvoitteille.

Valtioneuvosto katsoo, ettd tekodlyasetusta koskevat ehdotukset vidhentdisivét tekodlya
hyodyntivien yritysten ja julkisen hallinnon toimijoiden hallinnollista taakkaa ja kustannuksia

28



vain véhiisissd maérin ja ettd neuvotteluissa olisi pyrittdva l0ytdmaédn lisdd keinoja ndiden
viahentdmiseksi mahdollisuuksien mukaan. Valtioneuvosto pitdd kuitenkin térkednd, ettd
tekodlyasetukseen  ehdotettavilla ~ muutoksilla,  kuten  rekisterdintivelvollisuuksien
keventamiselld, ei heikennetd nykyistd henkilGtietojen suojan tasoa

29



	Valtioneuvoston kirjelmä eduskunnalle komission ehdotuksista Euroopan parlamentin ja neuvoston asetusten ja direktiivien muuttamisesta digitaalisen lainsäädäntökehyksen yksinkertaistamisen osalta (digiomnibus) ja tekoälyä koskevien yhdenmukaistettujen sääntöjen täytäntöönpanon yksinkertaistamisen osalta (tekoälyomnibus)
	euroopan komission ehdotus asetukseksi asetusten (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725, (EU) 2023/2854 ja direktiivien 2002/58/EY, (EU) 2022/2555 ja (EU) 2022/2557 muuttamisesta digitaalisen lainsäädäntökehyksen yksinkertaistamisen osalta sekä ehdotuksesta asetusten (EU) 2018/1807, (EU) 2019/1150, (EU) 2022/868 ja direktiivin (EU) 2019/1024 kumoamisesta (digiomnibus) sekä EHDOTUS asetukseksi asetusten (EU) 2024/1689 ja (EU) 2018/1139 muuttamisesta tekoälyä koskevien yhdenmukaistettujen sääntöjen täytäntöönpanon yksinkertaistamisen osalta (tekoälyomnibus)
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